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1 Reason for Change

As we found, problems caused by current SIP Push may happen in multi-terminals situation for some certain services, such as DM, MMS, email which are mainly transported by SIP Push.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and accept into RD
6 Detailed Change Proposal

1. 
2. New Reference

2.1. Normative References

	……
	…..

	[RFC4479]
	“A Data Model for Presence”, J. Rosenberg, July 2006, RFC 4479

	[draft-ietf-sip-gruu]
	Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol


2. Proposal for Introduction
4. Introduction

Push-based service enablers in OMA define the delivery of content to a mobile device utilizing push methods. The SIP Push architecture [PushSIPArch] defines the architectural context of such enablers in SIP-based environments. This specification defines the functions required of the Push Sender and Receiver Agents as defined in [PushSIPArch].
In illustration:
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Figure 1: Push Sender and Receiver Agent

In general terms, the functionality defined in this specification will be referred to as ‘SIP Push’. To implement this specification, it is necessary that the Push Sender and Receiver Agents interface with a SIP/IP Core network. An example of SIP/IP Core network definition is the 3GPP IMS [3GPP TS 23.228] and 3GPP2 MMD [3GPP2 X.S0013-002-A] networks. 

In the context of an IMS Architecture [IMSArch] (3GPP IMS and 3GPP2 MMD networks) SIP Push should be considered as the primary mechanism for push-based services. 

Future releases may fully specify how SIP Push utilises additional types of SIP/IP Core networks.
This specification will also make reference to specific SIP RFCs [RFC3261] to further clarify the use of SIP for push service in the context of particular SIP/IP Core network definitions.
This specification encompasses the following:

1. SIP Push Protocol definition, including the push methods: page-mode, subscription mode (event notification), and session mode (INVITE/MSRP)
2. Registration of Push Receiver Agents with Push Sender Agents
3. Service, Application, and Application Resource addressing 

4. Authentication and authorization for push service

5. Client capabilities disclosure via definition of the “oma-app” profile type within “ua-profile” Event Package
6. Supporting multi-terminals belonged to the same user situation in SIP Push service. 
3. Proposal on Functional Description
6.   Functional Description


6.1 Push Sender Agent 

The Push Sender Agent is an entity that pushes content to the Push Receiver Agent.  Push Sender Agents support the following functions:

1. Discovering the Push Receiver Agent through its Registration with the SIP/IP Core.

2. Facilitating Push Receiver Agent subscription to specific Push-based services and application events.

3. Receiving, storing, and sharing the capabilities information of the Push Receiver Agent, such as application type or push characteristics.

4. Selecting the type of push method to the Push Receiver Agent, depending on the supported capabilities and application push request.

5. Creating push request to deliver the content to the Push Receiver Agent.

6. Requesting delivery reports from Push Receiver Agent.

7. Mapping of SIP Push delivery status (e.g. SIP response code) to application level status information for communication to the initiator of the push. 
8. If required, in the multi terminal scenarios e.g. the user has registered from more then one terminal with a push sender Agent, the Push Sender Agent may select the explicit terminal(s) to to take part of the communication to.
The Push Sender Agent SHALL support the P-2 reference point.
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS or MMD [IMSArch], the P-2 reference point SHALL conform to the ISC reference point as defined in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.
6.2 Push Receiver Agent

The Push Receiver Agent is a logical entity that receives push content from the Push Sender Agent.  It is the responsibility of Push Receiver Agents to pass the received push content to the appropriate application.  Push Receiver Agent supports the following functions:

1. Registering with a SIP/IP Core.
2. Subscribing to specific Push-based services and application events. 

3. Publishing its push capabilities information, such as type of push application or push characteristics 
4. Receiving and acknowledging push content from Push Sender Agent..
The Push Receiver Agent SHALL support the P-1 reference point.
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS or MMD [IMSArch], the P-1 reference point SHALL conforms to the Gm reference point when the Push Receiver Agent is implemented on the UE or to the ISC reference point when the Push Receiver Agent is implemented on an Application Server as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A], respectively
4.  Proposal on MESSAGE Method
7. Push Operations


This section describes three delivery mechanisms for SIP Push. It is the choice of the individual Push Sender Agent to implement and select the appropriate Push method, e.g. based upon the service requirements. Such service-specific method selection criteria are considered outside the scope of SIP Push.
7.1  MESSAGE Method (Page-Mode Messaging)

The MESSAGE method [RFC3428] is an extension to SIP that allows the transfer of messages to the client. Since the MESSAGE request is an extension to SIP, it inherits all the request routing and security features of that protocol. The MESSAGE request may carry the content in the form of MIME body parts, or per [RFC4483] may indirectly reference the content. MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE stands alone, much like pager messages. Thus, each MESSAGE request is independent and no session states are stored in the system. The push messages are carried in a SIP Message body MUST NOT exceed 1300 bytes as defined in [RFC3428].
7.1.1 Procedures at the Push Receiver Agent

Push Receiver Agents MAY support use of the MESSAGE method for SIP Push. Push Receiver Agents that support use of the MESSAGE method for SIP Push SHALL disclose this capability through:

· a published User Agent Profile

· inclusion of the MESSAGE method in the method feature tag of the Contact header [RFC3840] as sent in REGISTER

· inclusion of the MESSAGE method in the method feature tag of the Accept-Contact header [RFC3841] as sent in SUBSCRIBE 
Upon receiving an incoming MESSAGE,

1. The Push Receiver Agent  SHALL verify that a P-Asserted-Identity exists according to the procedures of [3GPP TS 24.229]

If an Application Resource Identifier is present,, the Push receiver Agent SHALL store the Application Resource Identifier according to the rules and procedures., as defined in [RFC3841] and section 9.2.

2. If push content is contained in the body of the MESSAGE request, the Push Receiver Agent SHALL pass the received push content to the targeted push application.

3. If the content is indirectly referenced in the MESSAGE request per [RFC4483], the Push Receiver Agent SHALL retrieve the push content at the indicated location, and pass the content to the targeted push application.
4. The Push Receiver Agent SHALL generate a success response in accordance to [RFC3428] and the procedures of the SIP/IP Core.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in the above subclause.

7.1.2 Procedures at the Push Sender Agent

The Push Sender Agent SHALL generate a MESSAGE request in accordance with [RFC3428] and [RFC3841].

In generating and sending a MESSAGE required,:

1. The Push Sender Agent MAY include an Application Resource Identifier of the application resource e.g.  +g.oma.pusheventapp  to the accept contact header according to rules and procedures of in section 9.3;
2. The Push Sender Agent SHALL set the Request-URI of the SIP MESSAGE request to the public user identity of the intended recipient.
3. The Push Sender Agent SHOULD check the content to send against content-types supported by the Push Receiver Agent as indicated in the Client Capabilities (see Section7.2.2 )
4. If the content is to be included in the Push message, the Push Sender Agent SHALL embed the push content in the body of the MESSAGE request.

5. If content indirection is to be applied, the Push Sender Agent SHALL indirectly reference the content in the MESSAGE request per [RFC4483].
6. The Push Sender Agent SHALL, in accordance with [3GPP TS 24.229] and [RFC3325], include a P-Asserted-Identity in the header field of the MESSAGE request if the message initiator is trusted by the Push Sender Agent
7. In the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent:
a. MAY Enforce a delivery model include a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to. 
8. The Push Sender Agent SHALL send the MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.
9. The Push Sender Agent SHALL recognize success responses in accordance to [RFC3428] and the procedures of the SIP/IP Core.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in the above subclause.
5.   Proposal on Subscribe/Notify Method

7.2   SUBSCRIBE/NOTIFY Method (Event Notification)

The SIP-based event subscription mechanism, or SIP event framework, is described in [RFC3265] and allows for asynchronous notification of events during the duration of the subscription. Subscription is performed explicitly by a subscriber entity, also called watcher, which can refresh it periodically, whilst termination of the subscription can be done either by watcher or notifier entity. Once created, subscription provides a dedicated channel between the watcher and notifier entities. 

Subscription mechanism is also used after each registration to send the device capabilities to all Push Sender Agents. Those capabilities will be referenced via [OMA-UAProf] . This reference will be sent using the "ua-profile" Event Package, which defines a framework where devices can subscribe with a specific profile type to an application server, see Appendix B. 

The Push Sender Agent and the the Push Receiver Agent SHALL support the SUBSCRIBE and NOTIFY methods as stated in [RFC3265] and [SIP_UA_Prof]. In particular, the Push Receiver Agent SHALL support the subscriber functionality for some specific push content and SHALL support reception of push content, and the Push Sender Agent SHALLsupport the notifier functionality to receive subscription requests from Push Receiver Agents and send push information to them.
The Push Sender Agent and the Push Receiver Agent SHALL support the direct embedding of push content in the NOTIFY method, and content indirection per [RFC4483]. The choice to embed or reference the content is outside the scope of this specification. It may be defined by SIP Push-referencing service enablers, or left as an implementation decision.
The Push Sender Agent MAY decide to grant or reject a subscription request from a Push Receiver Agent. The Push Receiver Agent MAY subscribe to any push application at any time, and for any duration. Subscription policies are outside the scope of this specification. They may be defined by SIP Push-referencing service enablers, or left as an implementation decision.

Based on the design of the SIP event framework, final successful (200 OK) responses to NOTIFY requests may be interpreted as delivery notifications by the Push Sender Agent.
7.2.1 Procedures at the Push Receiver Agent

Push Receiver Agents MAY support use of the SUBSCRIBE/NOTIFY method for SIP Push. Push Receiver Agents that support use of the SUBSCRIBE/NOTIFY method for SIP Push SHALL disclose this capability through: :

· a published User Agent Profile

· inclusion of the NOTIFY method in the method feature tag of the Contact header [RFC3840] as sent in REGISTER

· inclusion of the NOTIFY method in the method feature tag of the Accept-Contact header [RFC3841] as sent in SUBSCRIBE
7.2.1.1  Initial subscription

The Push Receiver Agent SHALL send a SUBSCRIBE request to Push Sender Agents after initial registration, if necessary to subscribe to push events for specific services, e.g. to convey client capabilities or to subscribe to specific events.

The SUBSCRIBE request SHALL be set according to [RFC3265] and [SIP_UA_Prof], and the Push Receiver Agent:
1. The Push Receiver Agent SHALL include the “oma-app” profile type according to rules and procedures of the “Initial Profile Enrolment” as specified in Appendix B.1.1. Further, it SHALL set the Request-URI to either the user AoR (public SIP URI) identifying the current user, or a SIP URI identifying the Push Sender agent, based on local policy or configuration.
2. MAY insert a P-Preferred-Identity header  according to rules and procedures of [RFC 3325]
3. MAY include a GRUU value according to rules and procedures in [draft-ietf-sip-gruu], in order to facilitate the communication decisions and the routing back to explict terminal(s) via the Push Sender Agent, in the case of a user having multiple registered terminals with a Push Sender Agent.  
4. SHALL send the SUBSCRIBE request towards the SIP/IP Core.                               
5. If a UAProf information is available for a device, the dev-cap parameter MUST be included

6. If a UAProf information is not available for a device, then the model, vendor, and version parameters MUST be included.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver Agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub clause.

7.2.1.2 NOTIFY processing

Upon receiving an incoming NOTIFY request that is part of the same dialog as the previously sent SUBSCRIBE request the Push Receiver Agent SHALL handle the request according to [RFC3265], [RFC3841], [SIP_UA_Prof],
If the NOTIFY request was accepted, 
· If push content is contained in the body of the NOTIFY request, the Push Receiver Agent SHALL pass the received push content to the targeted push application.

· If the content is indirectly referenced in the NOTIFY request per [RFC4483], the Push Receiver Agent SHALL retrieve the push content at the indicated location, and pass the content to the targeted push application.

· The Push Receiver Agent SHALL generate a response in accordance to [RFC3265] and the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver Agent SHALL also apply the 3GPP/3GPP2 IMS rules and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub clause.

7.2.2 Procedures at the Push Sender Agent
7.2.2.1  Initial subscription
Upon receiving a SUBSCRIBE request the Push Sender Agent SHALL follow the steps and procedures in accordance with [RDC3265], [RFC3841], and [SIP_UA_Prof] and Appendix B.1.2 “The Profile Enrollment Confirmation” with the clarifications in the following steps:

1. SHALL return the SIP “489 Bad Event” error response, if the “ua-profile” event package is not supported, as defined in [RFC3265]. Otherwise perform the following steps.
2. SHALL verify that a P-Asserted-Identity exists according to the procedures of [RFC3325]. If the authorization check fails, the Push Sender Agent SHALL return the SIP "403 Forbidden" error response,
3. SHOULD store the [OMA-UAProf] link when present and retrieve the associated device capabilities,
4. If no event-app-id value is present in the “oma-app” profile type parameters in the Event header then an IMS Communication Service Identifier MAY be interpreted as the event-app-id value of the “oma-app” profile type,  
5. SHALL create a subscription to push application data identified by Event header parameters as described in [SIP_UA_Prof],
6. SHALL send a SIP “200 OK” in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP Core,
7. SHALL generate a Profile Enrollment Confirmation  as specified in Appendix B.1.2 “The Profile Enrollment Confirmation”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub clause.
7.2.2.2  Delivering content via a NOTIFY 

When generating a SIP NOTIFY for content delivery the Push Sender Agent 

1. SHALL generate a Content Push as according to rules and procedures in the Appendix B.1.3 Content Push and [SIP_UA_Prof],

2. SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265]],
3. In the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent:
a. MAY Enforce a delivery model include a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to.
4. SHALL either embed the content in the NOTIFY, or provide a content reference per [RFC4483], 
5. SHALL send the SIP NOTIFY within the context of the existing subscription created by the Push Receiver Agent according to rules and procedures of the SIP/IP Core.
The responses to the SIP NOTIFY request SHALL be handled in according to rules and procedures of [RFC3265], [RFC3515],
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this subclause
6.   Proposal on REFER

7.2.3   Use of the REFER Method

The REFER method [RFC3515] is an extension to SIP [RFC3261]. The recipient of a REFER request, upon granting permission from the user, initiates a new SIP request to the resource provided in the REFER message. 

The Push Receiver Agent MUST supports the REFER method as stated in [RFC3515]. In particular, the Push Receiver Agent MUST be able to receive REFER requests, perform the requested action, and notify it to the requester.

At any time, a Push Sender Agent may send a REFER request to the Push Receiver Agent to trigger a subscription (SUBSCRIBE message) from the Push Receiver Agent to a Push Sender Agent for receiving push content (NOTIFY message).

7.2.3.1  Procedures at the Push Sender Agent
A Push Sender Agent wishing to trigger a subscription from the Push Receiver Agent SHALL send a REFER request according to [RFC3515] with the clarifications given in this sub clause.

The Push Sender Agent
1. SHALL set the Request-URI to the public SIP URI identifying the destination user;

2. SHALL include a Refer-To header with the following clarifications;

a. SHALL set the referred URI to the same value as the Request-URI, or to the SIP URI identifying a Push Sender Agent;

b. SHALL include “SUBSCRIBE” as method parameter of the referred URI

c. SHALL include the “Event” header parameter in the referred URI with the event package name set as “ua-profile” and the “profile-type” parameter value set to “oma-app”;
d. SHALL include the “Accept-Contact” header parameter in the referred URI with the feature tag of the targeted push application according to rules and procedures of [RFC3841] and section 9.4.3.
3. In the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent:
a. MAY Enforce a delivery model include a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to.
SHALL send the REFER request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub section.

7.2.3.2  Procedures at the Push Receiver Agent
Upon receiving a REFER request the Push Receiver Agent SHALL behave as described in [RFC3515] with the following clarifications:

1. SHALL conform to the procedures defined in [RFC3515] to either reject, or accept the reference and create a subscription to the referred event. If the request is accepted, the Push Receiver Agent: 

2. SHALL generate and send an initial SUBSCRIBE request to the “ua-profile” event in a separated dialog as specified in section 7.2.1 using the content of the ‘Refer-To’ header

Upon receiving the first NOTIFY request within the “ua-profile” dialog, the Push Receiver Agent SHALL generate and send a subsequent NOTIFY request within the existing subscription to the referred event according to [RFC3515] to inform the requester of the result of the action triggered out of the REFER request, with subscription state set to "terminated" with a reason of "noresource".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver Agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub section.
7.  Proposal on INVITE

7.3  INVITE/MSRP Method (Session-Mode Messaging)
When a Push Sender Agent wishes to send a large content  without using content indirection, the Push Sender Agent SHALL initiate a MSRP session as described in procedure 7.3.2“Procedures at the Push Sender Agent”. Once the MSRP session is established and the message is delivered, Push Sender Agent shall automatically close down the MSRP session as specified in 7.3.1.2 MSRP Session release.
7.3.1 Procedures at the Push Receiver Agent

Push Receiver Agents MAY support use of the INVITE/MSRP method for SIP Push. Push Receiver Agents that support use of the INVITE/MSRP method for SIP Push SHALL disclose this capability through: :

· a published User Agent Profile

· inclusion of the INVITE method in the method feature tag of the Contact header [RFC3840] as sent in REGISTER

· inclusion of the INVITE method in the method feature tag of the Accept-Contact header [RFC3841] as sent in SUBSCRIBE
7.3.1.1 Push Receiver Agent Invited to a MSRP Session

When the Push Receiver Agent receives a SIP INVITE to set up a MSRP session, the Push Receiver Agent:

1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are supported by the Push Receiver Agent and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

2. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g. when the Push Receiver Agent determines that there is not enough resources to handle the MSRP Session; or,

3. SHALL store as the Session Identity the content of the Contact header as described in [RFC 4579].

4. If an Application Resource Identifier is present, the Push receiver Agent SHALL store the Application Resource Identifier according to the rules and procedures for the SIP Push implementing enabler. 

5. When the Push Receiver Agent receives a SIP INVITE containing a “file-selector” parameter, the Push Receiver Agent SHALL accept from the Push Sender Agent input regarding the file (s) he is willing to accept;  

6. SHALL include in the SIP 200 "OK" response a SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975]  and 

a. SHALL set the SDP directional media attribute to  a=recvonly

b. MAY indicate the maximum size message they wish to receive using the max-size a-line attribute according to rules and procedures of [RFC4975] 

c. MAY add a feature tag +g.oma.pusheventapp  to the Accept-Contact header according to rules and procedures of [RFC3841] and section 9.3.
7. SHALL send the SIP 200 "OK" response towards the Push Sender Agent according to rules and procedures of the SIP/IP Core; and, 
8. SHALL include the option tag 'timer' in a Require header;
9. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], 
10. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];
11. SHALL prepare to receive MSRP SEND messages as described in [RFC4975];

SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.004] with the clarifications given in this section.

7.3.1.2 MSRP Session release

Upon reception of a SIP BYE request, the Push Receiver Agent: 

1. SHALL generate a 200 “OK” response according to rules and procedures of [RFC3261]; and,

2. SHALL send a 200 “OK” response according to rules and procedures of SIP/IP Core.

3. SHALL release User Plane resources associated with the SIP Session ;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver Agent  SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this section Procedures at the Push Sender Agent

7.3.1.3 MSRP Relays
Push Receiver Agents MAY support the use of intermediaries for MSRP sessions, as described in [RFC4976].
Push Receiver Agents that support use of MSRP Relays per [RFC4976] SHALL disclose this capability through a published User Agent Profile.
7.3.2 Procedures at the Push Sender Agent
7.3.2.1 Establishment of a MSRP Session 

When the establishment of an MSRP session is needed, the Push Sender Agent:

1. SHALL generate an initial SIP INVITE request as according to rules and procedures of [RFC3261];
2. MAY include an Application Resource Identifier of the application resource e.g. +g.oma.pusheventapp to the Accept-Contact header according to rules and procedures of in section 9.3;
3. SHOULD include an Allow header with all supported SIP methods; 
4. SHALL include the option tag 'timer' in the Supported header according to rules and procedures RFC 4028; 
5. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].
6. SHALL set the Request-URI of the SIP INVITE request to the Push Receiver Agent
7. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975] and
a. SHALL set the SDP directional media attribute to a=sendonly

b. MAY add the media attribute to the SDP settings as specified in [mmusic-file-transfer]

c. SHALL support multiple "m=" lines if more than one file is to be transfered as described in [mmusic-file-transfer]
8.    In the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent:
a. MAY make decision on which terminal to send, and address priority to the Push Receiver Agent by MAY Enforce a delivery model include a GRUU value according to rules and procedures in [draft-ietf-sip-gruu]. 
9.   SHALL send the SIP INVITE request towards the Push Receiver Agent according to rules and procedures of the SIP/IP Core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the Push Sender Agent: 

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL store the Session Identity if received in the Contact header as described in [RFC 4579]; 
3. SHALL start the Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].
4. SHALL interact with the User Plane as specified in 7.3.3.2 MSRP Media Session
5. When the 200 OK response for the last MSRP SEND is received, the Push Sender Agent  SHALL close the MSRP session for that particular file transfer by  setting the m line to zero i.e. m= 0,  according to the procedures defined in 5.2.1.2“MSRP Session  Release”. 
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this section.

7.3.2.2 Push Sender Agent canceling a MSRP Session

When the Push Sender Agent wants to cancel the MSRP Session initiation, and the MSRP Session signalling is used as specified in section 7.3.2.1 ”Establishment of a MSRP Session” and the Push Receiver Agent has not yet received a final SIP response for the SIP INVITE request, Push Sender Agent SHALL send a SIP CANCEL according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this section.

7.3.2.3 MSRP Session release

When the Push Sender Agent completes MSRP session, Push Sender Agent:
1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261] if there had been only one MSRP-file or the MSRP-file is  the last remaining media stream in the SDP file;
2. SHALL set the Request-URI to the SIP Session Identity of the SIP Session to release;
3. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  
If the timer set expires, the Push Sender Agent:

1. SHALL send re-INVITE to set the media line to zero i.e. m= 0 of the MSRP-file that has been transferred, if there is any other media stream than the MSRP-file transfer  media stream in the SDP file
2. In case of multiple media lines for multiple different file transfer , the Push Sender Agent SHALL send the re-INVITE to set to zero i.e. m=0 , of all the media lines corresponding to the MSRP-files that have been transferred
Upon receiving a SIP 200 "OK" response to the SIP BYE request the Push Sender Agent SHALL release User Plane resources associated with the SIP Session with the Push Receiver Agent. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender Agent SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this section.
7.3.2.4 MSRP Relays
Push Sender Agents MAY support the use of intermediaries for MSRP sessions, as described in [RFC4976].

7.3.3  User Plane

7.3.3.1  General

· MSRP Session between end points is negotiated with an Offer and Answer model using Session Description Protocol. These negotiation parameters are carried by SIP Signalling.
· Recommended media parameters to be used in near real-time communication are specified in [3GPP TS 26.141].

7.3.3.2  MSRP Media Session

7.3.3.2.1  Procedures for Originating Client

The Push Sender Agent sends a MSRP Message according to the following procedure:
1. To provide rich description of the Push content when sending multimedia message during an MSRP session, the Push Sender Agent: 
a. SHOULD add a Content-Disposition header field according to [RFC2183] to the MSRP SEND method .

b. If the Push Sender Agent does not want the content to be rendered automatically to the receiver, but only on an express action of the receiver, then the sending Push Sender Agent SHALL add a Content-Disposition header field ‘attachment’ according to [RFC2183] to the MSRP SEND according to rules and procedures of [RFC4975].
2. The Push Sender Agent MAY  include Content-Description header field whenever available;
3. To get the confirmation of the MSRP delivery, the Push Sender Agent MAY add  a  Success-Report header in the MSRP SEND method and set the value to yes

When the Push Sender Agent has received the corresponding response for the last chunk of the MSRP SEND request, e.g. 200 OK or Success-Report, the Push Sender Agent should close the MSRP session according to [RFC4975].  

Upon receipt of an MSRP Failure response (e.g. 4XX), the Push Sender Agent:
1. SHALL check whether the corresponding MSRP request contains a failure delivery request, if true the the Push Sender Agent  SHALL generate a Failure delivery notification with MSRP REPORT; Otherwise, end the procedures;
7.3.3.2.2  Procedures for Terminating Client

The Push Reciver Agent SHALL checks whether the message contains the request for delivery report. If true, the Push Reciver Agent SHALL sends a delivery notification with MSRP REPORT to the initiating Push Sender Agent according to the rules and procedures of [RFC4975].
7.  Proposal on Registration

8. Registration


8.1 Overview


SIP/IP Core Network registration, and de-registration, which use REGISTER request, are a procedure where the user requests authorization to use the SIP/IP Core services in the network.  The SIP/IP Core Network authenticates and authorizes the user to access the SIP/IP network.

In order for the Push Sender Agent to receive a REGISTER request from the Push Receiver Agent, the SIP/IP Core Network can trigger a third-party REGISTER to it whenever it receives a registration request from the Push Receiver Agent, as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A] , respectively. This trigger is based on a filter criterion configured for this user and this type of message, which indicates that every REGISTER message including SIP Push support will be sent, via a 3rd party registration, to the Push Sender Agent. 

Push Sender Agent can also act as watcher of the “reg” event package according to [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].

8.2 Procedures at Push Receiver Agent


The Push Receiver Agent SHALL register, re-register and de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following subsection.

When the Push Receiver Agent register, re-register, it perform the following steps:

1.    SHALL generate a SIP REGISTER request; 
2. MAY include a Application Resource Identifier of each supported push resource in the Contact header as feature tag  +g.oma.pusheventapp (see Section 9.2).
3. SHALL include a Require header with the option tag “pref” according to rules and procedures of [RFC3840]; 
4. In the case of a user having multiple registered terminals, the Push Receiver Agent::
a. MAY include a GRUU value according to rules and procedures in [draft-ietf-sip-gruu], in order to facilitate the communication decisions and the routing back to the explicit terminal(s) via the Push Sender Agent 
5. When the Push Receiver Agent deregisters it perform the following steps:
6. SHALL generate a SIP REGISTER request.
7. If the client needs to remain SIP/IP Core registered the Push Receiver Agent SHALL reregister with the SIP/IP Core without including each of the SIP Push feature-tag.  
8. If the client also needs to deregister from the SIP/IP Core, the Push Receiver Agent SHALL send a SIP REGISTER request with an Expires header set to 0.
When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Push Receiver Agent implemented by the UE SHALL comply with registration, re-registration rules and procedures in subsection 5.1.1 of the [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].

8.3 Procedures at Push Sender Agent


When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD networks, the Push Sender Agent implemented by the Application Server (AS) SHALL behave according to the procedures in subsection 5.7.1 of the [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].
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