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1 Reason for Change

The REFER is updated to explicitly include a event-app-id (this can be a single resource or a list) and some more general updates to conform to other chapters and allow for support of RFC 4488
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

non
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be agreed 
6 Detailed Change Proposal

7.2 Normative References

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228

	[3GPP TS 33.203]
	“Access Security for IP-based services”, 3GPP TS 33.203

	[3GPP TS 33.210]
	“Network domain security; IP network layer security”, 3GPP TS 33.210

	[3GPP TS 24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP TS 24.229
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	“All-IP Core Network Multimedia Domain:  IP Multimedia Subsystem - Stage 2”, Revision A, Version 2.0, 3GPP2, 2004

	[3GPP2 X.S0013-004-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, Revision A, Version 2.0, 3GPP2, 2004
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	“IMS Security Framework”,  2004
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	"A Session Initiation Protocol (SIP) Extension for the Identification of Services".
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	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	mmusic-file-transfer
	A Session Description Protocol (SDP) Offer/Answer Mechanism to Enable File Transfer
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	Jennings, C., Mahy, R., and A. Roach, "Relay Extensions for the Message Session Relay Protocol (MSRP)", RFC 4976, September 2007.
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	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2183]
	“Communicating Presentation Information in Internet Messages: The Content-Disposition Header Field.” URL:http//www.ietf.org/rfc/rfc2183.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC2506]
	"Media Feature Tag Registration Procedure". Holtman et al. M1999. URL:http://www.ietf.org/rfc/rfc2506.txt

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”, Fielding et al, June 1999, URL:http://www.ietf.org/rfc/rfc2616.txt

	[RFC3261]
	"SIP: Session Initiation Protocol". J. Rosenberg et al. June 2002. URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	"Session Initiation Protocol (SIP)-Specific Event Notification". A.B. Roach. June 2002. URL:http://www.ietf.org/rfc/rfc3265.txt

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol”, C. Jennings, J. Peterson, M. Watson, Nov. 2002

	[RFC3428]
	"Session Initiation Protocol (SIP) Extension for Instant Messaging". B. Campbell et al. December 2002. URL:http://www.ietf.org/rfc/rfc3428.txt

	[RFC3840]
	“Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”.J. Rosenberg, H.Schulzrinne, P.Kyzivat, Aug. 2004. URL:http://www.ietf.org/rfc/rfc3840.txt

	[RFC3841]
	“Caller Preferences for the Session Initiation Protocol (SIP)”.J. Rosenberg, H.Schulzrinne, P.Kyzivat, Aug. 2004. URL:http://www.ietf.org/rfc/rfc3841.txt

	[RFC4483]
	E. Burger, Ed., “A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, RFC 4483, May 2006

	[RFC4508]
	“Conveying Feature Tags with the Session Initiation Protocol (SIP) REFER Method”. O. Levin, A. Johnston, May 2006. URL:http://www.ietf.org/rfc/rfc4508.txt

	[SIP_UA_Prof]
	“A Framework for Session Initiation Protocol User Agent Profile Delivery”, D. Petrie, March 6, 2006. URL: http://www.ietf.org/internet-drafts/draft-ietf-sipping-config-framework-13.txt

Note: Work in progress

	[OMNA]
	"OMA Naming Authority". Open Mobile Alliance(.
http://www.openmobilealliance.org/tech/omna 

	[OMNA-devprof]
	Editor note: reference to OMNA device profile link

	[OMA-UAProf]
	"User Agent Profile", OMA-TS-UAProf-V2_0-20060206-A. URL: http://www.openmobilealliance.org/ 

	[RFC4479]
	“A Data Model for Presence”, J. Rosenberg, July 2006, RFC 4479

	[RFC4488]
	Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription

	[RFC3515]
	The Session Initiation Protocol (SIP) Refer Method


(optional)Brief description of specific change

7.2.3 Use of the REFER Method

The REFER method [RFC3515] is an extension to SIP [RFC3261]. The recipient of a REFER request, upon granting permission from the user, initiates a new SIP request to the resource provided in the REFER message. 

Push Receiver agent MUST supports the REFER method as stated in [RFC3515]. In particular, Push Receiver agent MUST be able to receive REFER requests, perform the requested action, and notify it to the requester.

At any time, a Push Sender agent may send a REFER request to the Push Receiver agent to trigger a subscription (SUBSCRIBE message) from the Push Receiver agent to a Push Sender agent for receiving push content (NOTIFY message).

7.2.3.1 Procedures at the Push Sender agent

A Push Sender agent wishing to trigger a subscription from the Push Receiver agent SHALL send a REFER request according to [RFC3515] with the clarifications given in this sub clause.

The Push Sender agent

1. SHALL set the Request-URI to the public SIP URI identifying the destination user;

2. SHALL include a Refer-To header with the following clarifications;

a. SHALL set the referred URI to the same value as the Request-URI, or to the SIP URI identifying a Push Sender agent;

b. SHALL include “SUBSCRIBE” as method parameter of the referred URI

c. SHALL include the Event header parameter in the referred URI with the event package name set as ua-profile and the “profile-type” parameter value set to oma-app  and include the “event-app-id” parameter
i. If the Push sender Agent wants the Push Receiver Agent to explicitly terminate the existing subscription then a “Replaces” header SHALL also be inserted according to rules and procedures of [RFC 3891].
3. 
4. SHALL send the REFER request towards the SIP/IP Core according to the procedures of the SIP/IP Core.
Note: If no forking can be guaranteed the Push Sender agent may use a Refer -Sub set to false in accordance with [RFC 4488] to suppress the implicit subscription.
Note: When there are existing profile subscriptions, for one or more of event-app-ids, a Push Receiver Agent may still receive a SIP REFER method containing those event-app-ids. In such cases, the SIP REFER method can explicitly terminate existing subscriptions using the information in “Replaces” Header as allowed by [RFC 3515]. However, when there is no explicit indication to replace existing subscriptions (e.g. using the “Replaces” header), the behaviour is unspecified and left to the enabler using this TS.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Sender agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub section.

7.2.3.2 Procedures at the Push Receiver agent

Upon receiving a REFER request the Push Receiver agent SHALL behave as described in [RFC3515] with the following clarifications:

SHALL return the SIP “489 Bad Event” error response as defined in [RFC3265]., if the Refer-To header does not include a: SUBSCRIBE to the ua-profile event, with an oma-app equal to an event-app-id
a Otherwise the Push Receiver Agent.
1. SHALL verify that a P-Asserted-Identity exists according to the procedures of [RFC3325]. If the authorization check fails, the Push Receiver agent SHALL return the SIP "403 Forbidden" error response.
2. SHALL generate and send an initial SUBSCRIBE request to the “ua-profile” event in a separated dialog as specified in section 7.2.1 using the content of the ‘Refer-To’ header
3. SHALL send a SIP “202 Accepted “ in accordance with [RFC 3515]
4. 
5. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Push Receiver agent SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub section.
C.4 REFER sample flow
REFER sip:john.doe@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>

From: <sip:john.doe@PushSenderAgent.home1.net>;tag=31415

To: <sip:john.doe@home1.net>
Accept-Contact:*; 

etc

<insert change info here>
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