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1 Reason for Change

Correction initiated by the comments in the consistency review.
The main change in regarding the config framework is the clarification on that we have two types of content.

Content aimed for end user consumption and content aimed for configuration.

Related Review Comments:
B030

	B030

RIM
	2008.03.31
	T
	7 .2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

The Push Sender Agent and the Push Receiver Agent SHALL support the direct embedding of push content in the NOTIFY method, and content indirection per [Erreur ! Source du renvoi introuvable.]. The choice to embed or reference the content is outside the scope of this specification. It may be defined by SIP Push-referencing service enablers, or left as an implementation decision.
As mentioned previously you cant just embed content in a NOTIFY body. You must define an event package specific to the events that you are notifying on. 
Proposed Change: 

 Some Discussion on Event packages and appropriate uses of the Event framework for PUSH is needed. Events is not a general purpose PUSH solution that is necessarily appropriate for all PUSH applications
	Status:  OPEN
Implementation:
Proposed Change:



B032
	B032

RIM
	2008.03.31
	T
	7 .2.1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

1. SHALL include the “oma-app” profile type according to rules and procedures of the “Initial Profile Enrolment” as specified in Appendix B.1.1. Further, it SHALL set the Request-URI to either the user AoR (public SIP URI) identifying the current user, or a SIP URI identifying the Push Sender agent, based on local policy or configuration.
IF I understand correctly what is proposed is to use the ua-profile event package from the sip config framework in draft-ietf-sipping-config-framework for all kinds of Push Events by defining a new profile type “oma-app”.

This is not appropriate. Using the ua-profile may be appropriate for OMA DM usage but is not appropriate for general PUSH Content. The scope of ua-profile is restricted to configuration.

From draft-ietf-sipping-config-framework:

Abstract

   This document specifies a framework to enable configuration of

Session Initiation Protocol (SIP) User Agents in SIP deployments.

   The framework provides a means to deliver profile data that User

   Agents need to be functional, automatically and with minimal or no User and Administrative intervention.  The framework describes how

SIP User Agents can discover sources, request profiles and receivenotifications related to profile modifications.  As part of this framework, a new SIP event package is defined for notification of profile changes.  

This framework provides a standard means of providing dynamic configuration which simplifies deployments containing SIP User Agents from multiple vendors.  This framework also addresses change notifications when profiles change.
Proposed Change: 

Use of the ua-profile package needs to be restricted to OMA DM  usage only. Define Event packages needed for content notifications not related to configuration
	Status:  OPEN



B265
	B265
	2008.03.31
	T
	Appendix B
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

General comment

As mentioned previously using the ua-profile event package for anything other than configuration information is way outside the scope and appropriate usage of this Event package. 

This has been discussed very recently with many of the experts associated with draft-ietf-sipping-config-framework and RFC 3265 and the conclusion is that ua-profile is only appropriate for configuration events not for general purpose delvery of content. New Event packages need to be defined for other user other than configuration (such as OMA DM).

Having an “oma-app” profile type is also not appropriate. The profile should be restricted to the configuration application e.g “oma-dm”

No point in providing further detailed comments on Appendix B until this issue is resolved.

Proposed Change: 

We insist that this proposal is discussed on the IETF SIPPING list for feedback before this assumption to misuse the ua-profile event ackage moves further.

Ua-profile is appropriate for OMA DM and other device configuration uses it is not appropriate for generic push. Restrict this to OMA DM use and define a se[parate event package or have push applications define their own event apckages
	Status: OPEN 

Implementation:
Proposed Change:
Agreed, “oma-app” Profile Type is not to be use for sending application content for end-user consumption.
AP: Ericson creates a CR.


2 Impact on Backward Compatibility

non
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be agreed
6 Detailed Change Proposal

5  End to End Push Service


Within the scope of this specification, the support for end-to-end push services focuses on the relationship between the Push Sender Agent and the Push Receiver Agent. While not limiting the potential types of end-to-end services that can leverage push, there are three types of push objectives that have been considered in the creation of this specification:

· Generic Push: Push is available towards user’s device, asynchronously, whilst the user is registered with the SIP/IP Core network (e.g. used to broadcast content to a large community of users, and for generic “content-to-person” applications); 

· “Trusted” Push: for pushing high value, trusted and certified information (e.g. device management/configurations, policies, based on terminal characteristics or user profile and related to application/service/user configuration)

· Selective Push: push can be used to provide content or application-related information in a personalized way, depending on user profile, user preferences or explicit interests, and device capabilities.

To provide options and methods best supporting those types of push, within the context of SIP, multiple mechanisms are defined for SIP Push. The SIP-based content delivery methods leveraged in this specification are based on page-mode messagingand session-mode messaging models. 


Page-mode messaging through SIP can be provided through the MESSAGE method ([]), which may be more appropriate in some contexts. The MESSAGE method [RFC3428] is an extension to SIP that allows the transfer of messages to the client. Since the MESSAGE reques is an extension to SIP, it inherits all the request routing and security features of that protocol. The MESSAGE request carries the content or content reference (for content indirection) in the form of MIME body parts. Because MESSAGE is a SIP signalling message, the ability to embed content is also limited by the maximum size of SIP signalling messages. The MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE stands alone, much like pager messages . Thus, each MESSAGE request is independent and no session states are stored in the system. The push content is carried in a SIP Message body.

Session-mode messaging (also referred to as the INVITE/MSRP method) avoids the limitations on embedded content imposed by SIP MESSAGE. This limitation is especially acute if the push content is multimedia in nature. To allow arbitrarily large messages, the content is carried by MSRP [RFC4975]. A SIP session is established between the interested parties (Push Sender Agent and Push Receiver Agent) with MSRP as the media component. The SIP session can be used to transmit exactly one large message or a number of large messages either parallel or sequentially. The file selection mechanism allows for the Push Receiver Agent to understand ahead of delivery on what is going to be transferred as a number of additional attributes are supported [mmusic-file-transfer].This gives the Push Receiver Agent a possibility to take decisions ahead of delivery and by that save network and terminal capacity.
Push Sender Agent is responsible for the delivery method to use, based upon the requirements of the specific Push service being provided. 
This specification addresses SIP Push as a reference enabler, in which the requirements of specific end-to-end Push services are not addressed. Future work will address specific OMA enabler use of SIP Push in support of Push services. For example, a new version of the OMA Push enabler may be developed, to take advantage of SIP transport for legacy Push-based and Push-dependent services. In that case, the existing OMA Push architecture entities (Push Proxy Gateway and Push Client) will likely take on the roles of the SIP Push entities (Push Sender Agent and Push Receiver Agent, respectively). The current roles of the OMA Push entities will further be adapted to use of SIP Push as the Push transport protocol, e.g.

· For the Push Proxy Gateway, its primary role as an adapter between Push requests on the network side (via the Push Access Protocol (PAP)) and Push delivery to the Push Client will be extended to include SIP Push as an over-the-air protocol (in addition to the current Push Over-the-Air (Push-OTA) protocol). This may include updates to PAP to expose specific SIP Push related aspects, e.g. use of SIP URIs for Push Target Addressing, or enhancements to Push Quality of Service options for selection of the SIP Push methods to be used.

· For the Push Client, its primary role as a Push message receiver and router inside terminals for Push applications will be extended to include SIP Push as an over-the-air protocol (in addition to Push-OTA). This may include the ability to register and subscribe to Push services on behalf of the Push Application clients present in the terminal.

Change 1:  etc

Modify the Push Content term and add new term to the section 3.2.

	Push Content
	Content, metadata and application level control information that has a shared interpretation by both Push Sender Agents and Push Receiver Agents.
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