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1 Reason for Change

This CR is written against the CR 39R02 by Thinh Nguyenphu, NSN.

-----------------------------------------------------------------------------------------
Correction initiated by the comments in the consistency review.
My AP was to clean up the different sub chapters in chapter 7 and make them specified at the same level

I did also implement the agreed proposals B079 – B090 

To make this possible I had to add new statements in some chapters and remove statements in others. However  the different chapters was written in a very different manner so I cleaned up the  structure also, so if possible all chapters has a list of statement  as there core.   If possible all lists starts with SHALL, SHOULD or MAY.
All of them except for SUB/NOT checks for Push Resource Identifier when receiving a message (it is now a SHALL) and all of them check for P-Asserted-Identity on the sending side all methods include those parameters etc

I did also fix those technical comments that were of a more editorial art as Sending the 200 OK as the last bullet or adding SIP in front of messages etc. I did also fix pure cut and past errors as the use of Pre-established session etc
As we had started to agree on Jan Holm complains on tutorials (as ex The REFER method [RFC3515] is an extension to SIP [Error! Reference source not found.]. The recipient of a REFER request, upon granting permission from the user, initiates a new SIP request to the resource provided in the REFER message. 

)  and text that did not belong in a protocol spec so did I also remove such text (they where created as introduction to each chapter but I left all text that added value for the spec)

An exception is the text in 7.2.3 “At any time, a Push Sender Agent may send a REFER request to the Push Receiver Agent to trigger a subscription (SUBSCRIBE message) from the Push Receiver Agent to a Push Sender Agent for receiving Push Content (NOTIFY message).” Thi text should in my opinion go to somewhere in the chapter 5 and explain why we have a REFER
This does mean that a lot of text has been shuffeed around so if you look at the change bars they indicates more changes than has been taken place as some text only changed position.
In some chapters the PRA when receiving an invite or message is asked to “SHALL disclose this capability …” I think this is a cut and past error as there is no point in disclosing capability when you already received it, and some enabler may not necessary support those methods etc. In the SIP PUSH spec capabilities a disclosed using SUBCRIBE. So this tet was removed.
Also I removed the text in 7.3 about re-invite and timers as I don’t think they are necessary in a reference enabler as they are more related to longer session as chat etc and maybe not so relevant here
I did also remove allow header as I think it is over specifying thinks in a reference enabler.

Anyway by making this technical editorial sweep over chapter 7 the comments below should have been solved (51 comments)

I would specifically ask RIM and Cable Lab that there comments are correctly solved  

Still there are a large number of open comments left
I do also have major problems with MS Word and this template. I add references and MS Word deletes is I fix it again and MS Word deletes it again etc.

Related Review Comments:

B079
B080
B081 (this may be related to other chapters also) [Thinh] Supersede with comment B243.
B083
B084
B086
B087
B088
B090
B091
B092
B093
B094

B096
B098
B099
B100
B102
B106
B107
B110
	

	


B125
B126
B127
B135
B139
B037 [ Thinh] this comment is not related to this CR.
B039[ Thinh] this comment is not related to this CR.
B147
B149

B150

B156
B052[ Thinh] this comment is not related to this CR.
B049 [Thinh] this comment is not related to this CR.
B160
B161
B163

B167
B168
B173
B174

B176

B178

B183
B185
B187
B191
B195
B203
B207
B209

B210
B212

B213
2 Impact on Backward Compatibility

non
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be agreed
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

7. Push Operations


This section describes three delivery mechanisms for SIP Push. It is the choice of the individual Push Sender Agent to implement and select the appropriate Push method, e.g. based upon the service requirements. Such service-specific method selection criteria are considered outside the scope of SIP Push.
7.1 SIP MESSAGE Method (Pager mode Messaging)



7.1.1 Procedures at the Push Receiver Agent

· 
· 
· 
Upon receiving an incoming SIP MESSAGE according to [RFC3428] the Push receiver Agent:
1. SHALL check if an Application Resource Identifier  is present in the Contact header according to the rules and procedures in [RFC3428] and as defined in and [section 9.2];
2. SHALL verify that a P-Asserted-Identity exists according to the procedures of [RFC3325]. If the authorization check fails, the Push Receiver agent SHALL return the SIP "403 Forbidden" error response; and,
3. 
4.  SHALL retrieve the received Push Content; and,
5. SHALL generate a SIP 200 “OK” according to [RFC3428], and,.

6. If the content is indirectly referenced in the SIP MESSAGE request as specified in [RFC4483], the Push Receiver Agent SHALL retrieve the Push Content at the indicated location..

7. 
7.1.2 Procedures at the Push Sender Agent
The Push Sender Agent:
1. SHALL generate a SIP MESSAGE request in accordance with [RFC3428] and [RFC3840]; 


2. SHALL include an Application Resource Identifier of the application resource e.g.  +g.oma.pusheventapp to the Contact header according to rules and procedures in section 9.2;
3. SHALL set the Request-URI of the SIP MESSAGE request to the public user identity of the intended recipient.
4.  SHALL NOT exceed 1300 bytes for the entire SIP MESSAGE as defined in [RFC3428]; 
5. MAY insert a P-Preferred-Identity header according to rules and procedures of [RFC 3325];
6. SHOULD check the content to send against content-types supported by the Push Receiver Agent.
7.  SHALL 
8.  include the Push Content in the body of the SIP MESSAGE request.
9. 
10. If content indirection is to be applied, the Push Sender Agent SHALL indirectly references the content in the SIP MESSAGE request as specified in [Error! Reference source not found.].


11. MAY enforce a delivery model including a GRUU value according to rules and procedures of [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to a user having multiple registered terminals; 
NOTE 2: 
The GRUU value of the Push Receiver Agent can be obtained via a SUBSCRIBE message that the Push Receiver Agent sent, or by a Push Sender Agent subscription to the registration event package from the SIP/IP Core.
12. SHALL send the SIP MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP Core, as specified in the Appendix F; and,
13. 


7.2 SUBSCRIBE/NOTIFY Method (Event Notification)

The subscription mode messaging through SIP is provided by the event subscription mechanism described in RFC 3265. 
Subscription mechanism is also used after each registration to send the device capabilities to all Push Sender Agents. Those capabilities will be referenced via [Error! Reference source not found.]. This reference will be sent using the "ua-profile" Event Package, which defines a framework where devices can subscribe with a specific Profile Type to an application server, see Error! Reference source not found.. 
7.2.1 General

The Push Sender Agent and the Push Receiver Agent SHALL support the SUBSCRIBE and NOTIFY methods as stated in [Error! Reference source not found.] and [SIP_UA_Prof]. In particular, the Push Receiver Agent SHALL support the subscriber functionality for some specific Push Content and SHALL support reception of Push Content, and the Push Sender Agent SHALL support the notifier functionality to receive subscription requests from Push Receiver Agents and send push information to them.
The Push Sender Agent and the Push Receiver Agent SHALL support the direct embedding of Push Content in the NOTIFY method, and content indirection per [Error! Reference source not found.]. The choice to embed or reference the content is outside the scope of this specification. It may be defined by SIP Push-referencing service enablers, or left as an implementation decision.
The Push Sender Agent MAY decide to grant or reject a subscription request from a Push Receiver Agent. The Push Receiver Agent MAY subscribe to any push application at any time, and for any duration. Subscription policies are outside the scope of this specification. They may be defined by SIP Push-referencing service enablers, or left as an implementation decision.

Based on the design of the SIP event framework, final successful (SIP 200 OK) responses to NOTIFY requests may be interpreted as delivery notifications by the Push Sender Agent.
7.2.1 Procedures at the Push Receiver Agent


· 
· 
· 
7.2.1.1 Initial subscription
When sending a SIP SUBSCRIBE, the Push Receiver Agent:


2
SHALL set the Request-URI of the SIP SUBSCRIBE to either the user AoR (public SIP URI) identifying the current user, or a SIP URI identifying the Push Sender agent, based on local policy or configuration according to rules and procedures of to [RFC3265] and [SIP_UA_Prof];
3


SHALL include “ua-profile” Event Package with the “oma-app” Profile Type according to rules and procedures of the “Initial Profile Enrolment” as specified in Appendix B.1.1;
4

MAY insert a P-Preferred-Identity header according to rules and procedures of [RFC 3325];
5
SHALL if  GRUU [draft-ietf-sip-gruu] is supported and has been obtained during the registration process, included the GRUU value in the Contact header of the SIP SUBSCRIBE message; 
NOTE: 
See Section 8.2 for more information on when GRUU is supported.
6

SHALL use the “oma-app” Profile Type to convey device capabilities, as specified in Appendix B.1.1, and SHALL use one of these methods:
a if [OMA-UAProf] information is available for a device, include [OMA-UAProf] information in the dev-cap parameter; or, 
b if [OMA-UAProf] information is not available for a device, then SHAL use the model, vendor, and version parameters of “oma-app” Profile.
7
SHALL send the SUBSCRIBE request towards the SIP/IP Core.
7.2.1.2 NOTIFY processing

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP SUBSCRIBE request the Push Receiver Agent:,
1 SHALL return the SIP “489 Bad Event” error response, if the “event-app-id” parameter in the “oma-app” profile is not supported,. Otherwise continue with the rest of the steps;

2 SHALL retrieve the received Push Content; and,.

3 SHALL send SIP 200 "OK" response towards Push Sender Agent according to rules and procedures of the SIP/IP Core
4 If the content is indirectly referenced in the NOTIFY request per [Error! Reference source not found.], the Push Receiver Agent SHALL retrieves the Push Content at the indicated location.
5 
1 
2 

7.2.2 Procedures at the Push Sender Agent
7.2.2.1 Initial subscription

Upon receiving a SIP SUBSCRIBE request with the Event header set to 'ua-profile’', the Push Sender Agent:
1.  SHALL follow the steps and procedures in accordance with [RFC3265], [RFC3841], and [SIP_UA_Prof] and Appendix B.1.2  with the clarifications in the following steps;
2. SHALL return the SIP “489 Bad Event” error response, if the “event-app-id” parameter in the “oma-app” profile is not supported. Otherwise continue with the rest of the steps;
3. SHALL verify that a P-Asserted-Identity exists according to the procedures of [RFC3325] and is authorized to make a subscription.  If the authorization check fails, the Push Sender Agent SHALL return the SIP "403 Forbidden" error response. Otherwise continue with the rest of the steps;
4. SHOULD use one of these methods to discover the device capabilities: 

a. The [OMA-UAProf] link information in the dev-cap parameter.
b. The model, vendor, and version in the dev-cap parameter parameters.
5. SHALL if a GRUU value is received in the Contact header, store this for further use;
6. MAY interpret an IMS Communication Service Identifier received in the P-Asserted-Service  header as the event-app-id value of the “oma-app” Profile Type, if no event-app-id value is present in the “oma-app” profile type;
7. SHALL create a subscription to the event-app-id(s) identified oma-app profile as described in [SIP_UA_Prof];
8. SHALL send a SIP “200 OK” response in accordance with [RFC3265], [SIP_UA_Prof] and the procedures of the SIP/IP Core; and,
9. SHALL generate a Profile Enrolment Confirmation as specified in [Appendix B.1.2].
7.2.2.2 Delivering content via a SIP NOTIFY 

1. When delivering content, the Push Sender Agent: 
2. SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] and [SIP_UA_Prof]; 
3. SHALL format a oma-app profile according [Appendix B.1.3];
4. SHOULD check the content to send against content-types supported by the Push Receiver Agent as indicated in the Client Capabilities (see Section‎7.2.2);
5. 
6. SHALL either embed the content in the NOTIFY, or provide a content reference per [RFC4483]; and, 
7. SHALL send the SIP NOTIFY within the context of the existing subscription created by the Push Receiver Agent according to rules and procedures of the SIP/IP Core.

1. 

7.2.3 Use of the SIP REFER Method


 
7.2.3.1 
7.2.3.2  General

The Push Receiver Agent SHALL support the SIP REFER method as stated in [RFC3515]. In particular, the Push Receiver Agent SHALL be able to receive SIP REFER requests, perform the requested action, and notify it to the requester.

At any time, a Push Sender Agent MAY send a SIP REFER request to the Push Receiver Agent to trigger a subscription (SIP SUBSCRIBE message) from the Push Receiver Agent to a Push Sender Agent for receiving Push Content (SIP NOTIFY message).
7.2.3.3 Push Sender Agent requesting the Push Receiver Agent to Subscribe
A Push Sender Agent wishing to trigger a subscription from the Push Receiver Agent:

1 SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

2 SHALL set the Request-URI of the SIP REFER to the public SIP URI identifying the destination user;
3 MAY insert a P-Preferred-Identity header according to rules and procedures of [RFC 3325];
4 
5 
SHALL include a Refer-To header with the following clarifications:
c SHALL set the Refer-To URI to the same value as the Request-URI, or to the SIP URI identifying a Push Sender Agent;
d SHALL include SIP SUBSCRIBE as method parameter of the Refer-To URI; and,
e SHALL include the Event header parameter in the Refer-To URI with the “ua-profile” event package name  and the “oma-app” Profile Type and the “event-app-id” parameter 
6 SHALL insert a Replaces header according to rules and procedures of [RFC 3891] if the Push sender Agent wants the Push Receiver Agent to explicitly terminate the existing subscription; 
Editor Note: add [RFC3891] to the reference table
7 
8 MAY enforce a delivery model including a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to in the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent; and,
9 SHALL send the SIP REFER request towards the SIP/IP Core according to the procedures of the SIP/IP Core; and,
10 The Push Sender agent MAY use a “Refer –Sub”: header value set to “false” in accordance with [RFC 4488] to suppress the implicit subscription.

1 

7.2.3.4 Procedures at the Push Receiver Agent
Upon receiving a SIP REFER request the Push Receiver Agent:
1. SHALL process the message according to the rules and procedures of [RFC3515] 
2. SHALL return the SIP “489 Bad Event” error response as defined in [RFC3265], if the Push Receive Agent:

a.  does not support the requested “event-app-id” in the URI in the Refer-To header.  
3. b. URI in the Refer-To header does not include a: SUBSCRIBE to the “ua-profile” event package “oma-app” Profile Type and, event-app-id parameters;
4. 
1. SHALL verify that a P-Asserted-Identity. If the authorization check fails, the Push Receiver agent SHALL return the SIP "403 Forbidden" error response. Otherwise, continue with the rest of the steps;
5. SHALL generate and send an initial SUBSCRIBE request with the requested headers and parameter set to the “ua-profile” event in a separated dialog as specified in section 7.2.1 using the content of the Refer-To header; and,
6. SHALL send a SIP “202 Accepted” in accordance with [RFC 3515].
NOTE: 
When there are existing profile subscriptions, for one or more of event-app-ids, a Push Receiver Agent may still receive a SIP REFER method containing those event-app-ids. In such cases, the SIP REFER method can explicitly terminate existing subscriptions using the information in Replaces Header as allowed by [RFC 3515]. However, when there is no explicit indication to replace existing subscriptions (e.g. using the Replaces header), the behaviour is unspecified and left to the enabler using this TS.
7.3 SIP INVITE/MSRP Method (Session-Mode Messaging)
When a Push Sender Agent wishes to send a large content without using content indirection, the Push Sender Agent initiates a MSRP session as described in section ‎7.3.2.
7.3.1 Procedures at the Push Receiver Agent


· 
· 
· 
7.3.1.1 Push Receiver Agent Invited to a MSRP Session

When the Push Receiver Agent receives a SIP INVITE to set up a MSRP session, the Push Receiver Agent:

1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are supported by the Push Receiver Agent and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
2. SHALL use as the Session Identity the content of the Contact header as described in [RFC 4579];
3. SHALL check if the Application Resource Identifier is present in the contact header.

4. SHALL use the Application Resource Identifier according to the rules and procedures for the SIP Push implementing enabler; 
5. SHALL verify that a P-Asserted-Identity exists according to the procedures of [RFC3325]. If the authorization check fails, the Push Receiver agent SHALL return the SIP "403 Forbidden" error response.
6. When the “file-selector” parameter as specified in [mmusic-file-transfer] is included in the SIP INVITE,  , the Push Receiver Agent SHALL accept from the Push Sender Agent input regarding the file (s) he is willing to accept;
7. When generating SIP response (SIP 200 “OK” to the initial SIP request,  the Push Receiver Agent:

a. SHALL generate a SIP 200 “OK” according to [RF3261];
b. SHALL include a SDP body as a SDP answer according to rules and procedures of [RFC3264], [RFC4566] and  [RFC4975]. 
8. 
a. SHALL set the SDP directional media attribute to a=recvonly;
b. MAY indicate the maximum size message they wish to receive using the max-size a-line attribute according to rules and procedures of [RFC4975]; 
c. SHALL include the "a=setup" attribute with the value "active" according to rules and procedures of [RFC4145] if the Push Receiver Agent is behind NAT and NAT traversal is supported by the Push Receiver Agent; and, 

d. 
9. 
10. 
11. 
12. 
13. 

14. SHALL prepare to receive MSRP SEND request as described in [Error! Reference source not found.].
7.3.1.2 MSRP Session release

Upon reception of a SIP BYE request, the Push Receiver Agent: 

1. SHALL generate a SIP 200 “OK” response according to rules and procedures of [Error! Reference source not found.];
2. SHALL send a SIP 200 “OK” response according to rules and procedures of SIP/IP Core; and,
3. SHALL release User Plane resources associated with the SIP Session.
7.3.1.3 MSRP Relays
Push Receiver Agents MAY support the use of intermediaries for MSRP sessions, as described in [RFC4976].
Push Receiver Agents that support use of MSRP Relays per [RFC4976] SHALL disclose this capability through a published User Agent Profile.
7.3.2 Procedures at the Push Sender Agent
7.3.2.1 Establishment of a MSRP Session

When the establishment of an MSRP session is needed, the Push Sender Agent:

1. SHALL generate an initial SIP INVITE request as according to rules and procedures of [Error! Reference source not found.];
2. SHALL include an Application Resource Identifier of the application resource e.g. +g.oma.pusheventapp to the Accept-Contact header according to rules and procedures in section 9.3;
3. 
4. 
5. 
6. SHALL set the Request-URI of the SIP INVITE request to the Push User
;
7. MAY insert a P-Preferred-Identity header according to rules and procedures of [RFC 3325];
8. SHOULD check the content to send against content-types supported by the Push Receiver Agent as indicated in the Client Capabilities (see section ‎7.2.2);
9. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975]. and the Push Sender Agent:
a. SHALL set the SDP directional media attribute to a=sendonly;
b. MAY add the media attribute to the SDP settings as specified in [Error! Reference source not found.];
c. SHALL add multiple m= lines if more than one file is to be transfered as described in [Error! Reference source not found.]; and,
d. SHOULD include the "a=setup" attribute with the value "passive" according to [RFC4145] if the Push Receiver Agent is behind a NAT and NAT is supported by the Push Sender Agent.
10. 
11. MAY enforce a delivery model including a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication to in the case of a user having multiple registered terminals with a Push Sender Agent, the Push Sender Agent; and,
12. SHALL send the SIP INVITE request towards the Push Receiver Agent according to rules and procedures of the SIP/IP Core.
On receiving a SIP 200 "OK" response to the SIP INVITE request the Push Sender Agent: 

1. 
2. SHALL use the Session Identity if received in the Contact header as described in [RFC 4579];
3. 
4. SHALL interact with the User Plane as specified in ‎7.3.3.2; and,
5. When the 200 OK response for the last MSRP SEND request is received, the Push Sender Agent  SHALL close the MSRP session for that particular file transfer by  setting the m line to zero i.e. m= 0, according to the procedures defined in section 7.3.2.3.
7.3.2.2 Push Sender Agent canceling a MSRP Session

When the Push Sender Agent wants to cancel the MSRP Session initiation, and the MSRP Session signalling is used as specified in section ‎7.3.2.1 and the Push Receiver Agent has not yet received a final SIP response for the SIP INVITE request, Push Sender Agent SHALL send a SIP CANCEL according to rules and procedures of [RFC3261].

7.3.2.3 MSRP Session release

When the MSRP-file transferred or the last MSRP-file of media stream defined in the SDP file are ended 
the Push Sender Agent:
1. SHALL release User Plane resources associated with the SIP Session with the Push Receiver Agent;
NOTE:
Resulting user plane processing is completed before the next step is performed.
2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261]; and, 
3. 
4. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.

1. 
2. 

7.3.2.4 MSRP Relays
Push Sender Agents MAY support the use of intermediaries for MSRP sessions, as described in [RFC4976].

7.3.3 User Plane

7.3.3.1 General

Media parameters and media formats for the MSRP Session SHALL be negotiated in sdp with an offer and answer as specified in [RFC3264]. These negotiation parameters are carried by SIP signalling as specified in [RFC3261].
NOTE:
Recommended media parameters to be used in near real-time communication are specified in [3GPP TS 26.141].

7.3.3.2 MSRP Media Session

7.3.3.2.1 Procedures for the Push Sender Agent
When the Push Sender Agent sends a MSRP Message the Push Sender Agent:
2. 
3. SHOULD add a Content-Disposition header field according to [RFC2183] to the MSRP SEND request.

a. NOTE:
If the Push Sender Agent does not want the content to be rendered automatically to the receiver then the sending Push Sender Agent adds a Content-Disposition header field ‘attachment’ according to [RFC2183] to the MSRP SEND request according to rules and procedures of [RFC4975].
4. MAY  include Content-Description header field whenever available; and,
5. MAY add a Success-Report header in the MSRP SEND request and set the value to 'yes' if confirmation of the MSRP delivery is required by the Push Sender Agent.
When the Push Sender Agent has received the corresponding response for the last chunk of the MSRP SEND request, e.g. a MSRP 200 response or in addition a MSRP REPORT request carrying a Success-Report, the Push Sender Agent SHALL close the MSRP session according to [RFC4975].  

Upon receipt of an MSRP failure response (e.g. 4XX), the Push Sender Agent:
1. SHALL check whether the corresponding MSRP request contains a failure delivery request, if true the Push Sender Agent SHALL generate a Failure delivery notification with MSRP REPORT. Otherwise, Push Sender Agent SHALL end the procedures.
7.3.3.2.2 Procedures for the Push Receiver Agent
The Push Receiver Agent SHALL check whether the message contains the request for delivery report. If true, the Push Receiver Agent SHALL send a delivery notification with MSRP REPORT to the initiating Push Sender Agent according to the rules and procedures of [RFC4975].
Change 2:  

Change 3:  













�And if it is not present what should the PRA do? Should probably check if it understands the ARI but what can it check?


�This relates to the behaviur of  the service How to proceed?


�Should we support draft-ietf-sip-content-indirect-mech-05?


�How and where is Push Sender Agent Identity defined


�Don’t understand tis


�There is no need for this requirement.  RFC3428 and SIP/IP Core already specified the procedure.  Recommend to delete it.


�there no need for this requirement because it already stated that PRA sending SIP SUBSCRIBE at the begining, and 2nd bullet point already state the rule of RFC3265 and [SIP_UA_Prof].


�Discuss in the introduction the optionallity of the different methodes


�At any time, a Push Sender Agent may send a REFER request to the Push Receiver Agent to trigger a subscription (SUBSCRIBE message) from the Push Receiver Agent to a Push Sender Agent for receiving Push Content (NOTIFY message).





This text should go to Chapter 5


�Unclear how this releates to the Refer-to request? Either it has the same format or it is not need or means someting else


�Unclear


�See comment on Push sender


�Can we remove this what the point of the feature tag in the 200 OK?


�There is no need for sending SIP 200 OK twice prior to receiving MSRP SEND. Recommend to delete one of it.


�Is this defined
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