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1 Reason for Change

Correction initiated by the comments in the consistency review.
My AP was to clean up the different sub chapters in chapter 7 and make them specified at the same level

I did also implement the agreed proposals B079 – B090 

To make this possible I had to add new statements in some chapters and remove statements in others. However  the different chapters was written in a very different manner so I cleaned up the  structure also, so if possible all chapters has a list of statement  as there core.   If possible all lists starts with SHALL, SHOULD or MAY.
All of them except for SUB/NOT checks for Push Resource Identifier when receiving a message (it is now a SHALL) and all of them check for P-Asserted-Identity on the sending side all methods include those parameters etc

I did also fix those technical comments that were of a more editorial art as Sending the 200 OK as the last bullet or adding SIP in front of messages etc. I did also fix pure cut and past errors as the use of Pre-established session etc
As we had started to agree on Jan Holm complains on tutorials (as ex The REFER method [RFC3515] is an extension to SIP [Error! Reference source not found.]. The recipient of a REFER request, upon granting permission from the user, initiates a new SIP request to the resource provided in the REFER message. 

)  and text that did not belong in a protocol spec so did I also remove such text (they where created as introduction to each chapter but I left all text that added value for the spec)

An exception is the text in 7.2.3 “At any time, a Push Sender Agent may send a REFER request to the Push Receiver Agent to trigger a subscription (SUBSCRIBE message) from the Push Receiver Agent to a Push Sender Agent for receiving Push Content (NOTIFY message).” Thi text should in my opinion go to somewhere in the chapter 5 and explain why we have a REFER
This does mean that a lot of text has been shuffeed around so if you look at the change bars they indicates more changes than has been taken place as some text only changed position.
In some chapters the PRA when receiving an invite or message is asked to “SHALL disclose this capability …” I think this is a cut and past error as there is no point in disclosing capability when you already received it, and some enabler may not necessary support those methods etc. In the SIP PUSH spec capabilities a disclosed using SUBCRIBE. So this tet was removed.
Also I removed the text in 7.3 about re-invite and timers as I don’t think they are necessary in a reference enabler as they are more related to longer session as chat etc and maybe not so relevant here
I did also remove allow header as I think it is over specifying thinks in a reference enabler.

Anyway by making this technical editorial sweep over chapter 7 the comments below should have been solved (51 comments)

I would specifically ask RIM and Cable Lab that there comments are correctly solved  

Still there are a large number of open comments left
I do also have major problems with MS Word and this template. I add references and MS Word deletes is I fix it again and MS Word deletes it again etc.

Related Review Comments:
	B079
	2008.03.18
	T
	7.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: To much tutorial.
Proposed Change: Remove tutorial!!!
	Status: OPEN 

Implementation:YES
Proposed Change:
Remove the text in section 7.1, and move the 1300 byte requirement into push sender agent requirement section.

[TS editor] accept with modification.

See contribution 30R02

	B080
	2008.03.30
	T
	7 

and all its subclauses


	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

General Comment regarding this section and its subsection.

There is insufficient detail here to build interoperable products. There needs to be far more specified about the contents of the SIP signaling headers etc with detailed compliance statements (SHALL, SHOULD, MAY) for those contents.

Compare these procedures with the Control Plane procedures in PoC or SIMPLE IM for what is needed. 

How would interoperability text cases be developed based on this level of detail?

Proposed Change:  Much more work needs to be done on specifying the contents of the SIP requests and responses in this entire clause
	Status: OPEN 

Implementation:
Proposed Change:
Agreed to update the TS to add additional detail and consistency with other section.  

See contribution 30R02



	B081
	2008.03.30
	T
	7 and all its subclauses
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

General comment

This is the place to use SIP in front of the method name e.g SIP MESSAGE method not the AD.

Proposed Change: 

Place SIP in front of all SIP methods e.g SIP MESSAGE
	Status: CLOSED 

Implementation:
Proposed Change:
[TS editor] Supersede comment B243

	B083
	2008.03.18
	T
	7.1
	Source: nancy.greene@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: last sentence is not correct – it is the whole SIP MESSAGE including all headers and bodies that shall be less than 1300 bytes: “The push messages are carried in a SIP Message body MUST NOT exceed 1300 bytes as defined in [RFC3428].”

Proposed Change: reword to say: 

The push messages are carried in a SIP Message body must be such that the entire SIP MESSAGE MUST NOT exceed 1300 bytes as defined in [RFC3428].”


	Status: CLOSED 

Implementation: YES
Proposed Change:
“The push message [PushMsg] carried in a SIP message body must be such that the entire SIP MESSAGE SHALL NOT exceed 1300 bytes as defined in [RFC3428].”

[TS editor] accept with modification.

	B084
	2008.03.31
	T
	7.1.1
	Source: nancy.greene@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: last bullet: does this mean the SUBSCRIBE shall end up only at a device that supports SIP MESSAGE? Is it mandatory that the device support MESSAGE? If so you need to mandate the “require;explicit” tags. SAME COMMENT on 7.3.1
Proposed Change: clarify text.
	Status: OPEN 

Implementation: Yes
Proposed Change:
[TS editor] SIP Push does not mandate a specific method.  Agreed to remove the 3rd bullet:  “inclusion of the MESSAGESIP MESSAGE method in the method feature tag of the Accept-Contact header [RFC3841] as sent in SUBSCRIBE”

See contribution 30R02

	B086
	2008.03.23
	E
	All section e.g. 7.1.2 
	Source: l.raman@cablelabs.com

Form: consistency review comments

Comment: A number of extraneous semi-colon, double periods and commas are present

Proposed Change: Clean up requested
	Status: CLOSED 

Implementation: YES
Proposed Change: 

GLOBAL CLEAN UP. Remove extra semi-colon, double periods and commas.
[TS editor]: accept.

	B087
	2008.03.23
	T
	7.1.1
	Source: l.raman@cablelabs.com

Form: consistency review comments

Comment: Item 1 requires storing. RFC 3841 does not require storing or persistence. Section 9.2 discusses routing and not storing. In 7.2.1 there is no requirement for storing. 

Proposed Change: Delete the requirement for storing.
	Status: OPEN 

Implementation: YES
Proposed Change:
GLOBAL CHANGE: “SHALL store” ( “SHALL use”. for application recourse indentifier

[TS editor] accept with modification

See contribution 30R02

	B088
	2008.03.30
	T
	7 .1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

· inclusion of the MESSAGE method in the method feature tag of the Accept-Contact header [Error! Reference source not found.] as sent in SUBSCRIBE 
This is wrong Accept-Contact header does not indicate a capability but requests a capability.

A feature tag in a Contact header indicates a capability

Proposed Change: 

Replace Accept-Contact with Contact?
	Status: CLOSED
Implementation:
Proposed Change:
[TS editor] Supersede comment B084

	B090
	2008.03.30
	T
	7 .1.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

1. If push content is contained in the body of the MESSAGE request, the Push Receiver Agent SHALL pass the received push content to the targeted push application.

How does the Push Receiver Agent tell that push content is contained in the MESSAGE request? What MIME types should it expect to find in the Content-Type that indicate push content?

Proposed Change: 


	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] 

How  does PRA know the MESSAGE is related to the SIP Push?  There are two methods , such as ARI in Contact and content-type

Agreed to use contact. Not content-type.

AP: Ken creates a CR to clarify the How the PRA uses which SIP MESSAGE headers to determine push related message. 
See contribution 30R02

	B091
	2008.03.18
	E
	7.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Reference to where the MESSAGE method is specified is missing. The tutorial in 7.1 does not help.

Proposed Change: include reference to RFC3428.
	Status: OPEN 

Implementation:
Proposed Change:
[May 7, 2008]

[TS Editor] See Contribution 39R02.

	B092
	2008.03.18
	T
	7.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: What does ".. method feature tag of the Contact header [RFC3840]…" mean? 

Proposed Change: Change to:

".. method feature tag of the Contact header as specified in [RFC3840].." if that is the intention.
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] See Contribution 39R02.

	B093
	2008.03.18
	T
	7.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: What does ".. method feature tag of the Accept-Contact header [RFC3841]…." mean. 

Proposed Change: Change to:

"… method feature tag of the Accept-Contact header  as specified in [RFC3841]…"
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] See Contribution 39R02.

	B094
	2008.03.18
	T
	7.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: What does " a published User Agent Profile".  I completely lost here.

Proposed Change: Please explain.
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] See Contribution 39R02.

	B095
	2008.03.18
	T
	7.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: What is an Application Resource Identifier???
Proposed Change: Clarify.
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] Kent will provide a CR to address the definition. Agreed to use Push Resource Identifier, 

Note contribution 41 is cover for AD.

See contribution 47

	B096
	2008.03.18
	T
	7.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: What does "…according to the rules and procedures., as defined in.." mean. 

Proposed Change: Choose either  " according to the rules and procedures " or "as specified" in.
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] See contribution 39R02

	B098
	2008.03.18
	T
	7.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Placing the sending of 200 OK as the last bullet will create a lot of unnecessary re-transmissions of the MESSAGE in case of content indirection.

Proposed Change: The bullet 4 need to be moved before the bullet 3. 
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] Open issue: the working assumption is that the PRA response 200 OK when it completed the content indirect.  

This assumption may impact the SIP MESSAGE method procedure.

Next step: further discussion is needed.

See contribution 39R02



	B099
	2008.03.18
	T
	7.1.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: success response? 

Proposed Change: This a document describing a protocol, please use 200 OK… 202 Accepted may be used in the case of content indirection.
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] See contribution 39R02



	B100
	2008.03.18
	T
	7.1.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: The sentence " In generating and sending a MESSAGE required,:" is strange.

Proposed Change: Change to: "When a MESSAGE request is generated:"
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] See contribution 39R02



	B102
	2008.03.18
	T
	7.1.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Item 3: The reference to 7.2.2 is confusing. 7.2.2 does not contain any useful information. 

Proposed Change: Clarify
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] agreed to remove section 7.2.2 reference and client capabilities.

Kent will include this change to his CR.

OLD TEXT:

1. The Push Sender Agent SHOULD check the content to send against content-types supported by the Push Receiver Agent as indicated in the Client Capabilities (see Section‎0 )
NEW TEXT:

2. The Push Sender Agent SHOULD check the content to send against content-types supported by the Push Receiver Agent.

See contribution 30R02

	B106
	2008.03.18
	T
	7.1.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Item 6: What does "… include a P-Asserted-Identity in the header field of the MESSAGE request…" mean. 

Proposed Change: Does it mean: "… include a P-Asserted-Identity header in the MESSAGE request"
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] need to be discuss

See contribution 39R02

	B107
	2008.03.18
	T
	7.1.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: What does " if the message initiator is trusted by the Push Sender Agent " mean. The initiator is the Push Sender Agent. In what use case doesn't the Push Sender Agent trust itself!!???

Proposed Change: Clarify
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] need to be discuss

See contribution 39R02

	B110
	2008.03.18
	T
	7.1.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc, mtg, confcall>

Comment: Bullet 9: Seems to be unnecessary or at least incomplete. What is the action on success response. What is the action on reject responses???  

Proposed Change: Remove or add that reject responses should be recognized as well!
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor]

See contribution 39R02

	B111
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

3. The Push Sender Agent MAY include an Application Resource Identifier of the application resource e.g.  +g.oma.pusheventapp  to the accept contact header according to rules and procedures of in section 9.3;
There is no section 9.3 also the use of this +g.oma.pusheventapp  is not what 3GPP has defined for the format of the IARI. How are they different functionally?  Why not align Application Resource Identifier with IARI format?
Proposed Change: 

Consider changing Application Resource Identifier into IARI format
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] The correct editorial reference is section 9.1.

The format are different.  It was agreed to keep the original format

	B112
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The Push Sender Agent SHALL set the Request-URI of the SIP MESSAGE request to the public user identity of the intended recipient
Cannot a GRUU also be used? The term public user identity excludes the possibility that a GRUU is included in the Request-URI to reach a particular device

Proposed Change: 

Rewrite to include GRUU as well as Public User Identity
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor]: Accept proposed change.

Rewrite to include GRUU as well as Public User Identity

AP: Kent includes this comment into contribution 39R02

	B113
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

5. If content indirection is to be applied, the Push Sender Agent SHALL indirectly reference the content in the MESSAGE request per [Error! Reference source not found.].
First the content has to be stored somewhere where is this done?

Proposed Change: 

Address
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor]: agreed to clarify note to describe where the content uri and about the content.

AP: Bryan provides the proposed text to Kent to include in the Contribution 39R02.

	B114
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

6. The Push Sender Agent SHALL, in accordance with [Error! Reference source not found.] and [Error! Reference source not found.], include a P-Asserted-Identity in the header field of the MESSAGE request if the message initiator is trusted by the Push Sender Agent
TS 24.229 procedures are only relevant if IMS is used
Proposed Change: 

Remove reference to TS 24.229
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] agreed.

See contribution 39R02

	B115
	2008.03.30
	T
	7 .1.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049

Comment: 

6. The Push Sender Agent SHALL, in accordance with [Error! Reference source not found.] and [Error! Reference source not found.], include a P-Asserted-Identity in the header field of the MESSAGE request if the message initiator is trusted by the Push Sender Agent
This assumes that the Push Sender Agent is a trusted entity. Also what identity is included in this header?

Proposed Change: 

Consider and Clarify
	Status: OPEN 

Implementation:
Proposed Change:
[TS Editor] agreed to keep P-Asserted-Identity.  The assumption is that Push Sender Agent is a trusted entity. Agreed not to use P-Preferred-id.

See contribution 39R02.  


2 Impact on Backward Compatibility

non
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be agreed
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

7. Push Operations


This section describes three delivery mechanisms for SIP Push. It is the choice of the individual Push Sender Agent to implement and select the appropriate Push method, e.g. based upon the service requirements. Such service-specific method selection criteria are considered outside the scope of SIP Push.
7.1 SIP MESSAGE Method (Pager mode Messaging)



7.1.1 Procedures at the Push Receiver Agent

· 
· 
· 
Upon receiving an incoming SIP MESSAGE request according to [RFC3428] the Push Receiver Agent:
1. SHALL check if a Push Resource Identifier is present in the Accept-Contact header as defined in [section 9.1]. If a Push Resource Identifier feature tag is not present or the value is not recognised, the Push Receiver Agent SHALL return a SIP 403 “Forbidden" response;
2. SHALL verify that a P-Asserted-Identity header is present and the URI in P-Asserted-Identity header is trusted. If the authorization check fails, the Push Receiver Agent SHALL return a SIP 403 “Forbidden" response; 
3. 
4.  SHALL generate a SIP 200 “OK” according to [RFC3428];
5. SHALL retrieve the Push Content at the indicated location, if the content is indirectly referenced in the SIP MESSAGE request as specified in [RFC 4483]

6. SHALL provide the Push Content to the targeted push application
2. 
7.1.2 Procedures at the Push Sender Agent
When generating a SIP MESSAGE request according to [RFC3428] the Push Sender Agent:
1. 
2. 
3. 
4. SHALL include the Push Resource Identifier feature tag  name and the value in the Accept-Contact header as defined in section 9.1;
5. SHALL set the Request-URI of the SIP MESSAGE request to the public user identity or the GRUU of the intended recipient as applicable.
6. SHALL use content indirection as specified in [RFC 4483] if the entire SIP MESSAGE request exceeds 1300 bytes as defined in [RFC3428] or if the implementing enabler requires use of content interaction;
NOTE: The process for arranging the availability and creating the content reference to the content is an application or implementation specific issue 
7. MAY insert the URI of the Push Sender Agent in the P-Asserted-Identity header according to rules and procedures of [RFC 3325];
8. 
9.  SHALL 
10.  include the Push Content in the body of the SIP MESSAGE request;
11. 

12. 
13. 
14. MAY enforce a delivery model including a GRUU value according to rules and procedures of [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication ; 
NOTE 2: 
The GRUU value of the Push Receiver Agent can be obtained via a SUBSCRIBE message that the Push Receiver Agent sent, or by a Push Sender Agent subscription to the registration event package from the SIP/IP Core.
15. SHALL send the SIP MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.
NOTE 3: May need to validate compatibility of the Push Receiver Agent with the content per the requirements of the implementing enabler;























































































































































































�Should we support draft-ietf-sip-content-indirect-mech-05?
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