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1 Reason for Change

Session Identity is not required due to we are only handling short push deliveries and it is the PSA that terminates the delivery
2 Impact on Backward Compatibility

non
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be agreed
6 Detailed Change Proposal

Remove definition

3.2 Definitions

	Application
	An implementation of a related set of functions that perform useful work, often enabling one or more services. It may consist of software and/or hardware elements.

	Application-Level Addressing
	The ability to address Push Content between a particular user agent on a client and push initiator.

	Bearer Network
	A network used to carry the messages of a transport-layer protocol between physical devices.

	Capabilities
	Platform, protocol, or configuration characteristics that a system supports.

	Content
	A digital work e.g. a ringing tone, a screen saver, etc.

	Device
	Device is a network entity that is capable of sending and/or receiving packets of information and has a unique device address.  A device can act as either a client or a server within a given context or across multiple contexts.  For example, a device can service a number of clients (as a server) while being a client to another server.

	Encoding
	1: The act or method of converting a data object from one format to another. 2: a format of an object resulting from conversion.

	Pull
	A service delivery method in which a client initiates content delivery by requesting content from a server.

	Push
	A service delivery method in which a server initiates content delivery to a client.

	Push Access Protocol
	A protocol used for conveying content that should be pushed to a client, and push related control information, between a Push Initiator and a Push Proxy/Gateway.

	Push Content
	Content, metadata and application level control information that has a shared interpretation by both sender and receiver agents.

	Push Framework
	Is the entire push system. The push framework encompasses the protocols, service interfaces, and software entities that provide the means to push data to user agents on a client

	Push Initiator
	The entity that originates Push Content and submits it to the push framework for delivery to a user agent on a client 

	Push OTA Protocol
	A protocol used for conveying content between a Push Proxy/Gateway and a certain user agent on a client.

	Push Proxy Gateway
	A proxy gateway that provides push proxy services.

	Push Receiver Agent
	Push Receiver Agent is a logical entity that uses the SIP Push procedure to receive Push Content, and generate a response to the Push Sender Agent request.

	Push Sender Agent
	Push Sender Agent is a logical entity that creates a push request, and then uses the SIP Push procedure to send Push Content.

	Push Session
	A joint state shared between Push Sender and Receiver agents.

	Server
	An entity that provides resources to clients in response to requests.

	Session Identity
	SIP URI, which identifies the  Push  Session and which can be used for routing initial SIP requests. 

	User Agent
	Any software or device that acts on behalf of a user, interacting with other entities and processing resources.

	User Plane
	The User Plane includes the media (MSRP) and media control signaling between the Push Sender Agent and the Push Receiver Agent
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4 Push Operations


4.2 SIP MESSAGE Method (Pager mode Messaging)

4.3 SIP INVITE/MSRP Method (Session-Mode Messaging)
When a Push Sender Agent wishes to send a large content without using content indirection, the Push Sender Agent initiates a MSRP session as described in section ‎7.3.2.
4.3.1 Procedures at the Push Receiver Agent

7.1.1.1 Push Receiver Agent Invited to a MSRP Session

When the Push Receiver Agent receives a SIP INVITE request to set up a MSRP session, the Push Receiver Agent:

1. SHALL check if the accept-type attribute of the SDP m line in the SIP INVITE request are supported by the Push Receiver Agent and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
2. 
3. SHALL check if a Push Resource Identifier is present in the Accept-Contact header as defined in [section 9.1]. If a Push Resource Identifier feature tag is not present or the value is not recognised, the Push Receiver Agent SHALL return a SIP 403 “Forbidden" response;

4. SHALL verify that a P-Asserted-Identity header is present and the URI in P-Asserted-Identity header is trusted. If the authorization check fails, the Push Receiver Agent SHALL return a SIP 403 “Forbidden" response; 

5. SHALL accept from the Push Sender Agent’s list of files, the files that a Push Receiver Agent is willing to receive when the “file-selector” attribute as specified in [mmusic-file-transfer] is included in the SDP contained in the  SIP INVITE request;
When generating a SIP 200 “OK” response to the SIP INVITE request, the Push Receiver Agent:
1. SHALL generate a SIP 200 “OK” response according to the rules and procedures of [RFC3261];
2. SHALL include an SDP answer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975]. The Push Receiver Agent:  

a. SHALL set the SDP directional media attribute to a=recvonly;
b. MAY indicate the maximum size message they wish to receive using the max-size a-line attribute according to rules and procedures of [RFC4975]
3. SHALL send the SIP 200 "OK" response towards the Push Sender Agent according to rules and procedures of the SIP/IP Core; 
4. SHALL prepare to receive MSRP SEND request as described in [RFC4975].
7.1.1.2 MSRP session release

Upon reception of a SIP BYE request, the Push Receiver Agent: 

1. SHALL generate a SIP 200 “OK” response according to rules and procedures of [RFC3261];
2. SHALL send a SIP 200 “OK” response according to rules and procedures of SIP/IP Core;
3. SHALL release User Plane resources associated with the MSRP session.
7.1.1.3 MSRP Relays
Push Receiver Agents MAY support the use of intermediaries for MSRP sessions, as described in [RFC4976].
4.3.2 Procedures at the Push Sender Agent
7.1.1.4 Establishment of a SIP Session for MSRP 

When the establishment of an MSRP session is needed, the Push Sender Agent:

1. SHALL generate an initial SIP INVITE request as according to rules and procedures of [RFC3261];
2. SHALL include the Push Resource Identifier feature tag  name and the value in the Accept-Contact header as defined in section 9.1;

3. SHALL set the Request-URI of the SIP INVITE request to the public user identity or the GRUU of the intended recipient as applicable
4. MAY insert the URI of the Push Sender Agent in the P-Asserted-Identity header according to rules and procedures of [RFC 3325];
5. SHALL include an SDP offer according to rules and procedures of [RFC3264], [RFC4566] and [RFC4975]. The Push Sender Agent:
a. SHALL set the SDP directional media attribute to a=sendonly;
b. MAY add the media attribute to the SDP settings as specified in [mmusic-file-transfer]
c. SHALL add multiple m= lines if more than one file is to be transfered as described in[ RFC4566];
6. MAY enforce a delivery model including a GRUU value according to rules and procedures in [draft-ietf-sip-gruu] in order to select the explicit terminal(s) to set up the communication
7. SHALL send the SIP INVITE request towards the Push Receiver Agent according to rules and procedures of the SIP/IP Core.
NOTE: May need to validate compatibility of the Push Receiver Agent with the content per the requirements of the implementing enabler;
On receiving a SIP 200 "OK" response to the SIP INVITE request the Push Sender Agent: 

1. 
2. SHALL interact with the User Plane as specified in ‎7.3.3.2;
7.1.1.5 SIP session cancellation
When the Push Sender Agent wants to cancel the SIP session initiation, and the Push Sender Agent has not yet received a final SIP response for the SIP INVITE request, Push Sender Agent SHALL send a SIP CANCEL request according to rules and procedures of [RFC3261].

7.1.1.6 SIP session release

When the last MSRP session is released the Push Sender Agent:
1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261]; 
2. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.
7.1.1.7 MSRP Relays
Push Sender Agents MAY support the use of intermediaries for MSRP sessions, as described in [RFC4976].

4.3.3 User Plane

7.1.1.8 General

Media parameters and media formats for the MSRP Session are to be negotiated in SDP with an offer and answer as specified in [RFC3264] and [RFC3261]. 
7.1.1.9 MSRP session

The Push Receiver Agent and Push Sender Agent SHALL follow the rules and procedures of [RFC4975] and [mmusic-file-transfer]. 
NOTE: MSRP REPORT gives the ability for delivery confirmation.
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