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1 Reason for Change

The purpose of this proposal is to show how SIP OPTION could solve the lost of SUB/NOT
2 Impact on Backward Compatibility

non
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss compare and maybe to agree
6 Detailed Change Proposal

Change 1:  Add reference
Content-Indirection 4483

Change 2:  Add the usage of SIP OPTION to deliver device information and resource negotiation
8. Capability Delivery and Resource Negotiation
This function provides the capability for a Push Receiver Agent to request the push resources capabilities from a Push Sender Agent and deliver its device profile to Push Sender Agents . An enabler using this capability will also be notified that a new Push Receiver Agent is available and requesting push content. 
A Push Sender Agent SHOULD not attempt to push content unless a Push Receiver Agent has registered to the SIP/IP Core.

8.1 Procedures at the Push Receiver Agent

Upon completion of SIP registration with the SIP/IP Core or if changes to the supported push resources occur while registered the Push Receiver Agent;   

1. SHALL generate a SIP OPTIONS request according to the rules and procedures of [RFC3261]
2. 
3. SHALL set the Request-URI of the SIP OPTIONS request to the URI of the Push Sender Agent. 
4. MAY insert the URI of the Push Receiver Agent in the P-Preferred-Identity header according to the rules and procedures of [RFC 3325].
5. SHALL if the Push Receiver Agent obtained a public GRUU during registration include the public  GRUU value in the Contact header according to the rules and procedures of [draft –ietf-sip-gruu]
6. SHALL include the Push Resource Identifier feature tag containing the values of all the push resources supported by the Push Receiver Agent in the Contact header as defined in subclause 9.1.

7. SHALL include the Push Resource Identifier feature tag containing the values of all the requested push resources in the Accept-Contact header as defined in subclause 9.1.

8. SHALL if the Push Receiver Agent obtained a public GRUU during registration according to the rules and procedures of [draft –ietf-sip-gruu] include a Supported header containing the option tag gruu
9. SHALL include all the SIP methods that the Push Receiver Agent supports in the Allow header.
10. SHOULD include a User-Agent header containing the model, vendor, and version of the Push Receiver Agent according to the rules and procedures of [RFC3261
11. SHALL, if a User Agent Profile as defined by [OMA-UAProf] is supported include an Accept header containing the MIME types message/external-body and application/vnd.oma.Dev-cap according to the rules and procedures of [RFC4483]
12. SHALL include a Content-Type header according to the rules and procedures of [RFC 4483] containing:

a.  the MIME type message/external-body, 

b. “URL”  in the ACCESS_TYPE parameter, 
c. the expiration parameter according to the rules and procedures of [RFC 4483]
d. the HTTP URL of  the [OMA_UAProf] document in the URL parameter. 
13. SHALL include a body according to the rules and procedures of [RFC 4483] containing:

a. application/vnd.oma.Dev-cap in the Content-Type,
“attachment” in the Content-Disposition,
b. A Content-ID according to the rules and procedures of [RFC 4483
14. SHALL send the SIP OPTIONS request towards the SIP/IP Core according to the rules and procedures f the SIP/IP Core.

Upon receiving the SIP 200 “OK” response to the SIP OPTIONS request the Push Receiver Agent:

1. SHALL store the Push Capabilities of the Push Sender Agent included in the Accept-Contact header according to the rules and procedures of [RFC3841.
2. SHALL store the SIP methods supported by the Push Sender Agent included in the Allow header 
8.2   Procedures at the Push Sender Agent

Upon receiving a SIP OPTIONS request the Push Sender Agent:

1. SHALL verify that a P-Asserted-Identity header is present and the URI in P-Asserted-Identity header is trusted. If the authorization check fails, the Push Sender Agent SHALL return a SIP 403 “Forbidden" response according to the rules and procedures of [RFC3261].

2. SHALL, if a Content-Type header defined as message/external-body referring to a Content-Type Dev-Cap,  and if the [OMA UAProf] document associated with the Content-ID value in the SIP OPTIONS request body is not already cached according to the rules and procedures of [RFC 4483],retrieve the [OMA UAProf] document through the HTTP URL.
3. SHALL return a SIP 415 Unsupported Media Type response according to the rules and procedures of [RFC3261] and [RFC4483, if the [OMA UAProf] document cannot be obtained by the Push Sender Agent and not continue with the rest of the steps 
4. SHOULD store associated with the Push Receiver Agent the values contained in the User-Agent header in the SIP OPTIONS request, or
5. SHOULD store the URL of  the application/vnd.oma.Dev-cap in the message/external-body associated with the Content-ID value in the SIP OPTIONS request body.
6. SHALL if a GRUU was provided in the Contact header in the SIP OPTIONS request , store the GRUU of the Push Receiver Agent and use that GRUU in the Request-URI of all  SIP requests destined for that Push Receiver Agent.
7. SHALL generate a SIP 200 “OK” response according to the rules and procedures of [RFC3261].
8. SHALL include a Push Resource Identifier feature tag containing the supported push resource values, that are in the list of the push resource values in the Push Resource Identifier feature tag in the Contact header of the SIP OPTIONS request from the Push Receiver Agent, as defined in subclause 9.1.
9. SHALL include an Accept header containing the MIME type, message/external-body according to the rules and procedures of [RFC 4483].
10. SHALL include all the SIP methods that the Push Sender Agent supports in the Allow header; and.
11. SHALL send the SIP 200 “OK” response towards the SIP/IP Core according to the rules and procedures of the SIP/IP Core.
9. Push Operations


Example
OPTION sip:pushsender@domain.com SIP/2.0

P-Preferred-Identity:  <pushsender@domain.com>

Contact: <sip:john.doe@.domain.comgr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.oma.pusheventapp=“dcd.ua loc.ua”
Accept-Contact:*; +g.oma.pusheventapp=“dcd.ua loc.ua”
Supported: gruu; 

Allow: INVITE, ACK, CANCEL, OPTIONS, BYE, MESSAGE
User-Agent; Softphone Beta1.5 
Content-Type: message/external-body; access-type="URL";expiration="Sat, 5 July 2008 09:00:00 GMT"
URL=”http://LocProfile.vendor.com/uaprof/N6230ir200.xml”
Content-Type: application/vnd.oma.Dev-cap
Content-Disposition: attachment
Content-ID: <9535035333@domain.com>

SIP/2.0 200 OK

Contact: sip:pushsender@domain.com; +g.oma.pusheventapp="dcd.ua”
Allow: INVITE, ACK, CANCEL, OPTIONS, BYE, MESSAGE 
Accept: message/external-body
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