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1 Reason for Change

The comments to section 10 and its sub sections have not been reviewed properly. 

This CR is to resolve the following comments:

	B257
	2008.03.31
	T
	10.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The SIP/IP Core SHALL provide confidentiality protection of SIP signalling as defined in [RFC3261].

It is not for OMA to place normative requirements on SIP/IP Core. We can describe what is expected bu SHALL, SHOULD, MAY is inappropriate

Proposed Change: 

Remove SHALL
	Status: CLOSED

Implementation:
Proposed Change:
[TS editor] accept

See contribution OMA-CD-PUSH-2008-0074R01-CR_section_10_in_TS.doc

	B262
	2008.03.31
	T
	10.2
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

The SIP Push trust model for SIP signalling is based on the SIP/IP Core security trust model which SHALL provide hop-by-hop security, proxy authentication, and intra-domain security.

It is not for OMA to place normative requirements on SIP/IP Core. We can describe what is expected bu SHALL, SHOULD, MAY is inappropriate

Proposed Change: 

Remove SHALL
	Status: CLOSED

Implementation:
Proposed Change:
What we mean is that the underlying network trust (e.g. in the identities it asserts) is essential for SIP Push deployments. SIP Push-based enablers must be deployed in an environment that provides this trust. We will avoid repeating the statements about this, to avoid confusion.

This will be clarified the CR for B257.

See contribution OMA-CD-PUSH-2008-0074R01-CR_section_10_in_TS.doc

	B263
	2008.03.31
	T
	10.3.1
	Source: aallen@rim.com

Form: OMA-REL-2008-0049
Comment: 

Any SIP/IP core used to support the SIP Push enabler SHALL be capable of providing the necessary security mechanisms to enable authentication, integrity protection and confidentiality of SIP signalling between the Push Receiver Agent and the Push Sender Agent.

It is not for OMA to place normative requirements on SIP/IP Core. We can describe what is expected bu SHALL, SHOULD, MAY is inappropriate

Proposed Change: 

Remove SHALL
	Status: CLOSED

Implementation:
Proposed Change:
Related to B262

See contribution OMA-CD-PUSH-2008-0074R01-CR_section_10_in_TS.doc


2 Impact on Backward Compatibility

non
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To be agreed.
6 Detailed Change Proposal

Change 1:  TS section 9
9. Security
SIP Push Receiver Agents and SIP Push Sender Agents rely on security features and mechanisms provided by the underlying SIP/IP Core network, to e.g. secure the service environment and authenticate users.  

For Push Receiver Agents implemented on trusted or untrusted network, authentication and secure communication channels SHOULD use intra-network security procedures provided by the SIP/IP Core network.

For applicability to specific SIP/IP Core network environments please refer to Error! Reference source not found..  The following sub-sections provide detailed security requirements for the SIP Push enabler.

9.3 Trust Model

The SIP Push enabler SHOULD rely upon the trust model for SIP signaling provided by the SIP/IP Core network.

9.4 SIP Signaling Security
9.4.1 Source Origin Authentication

Push Receiver Agents and Push Sender Agents use the security mechanisms provided by the SIP/IP Core network to ensure message source authentication. See Error! Reference source not found. as examples of SIP/IP Core network implementations.

When a SIP Push Sender Agent is within a trusted network, the Push Sender Agent MAY assert the authenticity of the URI of the Push Sender Agent by including the P-Asserted-Identity header when the Push Sender Agent is acting as the originating user agent as specified in [RFC3325].

9.5 User Plane security
SIP Push implementing enablers SHALL ensure that user plane security is addressed through the options available for the user plane transport protocols, e.g. MSRP or HTTP (in the case of content redirection).
End of Change













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

