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1 Reason for Change

OMA Push 2.2 has the SIR/SIA mechanism to establish push sessions if necessary. This should be extended to allow delivery of SIR messages over OTA-SIP as well as initiating OTA-SIP sessions over non OTA-SIP bearers. The described method is one possible solution for discovery of PPGs extending an existing mechanism in a straight forward way.
2 Impact on Backward Compatibility

A new contact point address type is added. All existing devices should ignore unknown contact point addresses.
3 Impact on Other Specifications

None so far
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree proposed changes and update the OMA-TS-PushOTA accordingly.
6 Detailed Change Proposal

Change 1:  Handling of SIR in OTA-SIP
8. Session Initiation Request

Since content push is asynchronous by nature, it is possible that no push session exists (OTA-WSP), that no active TCP connection has been established (OTA-HTTP), that no registration is active (OTA-SIP), or that the desired bearer is not utilized when content is about to be pushed from the PPG to the terminal. The Session Initiation Application (SIA) residing in the terminal allows a PPG to request a terminal to establish a push session or an active TCP connection, using a specific bearer. The process of sending SIA content to a mobile terminal is referred to as Session Initiation Request (SIR) independent of the protocol variant to be used. An SIR can be delivered using either connectionless or connection-oriented push. 

The SIA content type contains separate lists of contact points for OTA-WSP and OTA-HTTP/OTA-SIP. This implies that the originator of an SIR (usually a PPG) can choose to indicate either of them or both. The two lists of contact points are to be considered as alternatives, and hence the terminal MUST only use one of them (that is, one protocol variant). 

If contact points are included for only one protocol variant, and the terminal does not support that variant, the terminal MUST NOT attempt to use another protocol variant when contacting any of those contact points. 

If an SIR contains lists of contact points for both OTA-WSP and OTA-HTTP/OTA-SIP, it is left to the terminal’s discretion to decide which protocol variant it shall use. 

The subsequent sections describe how a SIR is carried out in OTA-HTTP, OTA-WSP and in OTA-SIP respectively. 

8.1 SIR in OTA-HTTP

8.1.1 Session Initiation Application 

SIA MUST be supported both by terminals and PPGs implementing OTA-HTTP. 

8.1.2 PPG Procedure

A PPG can instruct a terminal to establish an active TCP connection by sending an SIR to the SIA in the terminal, indicating contact points for OTA‑HTTP. The SIA is addressed by its registered Application-ID [OMNA].

8.1.3 Terminal Procedure

When/if acting upon an SIR, the terminal MUST take the following actions:

· Establish IP connectivity with the network, if not already done

· Proceed with the TO‑TCP connection procedure described in section 7.2.4.1.1
If multiple contact points (one or more PPGs) are included in the SIR, the terminal SHOULD establish active TCP connections towards each of those contact points.

If the terminal supports OTA-HTTP-TLS it MUST ensure that a TLS session is established on the active TCP connection it creates towards the PPG, if the secure transport service is requested (by indicating the secure registered port, or a provisioned port known to support TLS, in the SIR).

8.2 SIR in OTA-WSP

8.2.1 Session Initiation Application 

SIA MUST be supported both by a terminal and a PPG implementing connection-oriented push using OTA-WSP. 

8.2.2 PPG Procedure

A PPG can instruct a terminal to establish one or more push sessions by sending an SIR to the SIA in the client, indicating contact points for OTA-WSP. The SIA is addressed by its registered Application-ID [OMNA].

8.2.3 Terminal Procedure

When/if acting upon an SIR, the terminal MUST take the following actions:

· Establish connectivity with the network, if not already done

· Establish push sessions towards the contact points in the SIR

If multiple contact points (one or more PPGs) are included in the SIR, the terminal SHOULD establish push sessions towards each contact point indicating its subset of supported Application-IDs specified in the SIR. However, the terminal MAY indicate (e.g. due to privacy concerns) that it accepts any Application-ID. It is the responsibility of the client to clean up the stale push sessions, if any.

The terminal MUST ensure that a WTLS secure connection exists before it creates the new push session, if the secure transport service is requested (by indicating the secure registered port, or a provisioned port known to support WTLS, in the SIR). 

8.3 SIR in OTA-SIP

8.3.1 Session Initiation Application 

SIA MUST be supported both by terminals and PPGs implementing OTA-SIP. 

8.3.2 PPG Procedure

A PPG can instruct a terminal to establish an active registration and to send it’s capabilities by sending an SIR to the SIA in the terminal, indicating contact points for OTA‑SIP. The SIA is addressed by its registered Application-ID [OMNA].

8.3.3 Terminal Procedure

When/if acting upon an SIR, the terminal MUST take the following actions:

· Establish connectivity with the network, if not already done

· Register with the SIP/IP Core, if not already done

· If the Contact Point contains a URI send a SIP OPTIONS request to the PPG using the URI following the rules and procedures defined in [SIP Push]
If multiple contact points (one or more PPGs) are included in the SIR, the terminal SHOULD send a SIP OPTIONS request to each URI.
Change 2:  Extend SIR format with OTA-SIP address type
8.4 SIA Content Based Protocol Data Unit

The content type, application/vnd.wap.sia, is defined and encoded as follows:

	
	Field Name
	Type

	Common fields
	Version
	uint8*

	
	AppIdListLen
	uintvar*; number of octets* for Application-ID List field

	
	Application-ID List
	AppIdListLen octets

	OTA-WSP specific fields
	ContactPointsLen WSP
	uintvar; number of octets for Contact Points WSP field

	
	Contact Points WSP
	ContactPointsLen octets

	Fields for other protocols
	ContactPointsLen
	uintvar; number of octets for Contact Points field

	
	Contact Points 
	ContactPointsLen octets

	
	ProtOptsLen
	uintvar; number of uintvar encoded octets for ProtOpts field

	
	ProtOpts
	ProtOptsLen uintvar 

	ProvURL fields
	ProvURLLen
	uintvar; number of octets for ProvURLfield

	
	ProvURL
	ProvURLLen octets

	CPITag fields
	CPITagLen
	uintvar; number of CPITags (each 4*octet) in the CPITag field

	
	CPITag
	CPITagLen 4*octet


* As defined in [WSP]
The Version field indicates the version of SIA content type. For this specification version, its value is 1. Future versions of SIA should only add new fields at the end of this content type, if such are needed, to ensure maximum backward compatibility. A terminal MUST accept version numbers higher than 1, and ignore unknown fields (i.e. fields included in later versions). To ensure that a terminal implementing connection-oriented push using OTA‑WSP will be compatible with older PPGs (using version 0), such terminals MUST also support SIA version 0. Version 0 and version 1 are identical with respect to the common and WSP specific fields, except for the version number. 

AppIdListLen, ContactPointsLen WSP, ContactPointsLen, ProtOptsLen, ProvURLLen and CPITagLen indicate the length of the following field (a length of zero is allowed). Each length is encoded using the variable-length uintvar integer format. 

The Application-ID List field contains a list of Application-IDs to which the PPG wishes to send Push messages. The terminal, in turn, indicates the subset of supported Application-IDs when a push session is established (OTA-WSP), or when a registration takes place (OTA-HTTP), by sending accept-application headers [WSP]. See sections 8.1.3 and 8.2.3 for details on how to use this field when multiple contact points are specified.

The Contact Points WSP field contains a list of server addresses the client should contact to establish a WSP push session (OTA-WSP). Each address in the field uses the AddressType as defined in [WSP].

The Contact Points field contains a list of PPG addresses the terminal should contact using another protocol than OTA-WSP (currently only OTA-HTTP and OTA-SIP). In the case of OTA-HTTP, the terminal should establish an active TCP connection (or connections) when contacting the PPG(s) using TO‑TCP. In the case of OTA-SIP, the terminal should send a SIP OPTIONS request to the PPG. Each address in the field uses the AddressType as defined in [WSP].In OTA-SIP the bearer address may be empty (only requesting registration) or contain the SIP URI of the PPG.
The ProtOpts field contains a list of identifiers (each represented using a binary representation of its decimal value, encoded as uintvar) that identify the protocol, and its associated options, to be used when the terminal contacts the contact points specified in the Contact Points field. The first identifier identifies the protocol to be used when contacting the first contact point, the second identifier identifies the protocol to be used when contacting the second contact point, and so on. If the number of listed protocol identifiers does not match the number of contact points specified in the Contact Points field, the first protocol identifier MUST be used for all contact points. If the Protocol field is empty, or omitted, the default protocol identifier is 0 (zero). If the terminal receives an unknown identifier it MUST NOT attempt to contact the associated contact point(s). 

Allowed protocol identifiers are:

	Identifier
	Description

	0
	OTA‑HTTP, no CPITag present

	1
	OTA-HTTP, CPITag present

	2
	OTA-SIP


OMA reserves identifiers zero through 255 for internal use, while identifiers 256 through 16383 are available for private assignment through OMNA [OMNA].

The ProvURL field contains the ProvURL [ProvCont] parameter value assigned to the configuration context [ProvCont] that the terminal should use when contacting the contact point(s) listed in the SIR. The following rules apply: 

· If the terminal supports WAP Provisioning:

· If the ProvURL field is non-empty and it matches one of the terminal's configuration contexts, the matching configuration context MUST be used.

· If the ProvURL field is empty, it is left to the discretion of the terminal to select the appropriate configuration context among those having an empty ProvURL.

· If either action listed in the two above bullets fails, it is left to the discretion of the terminal if and how to contact the contact points specified in the SIR.

· If the terminal does not support WAP Provisioning, this field can be ignored. 

If the ProvURLLen field indicates lengths one through four octets, the value of the ProvURL field MUST contain a truncated hash of the ProvURL calculated using SHA-1 [SHA]. A ProvURLLen value of one indicates that the first byte of the output is used, a ProvURLLen of two indicates that the first two bytes of the output is used, and so on. ProvURLLen values above four indicate that the ProvURL is represented in its full textual representation (ASCII encoded). 
The CPITag field is used to convey a list of CPITags assumed to be valid by the PPG. Each CPITag is represented by

the 4 octets (non-encoded, i.e. not encoded using base64) previously sent from the terminal to the PPG in the X-Wap-CPITag header (see section 7.2.5.3). The first element in the list of CPITags is interlinked with the first contact point

specified in the Contact Points field for which the ProtOpts identifier indicates that the CPITag is present, the second

element in the list of CPITags is interlinked with the second contact point for which the ProtOpts identifier indicatesthat the CPITag is present, and so on. If the number of listed CPITags does not match the number of contact points specified in the Contact Points field, for which the ProtOpts identifier indicates that the CPITag is present, the first CPITag MUST be used for all those contact points. If a ProtOpts identifier indicates that the CPITag is present, but the CPITag field is empty, the terminal MUST handle the SIR as if the CPI is not known by the PPG to provide a reasonable level of tolerance towards errors in the content.

Unused fields may be omitted only if other fields do not follow them, implying that a terminal MUST accept truncated SIRs. This means, for example, that if the PPG does not wish to indicate an OTA-WSP Contact Point, the ContactPointsLen WSP field MUST be present with a value of 0. On the other hand, if the PPG wishes to only indicate an OTA-WSP contact point, the fields following the WSP specific fields may be omitted.
Change 3:  etc

<insert change info here>
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