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1 Reason for Change

New template wants some text on major new functionality on each major/minor release
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

It is expected that the same information needs to be integrated into other modified specifications.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree on version text
6 Detailed Change Proposal

Change 1:  Add version history text to chapter 4
4. Introduction

This document is part of the Push specification suite. These specifications address the needs of a content provider seeking to "push" (i.e., send without a synchronous request) content to a client (i.e., a push‑compliant mobile device). This is in contrast to "pull" technology, which requires a synchronous request from the client.

Push to a client is facilitated by a gateway between the wired and wireless networks. This gateway is called the Push Proxy Gateway (PPG). The purpose of this document is to specify the function of PPG.  

In addition to the PPG, the push architecture provides protocols to push content to the gateway and on to the client, additional functionality within clients, new addressing schemes, and several standard message and content types. These are outside the scope of this document. For a complete overview, see [PushArch]. 
4.1 Version 1.0



The PI is typically an application that runs on an ordinary web server. It communicates with the PPG using the Push Access Protocol (PAP). The PPG uses the Push Over-The-Air (OTA) Protocol to deliver the push content to the client. PAP is based on standard Internet protocols; XML is used to express the delivery instructions, and the push content can be any MIME media type. These standards help make WAP Push flexible and extensible. 

The PPG is responsible for delivering the push content to the client. In doing so it potentially may need to translate the client address provided by the PI into a format understood by the mobile network, transform the push content to adapt it to the client's capabilities, store the content if the client is currently unavailable, etc. The PPG does more than deliver messages. For example, it may notify the PI about the final outcome of a push submission and optionally handle cancellation, replace, or client capability requests from the PI.

The OTA protocol relies upon Wireless Session Protocol (WSP).
Figure 1 illustrates the push framework:


[image: image1]
4.2 Version 2.0



WSP is suitable for use with low-bandwidth bearers that do not support TCP/IP, e.g. SMS, but can be used on top of TCP/IP as well. A new OTA (OTA-HTTP) variant is designed to run on top of HTTP 1.1 and is intended to be used in conjunction with bearers that support TCP/IP, e.g. GPRS, WIMAX or WLAN.
Figure 1 illustrates the enhanced push framework:
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Version 2.1
The quality-of-service Element is extended to allow one-shot delivery and confirmed push with response. In the one-shot delivery service the PPG must attempt to deliver the message only once, and ensure that a one-shot delivery attempt can be made on the underlying bearer (e.g. not use the store-and-forward and retry capabilities provided by an SMSC). In the confirmed push with response service, the PI informs the PPG if it is ready to receive content from the client in response of the push request. The content is transferred to the PI in the corresponding resultnotification message.
Version 2.2

In order to protect against denial of service attacks and push from unauthorized sources a Push Whitelist mechanism is defined. The Push Whitelist consists of a list of trusted PPGs and a list of trusted SMSCs. In addition to authenticating the source of the push message from a network perspective ( either a PPG or intermediate SME / SMSC) a secondary mechanism may be used to verify the originating source of the content (either PI or PPG). The content is trusted due to it being ‘signed’ using a shared secret. This shared secret may be user defined or it might be some specific information that is related to the bearer or network.
A third Over The Air protocol is added to allow push messages be send over SIP in a convergent or IP only network.
Figure 1 illustrates the enhanced push framework:
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