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1 Reason for Change

The list of OTA protocols is extended with OTA-SIP in this release and this needs to be reflected in the PPG spec.
2 Impact on Backward Compatibility

OTA-SIP is optional and should not cause backward compatibility problems for other OTA protocols.
3 Impact on Other Specifications

Other specification in the Push 2.2 ERP are changed accordingly.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree on proposed changes to include OTA-SIP into the PPGService document.
6 Detailed Change Proposal

Change 1:  Add OTA-SIP to abbreviation section
	OTA-SIP
	(Push) OTA over SIP


Change 2:  Add section on SIP specific transformations (Same as HTTP)
5.1.2.1.1.3. SIP specific transformations

A PPG SHOULD support content encoding for OTA transmission over OTA‑SIP [PushOTA] in order to minimize the volume of data sent over the air. When supported, the PPG MUST support deflate coding as specified in [RFC1951].


Change 3:  Detail handling of X-Wap-Application-Id for OTA-SIP in section 5.1.2.1.2 (X-Wap-Application-Id header processing)
If no [PushMsg] X‑Wap‑Application‑Id header is present in the push message, the PPG MUST, unless the client’s default Application‑ID is the WML user agent, add this header. If added, the Application‑ID MUST be that of the WML user agent.

If OTA-SIP is used then a PPG MUST add the X-WAP-Application-Id header value in the URN form into the g.oma.pusheventapp feature tag as Push Resource Identifier. If it is a well known value registered with OMNA then only the Namespace Specific String SHOULD be used. Otherwise the URN Namespace Identifier MUST be included.
Otherwise a PPG MAY remove any header, which specifies a default value known to the client. This default may be specified in the over‑the‑air protocol, provisioned, or established using an implementation‑dependent mechanism. For example, an X‑Wap‑Application‑Id header might be removed if a client has only one push application, optimising over‑the‑air communications. X‑Wap‑Application‑Id headers containing a registered value MUST NOT be sent over the air without being encoded in numeric format.
Change 4:  Update OTA sections
5.1.2.2 Over-the-Air Transmission

The purpose of this function is to deliver messages to the OTA client. Key elements of this function are selection of Push OTA [PushOTA] protocol, selection of confirmed or unconfirmed push, and message delivery. A PPG implementation may include tests for message expiration and cancellation, message retransmission and delivery timeout, bearer management and WSP session (if OTA‑WSP is used), registration context (if OTA‑HTTP is used) management or registration status (if OTA-SIP is used).
5.1.2.2.1 Selection of Push OTA Protocol

A mobile terminal may support OTA‑WSP, OTA‑HTTP [PushOTA] and OTA-SIP. The PPG selects the OTA protocol variant for connection-oriented push in an implementation dependent manner. A PPG could hand over the decision to the terminal by sending a Session Initiation Request (SIR) that contains lists of contact points for OTA‑WSP, OTA‑HTTP and OTA-SIP. This approach and the SIR are defined in [PushOTA].
However, OTA-HTTP MUST be selected if the PI indicates that it accepts content from the client in response to a confirmed push (also see section 5.1.1.2). If the PPG fails to select OTA-HTTP, the PAP resultnotification‑message MUST indicate failure of selecting the specified delivery method.

5.1.2.2.2 Bearer Network Selection

If the QoS section of the PAP push‑message element requires a specific bearer and/or network to be used, the PPG MUST use the specified bearer and/or network, or fail to deliver the message with the following messages status reportable:
	PAP Attribute
	Value

	message-state
	"undeliverable"

	Desc
	An appropriate, implementation-dependent value

	event-time
	Time or estimated time of failure


5.1.2.2.3 Session or Registration Context Selection/Creation

The PPG may use an existing WSP session (if OTA‑WSP is used) or registration context (if OTA‑HTTP is used), or take implementation‑dependent action(s) to create a suitable WSP session or registration context (e.g. send an OTA Session Initiation Request).  The PPG may use the SIP registration status to determine when delivery actions can be taken (if OTA-SIP is used). If the PPG elects to attempt no further delivery action(s) due to the lack of and/or failure to create a suitable WSP session or registration context, the following messages status MUST be reportable:
	PAP Attribute
	Value

	message-state
	"undeliverable"

	Desc
	An appropriate, implementation-dependent value

	event-time
	Time or estimated time of failure


5.1.2.2.4 Delivery Time Constraints

If the PPG supports delivery time constraints, the PPG MUST NOT deliver the push message prior to the PAP deliver‑after‑timestamp time and MUST, if unable to deliver by the PAP deliver‑before‑timestamp time, fail with the following message status reportable:

	PAP Attribute
	Value

	message-state
	"expired"

	Desc
	An appropriate, implementation-dependent value

	event-time
	Time or estimated time of failure


5.1.2.2.5 Delivery

Assuming no errors, if OTA‑WSP is used for OTA delivery, the PPG MUST deliver either a confirmed (Po‑ConfirmedPush) or unconfirmed (Po‑Push or Po‑Unit‑Push) [PushOTA] push primitive; if OTA‑HTTP is used for OTA delivery, the PPG MUST deliver messages by using the HTTP POST method. If OTA-HTTP is used and the PI indicates that it accepts content from the client in response to a confirmed push (also see section 5.1.1.2), the X-Wap-Push-Info header [PushOTA] MUST contain the "response" attribute token when the message is pushed to the client. If OTA-SIP is used then either the MESSAGE or the INVITE/MSRP method can be used.
The use of confirmed or unconfirmed push depends on the PAP delivery‑method attribute and implementation‑dependent PPG policies.
5.1.2.2.5.1. Unconfirmed Push 
A PPG MUST deliver "unconfirmed" messages using OTA‑WSP (Po‑Push.req or Po‑Unit‑Push.req primitive), OTA‑HTTP or OTA-SIP. If OTA‑HTTP or OTA-SIP is used, the PPG MUST report the same PAP result‑notification message as if the message were pushed in an unconfirmed manner using OTA-WSP.

If the PPG sends a Po‑Push.req or Po‑Unit‑Push.req primitive, or the PPG sends messages by using OTA‑HTTP instead of these primitives, the following message status MUST be reportable:

	PAP Attribute
	Value

	message-state
	"delivered"

	Delivery-method
	"unconfirmed"

	event-time
	Time or estimated time of delivery


5.1.2.2.5.2. Confirmed Push

A PPG MUST deliver "confirmed" messages using OTA-WSP (Po-ConfirmedPush.req primitive),
OTA-HTTP or OTA-SIP. If OTA-SIP is used then the INVITE/MSRP method MUST be used and a delivery confirmation MUST be requested by adding a Success-Report header set to yes. The remaining process depends on the type of push as follows:
If the PPG sends a Po-ConfirmedPush.req primitive or uses OTA-HTTP or uses the INVITE/MSRP method with delivery confirmation, the outcome depends as follows on whether or not the push message is acknowledged:

Success: If the PPG receives a Po-ConfirmedPush.cnf primitive indicating successful delivery to the OTA client, a HTTP response including a X-Wap-Push-Status header indicating successful delivery or receives a MSRP Success-Report indicating successful delivery, possibly after a PPG’s implementation-dependent retries, the following message status MUST be reportable:
	PAP Attribute
	Value

	message-state
	"delivered"

	Delivery-method
	"confirmed"

	event-time
	Time or estimated time of delivery


Failure due to abort: If the PPG receives a Po‑PushAbort.ind primitive indicating an aborted push attempt (OTA‑WSP), a X‑Wap‑Push‑Status header indicating that the push message was rejected (OTA‑HTTP) or MSRP Failure-Report indicating delivery failure (OTA-SIP), the following message status MUST be reportable:

	PAP Attribute
	Value

	message-state
	"aborted"

	Code
	PAP-specified representation of the abort parameter specified in [PushOTA]

	Desc
	An appropriate, implementation-dependent value

	event-time
	Time or estimated time of aborted delivery attempt


Failure due to timeout: If OTA‑WSP is used, a timeout occurs when the PPG does not receive an OTA Po‑ConfirmedPush.cnf primitive within an implementation‑dependent period of time. If OTA‑HTTP is used, a timeout occurs when the PPG does not receive a response to a HTTP POST request within an implementation‑dependent period of time. If OTA-SIP is used a timeout occurs when the PPG does not receive a MSRP Success-Report indicating delivery success within an implementation-dependent period of time. If the PPG elects to attempt no further delivery action(s) when a timeout occurs, the following messages status MUST be reportable:
	PAP Attribute
	Value

	message-state
	"timeout"

	Desc
	An appropriate, implementation-dependent value

	event-time
	Time or estimated time of last delivery attempt
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