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1 Reason for Change

To add a more detailed introductory diagram to section 5.
R01 includes the comments from the June 8 call.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The WG is recommended to agree on the proposed changes.
6 Detailed Change Proposal

Change 1:  Update Section 5
(append to section 5 Architectural Model. Note the intent is to add links to sections in the AD and external documents to provide an easier way for readers to access the related information – the links will be added in the editorial process)
Figure 1 below provides a more detailed end-to-end view of the service environment supported by the OMA Push enabler.
The following OMA Push-defined aspects of Figure 1 are described in further detail in this specification and the technical specification of the OMA Push enabler:
· Architectural entities: Push Client and Push Proxy Gateway

· Interfaces

· Push Over-the-Air protocol variants

· OTA-WSP: point-to-point delivery based upon WAP1 transport protocols

· OTA-HTTP: point-to-point delivery based upon WAP2 transport protocols

· OTA-SIP: point-to-point delivery based upon SIP transport protocols

· OTA-PTM: point-to-multipoint delivery based upon MBMS, OMA BCAST, and Cell Broadcast Service (CBS) as transport protocols
· Push Access Protocol, via which server-based applications initiate content delivery through the OMA Push enabler
· Client-Application Interface, via which client-based applications access Push-based services provided by the OMA Push enabler
· Support provided by external entities with specific roles as defined by the OMA Push enabler, including

· OMA User Agent Profile documents, as obtained from web servers, defining static capabilities of Push Clients and Client Applications
· OMA Device Profile Evolution  (DPE) servers, providing access to static and dynamic capabilities of Push Clients and Client Applications
· OMA Device Management (DM), providing Management Object (MO) support for OMA Push, e.g. for managing the Push access control whitelist
· Support provided to external entities via specific features defined by the OMA Push enabler, including the identification of OMA-standardized enabler clients by assigned Push Application ID’s, and the use of OMA Push-defined content types
· OMA Browsing user agent (the device’s default web browser), identified by the OMA Push enabler as the “WML user agent” (meaning the handler of Web browsing related services)
· Other OMA-standardized enabler clients, e.g. user agents supporting the OMA-defined enablers Multimedia Messaging Service (MMS), Email, Instant Messaging (IM), Data Sync, Location, Device Management, Download, etc
The following external entities provide functions and interfaces used by the Push Client and/or Push Server, for the adaptation of Push-OTA protocol variants:
· On the network side

· Short Message Service Centers (SMSC) via which OTA-WSP/SMS is provided
· Cell Broadcast Centers (CBC), via which OTA-PTM/CBS is provided
· SIP/IP Core networks, via which OTA-SIP is provided
· MBMS Broadcast Multicast Service Centers (BM-SC), via which OTA-PTM/MBMS is provided
· OMA BCAST Service Distribution/Adaptation, via which OTA-PTM/BCAST is provided
· On the client side

· SMS Clients, via which OTA-WSP/SMS is delivered

· OMA BCAST Clients, which OTA-PTM/BCAST is delivered
The following external entities are examples of those with general supporting roles as typically represented in OMA Push deployments, e.g. for service personalization and contextualization:
· Location servers, providing useful information about the target client location, e.g. for bearer selection and queueing

· Group management servers, providing information of use in group-based Push services, e.g. association of a group identity to multicast address, or identity of specific group members for use in unicast delivery
· Subscriber profile servers, providing information of use in Push-based service personalization, e.g. subscriptions, delivery preferences, subscriber-associated client identities
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Figure 1 End-to-End Push Framework
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