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1 Reason for Change

To add functionality for MBMS Push
2 Impact on Backward Compatibility

No impact
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree to proposed changes.
6 Detailed Change Proposal

Change 1:  Add the following references to section 2.1 Normative References

[RFC 1952]
IETF RFC 1952 (may 1996) “GZIP file format specification version 4.3”, P. Deutsch
[RFC 3695]
IETF RFC 3695 (February 2004): “Compact Forward Error Correction (FEC) Schemes”, M. Luby, L. Vicisano.

 [TS 26.346]
3GPP “Technical Specification Group Services and System Aspects;

Multimedia Broadcast/Multicast Service (MBMS)”.
http://www.3gpp.org
Change 2:  Add new section 10.
 10 PUSH OTA PROTOCOL OVER MBMS
10.1 PROTOCOL OVERVIEW

The PTM-Push Enabler provides a set of functions which enable the delivery of content over broadcast/multicast networks, including but not limited to: content delivery, file distribution, service protection, and content protection.  
This section describes the necessary data and interactions needed to extend the Push Enabler to facilitate delivery over MBMS.

The PPG and Push Client MUST support FLUTE as described in [TS 26.346] for PTM-Push over MBMS. 
10.2 Content Encoding

Files MAY be content encoded using the generic GZIP algorithm [RFC 1952]. Terminals SHALL support GZIP content decoding of files.

For GZIP-encoded files, the “Content-Encoding” attribute of the file description (in the FDT or in the Service Guide) SHALL be given the value “gzip”.
10.3 Forward Error Correction Building Block

The "Compact No-Code” FEC scheme [RFC 3695] (FEC Encoding ID 0, also known as "Null-FEC") SHALL be supported.
The support of the Raptor FEC scheme is mandatory for MBMS clients in [TS 26.346], but optional for the PPG. 

10.4 Push Channel setup

The Push enabler is only responsible for the delivery to the Push client. For  MBMS content delivery the Push Initiator SHALL define a Push Channel according to the rules defined in 10.4.2  “Setting up a FLUTE FDT mapping ” as an alternative or together with unicast push (in case multicast is no longer supported, use unicast). It is up to the Push Initiator to know what content formats the receiving application understands and define a globally unique URI as identifier of the channel.

To set up a PTM-Push session using MBMS, the PPG MUST use a SDP description element to announce the broadcast channels as described in section 10.5 “SDP-description Element”.

A SDP description element MUST contain the relevant FLUTE channel the client should listen to.
Each SDP description will contain information relevant to only one application identified by its Application-ID. The client will receive information about relevant applications during the service announcement phase.
 10.4.1 PPG

Prior to delivering content over PTM-Push, the PPG SHALL verify that a file delivery session is associated with the Push Channel for which the content is to be delivered.  If a file delivery session is not associated with the PPG Channel, the PPG SHALL follow the procedures described in Section 10.4 “Push Channel Set up” to establish a PTM-Push file delivery session for the channel.  

When delivering Push Content over MBMS, the PPG SHOULD verify that content for exactly one Push Channel is delivered over exactly one MBMS file delivery session.  Any other approach for mapping Push Channels MDMS sessions is considered out of scope for this specification.  

The ‘Content-Location’ attribute SHALL be set to the Push Channel ID according to the rules and procedures described in Section 10.4.2 “Setting up a FLUTE FDT mapping”.  

The Push Client SHALL be capable of receiving Push Content over FLUTE from a PPG.  

 10.4.2 Setting up a FLUTE FDT Mapping

In order to publish Push Content to a FLUTE file delivery session, the PPG SHALL include a FLUTE FDT File element for the document containing the Push Content according to the rules and procedures of [TS 26.346].  
10.4.3 Push Client

The PPG SHALL be capable of sending Push Content over FLUTE to the Push client. The PTM-Push client shall be able to identify that the FLUTE file delivery session is related to only one Application-Id.
10.5  SDP-description Element 

PTM-Push entities using the ‘sdp-description’ element to describe the PTM-Push access information associated with a Push channel SHALL include this element with a complete, well-formed SDP description as described in [TS 26.346] indicating the access information for the service associated with the Push channel.
 10.6 VERSION CONTROL 
Version Control SHALL be described according to [SIP-PUSH].
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