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1 Reason for Change

Baseline text for the Push/BCAST section of the Push OTA TS.
This text is drawn from the DCD over BCAST adaptation spec. The approach for Push/BCAST is recommended to be similar to DCD over BCAST so this text makes a good baseline input.

R01 includes the changes agreed in the Boston F2F.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

Some of the text is recommended to be considered in other specs, as noted.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The WG is recommended to agree on the proposed changes
6 Detailed Change Proposal

Change 1:  Add new section (note: all text is new)
9. Point-to-Multipoint Push OTA Protocol (OTA-PTM)
9.1 Push over BCAST
The PPG and Push Client MAY support OTA-PTM over BCAST (“Push/BCAST”). This section applies to the PPG and Push Client that supports Push/BCAST.
Push Clients MAY directly support the BCAST-related functions described in the following subsections, or interface with a BCAST client for these functions, through unspecified mechanisms.
Push content is delivered via Push/BCAST independently of the WAP Push headers, which are mapped to FLUTE FDT elements if possible. If mapping to FLUTE FDT elements is not possible, the Push content and WAP Push headers are enveloped in a MIME type application/vnd.oma.push.
Editors note: Need to determine if/how legacy headers map to FLUTE/SDP headers, e.g. Push-Application-ID, and whether encapsulation via the Push Message spec is also needed where the mapping is incomplete.
9.1.1 BCAST File Delivery Session
As a prerequisite to Push/BCAST use, a BCAST File Delivery Session must have been established, to which both the PPG and targeted Push Clients have access. This section defines the overall requirements for PPG and Push Client establishment and termination of BCAST File Delivery Sessions for OTA-PTM.
Establishment or termination of BCAST delivery for Push content is assumed to be initiated the PPG service provider based upon unspecified service-specific conditions. The detailed mechanisms for BCAST File Delivery Session establishment are assumed to be completed via PPG service provider provisioning, and are not defined here.
A separate BCAST File Delivery Session SHOULD be provisioned for each group of targeted Push Clients and Push-Application-ID, and identified by a unique PPG source address (Push Channel).
Editors note: Need to determine if/how legacy headers map to FLUTE/SDP headers, e.g. Push-Application-ID, and whether encapsulation via the Push Message spec is also needed where the mapping is incomplete.
Push Clients SHOULD be capable of Push content reception via multiple distinct BCAST File Delivery Sessions, e.g. for service to different Client Applications or as a member of multiple target Push Client groups.
Successful establishment of a BCAST File Delivery Session will include identification of the necessary BCAST access information for Push Client configuration, described in [reference to section below]. This information can be delivered to the necessary Push Clients via OMA Device Management (DM) or Session Initiation Request (SIR).
If OMA DM is available on the device, the Push Client SHALL support configuration of BCAST access parameters as part of the OMA Push Management Object (MO) via OMA DM [reference to OMA DM].
If the Push Client supports SIR, the Push Client SHALL support configuration of BCAST access parameters as part of SIR [reference to SIR section].
Upon successful configuration of BCAST access information for Push/BCAST, if at least one Push/BCAST related Client Application is ready to receive BCAST-delivered Push content, the Push Client SHALL initiate Push/BCAST content reception as described in [reference to “Initiating Content Reception over BCAST”].
Push Client configuration to deactivate BCAST File Delivery Sessions for delivery of Push content, and removal of the BCAST access information, may occur via:
· Update of the OMA Push MO using OMA DM
· Expiration of the BCAST File Delivery Session as defined in the BCAST Service Guide
· Application-specific conditions, e.g. termination of a Push-enabled service or removal of the registered Client Application
9.1.2 Push Client
9.1.2.1 Client Application Registration with Push Client
The Push Client MAY enable Client Applications to register for Push/BCAST over the Push-CAI interface as described in [reference to Push-CAI TS].  During the registration process, the Push Client MAY allow Client Applications to request Push/BCAST service and supply BCAST access parameters for delivery of Push content.
The Push Client SHALL reject registration of a Client Application for Push/BCAST, and provide a distinct error response under the following conditions:

· the terminal is not Push/BCAST capable (“not supported”)
· the terminal is not configured for Push/BCAST service (“not configured”)
· either the Client Application is not authorized to activate Push/BCAST service, or the specified BCAST access parameters are not allowed (“not allowed”)
Upon successful registration of a Push/BCAST-enabled Client Application, the Push Client SHALL initiate Push/BCAST content reception as described in [reference to “Initiating Content Reception over BCAST”].
The Push Client SHALL allow Client Applications that have registered for Push/BCAST service via the Push-CAI interface to terminate their registration, either by updating their registration to remove Push/BCAST service, or by deregistering completely. Upon successful deregistration of a Client Application for Push/BCAST service, the Push Client SHOULD terminate Push content reception for any BCAST File Delivery Session(s) associated solely with the deregistered Client Application.
9.1.2.2 Initiating Push/BCAST Content Reception 

If the BCAST File Delivery Session for which content reception is to be initiated is within its scheduled distribution window or does not have a schedule, the Push Client SHALL immediately initiate content reception for the file delivery session based upon the BCAST access information.  

If the BCAST File Delivery Session for which content reception is to be initiated is not within its scheduled distribution window, the Push Client SHALL initiate content reception at the appropriate time based on the schedule associated with the BCAST access information.
9.1.2.3 Receiving Push/BCAST Content 

When the Push Client receives a notification that a new FLUTE FDT instance as defined in [BCAST10-Distribution] is available for a Push/BCAST related File Delivery Session, the Push Client SHALL examine the FDT instance to determine whether the Push content should be retrieved from the file delivery session according to the procedures described below. 
If a PPG Whitelist is configured and contains at least one Push/BCAST-related PPG source address (i.e. Push Channel URI):

· If the new FLUTE FDT instance describes unretrieved or updated file(s) for which the ‘Content-Location’ attribute matches an allowed Push/BCAST PPG source address, the Push Client SHALL retrieve and process the file(s) as Push content.
·  If the new FLUTE FDT instance describes unretrieved or updated file(s) for which the ‘Content-Location’ attribute does not match an allowed Push/BCAST PPG source address, the Push Client SHALL ignore the file(s).
If a PPG Whitelist is not configured or contains no Push/BCAST-related PPG source addresses, and the new FLUTE FDT instance describes unretrieved or updated file(s) for which the ‘Content-Location’ attribute matches a subscribed Push Channel, the Push Client SHALL retrieve and process the file(s) as Push content. 

The Push Client SHALL use the procedures described in Section 5.2.4 of [BCAST10-Distribution] when examining the FLUTE FDT instance to determine whether an updated version of a file is available. 
9.1.3 PPG
9.1.3.1 Delivering Push/BCAST Content
Prior to delivering Push content over BCAST, the PPG SHALL verify that a BCAST File Delivery Session is associated with the targeted Push Client group. 

The PPG SHALL add the Push content to the BCAST File Delivery Session associated with the targeted Push Client group as described in [reference to FLUTE Transport Binding ]. 

9.1.4 FLUTE Transport Binding

The Push Client SHALL be capable of either directly receiving content via BCAST File Delivery Sessions, or interfacing with a BCAST File Delivery Client via unspecified mechanisms, for the purpose of receiving Push content over BCAST. 
The PPG SHALL be capable of acting as a BCAST Service Application and interfacing with a BCAST BSD/A via unspecified mechanisms, for the purpose of delivering Push content over BCAST.
The usage of FLUTE is defined in [RFC3926] and [BCAST10-Distribution] and the FLUTE Schema for OMA BCAST is defined in [BCAST10-XMLSchema-FD-FDT].  
In order to publish Push content to a BCAST File Delivery Session, the PPG SHALL create a FLUTE FDT File element for the document containing the Push content according to the rules and procedures of [RFC3926] and [BCAST10-Distribution]. 
The PPG SHALL set the FLUTE ‘Content-Location’ attribute of the File element to the PPG source address (Push Channel).
The PPG SHALL set the FLUTE ‘Content-Type’ attribute of the File element to the appropriate MIME type for the Push content.
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