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1 Reason for Contribution

Address Push 2.3 CONRR comments:
	ID
	Open Date
	Type
	Section
	Description
	Status

	A006
	2009 1110
	T
	6
	Source: Bryan Sullivan, AT&T
Form: OMA-CONR-2009-0064
Comment:  Cache Operation content type needs to be registered with IANA.
Proposed Change: As commented, CR to be provided. 
	Status: CLOSED
Response: AI to be assigned (AT&T) “Issue CO media type registration through IANA”. Followup CR to be created for ERELD update (remove note).

Action: 

Resolved by: OMA-CD-PUSH-2010-0001
Recorded in: 

	A007
	2009 1110
	T
	6
	Source: Bryan Sullivan, AT&T
Form: OMA-CONR-2009-0064
Comment:  SIA content type needs to be registered with IANA.
Proposed Change: As commented, CR to be provided. 
	Status: CLOSED
Response: AI to be assigned (AT&T) “Issue SIA media type registration through IANA”. Followup CR to be created for ERELD update (remove note).

Action: 

Resolved by: OMA-CD-PUSH-2010-0001
Recorded in: 


2 Summary of Contribution

The MIME type registration forms are included below for the Cache Operation types (since the CO spec was last released in 2001, it’s not recommended to update it just for documentation of the registration forms).

3 Detailed Proposal

Change 1:  MIME registration for text/vnd.wap.co

MIME media type name : Text

MIME subtype name : Vendor Tree - vnd.wap.co

Required parameters : none

Optional parameters : 

charset and version

The charset parameter is the same as specified in [RFC-2046].

The version parameter indicates the version of the Cache Operation. The value  has the format: <major>.<minor> - where major and minor are integers. For example version=1.0 indicates version 1.0

Encoding considerations : 

Encoding of this media type follows the same principles as specified for the XML media types in [RFC-2376].

Security considerations :

As an XML format, Service Loading has the same security considerationsas specified in [RFC-2376].

The information contained in the media type may need privacy and integrity services but these are provided by an underling security protocol (e.g. TLS) and not by the media type itself.

As the media type represents a command to preload or remove cached content, the security requirements ensuring that the cached content can be used in a safe manner are the responsibility of the application to which the content is delivered, and governed by the applicable standards for the use of the specific content type. The security requirements of the application/vnd.wap.coc content itself are governed by the OMA Push enabler specifications.

Interoperability considerations :

This media type is intended for delivery to clients that implement the OMA Push enabler protocols. Client support is determined through client registration with an OMA Push Proxy Gateway (PPG) or other means via which the PPG determines the capabilities of the target client, e.g. OMA User Agent Profile.

Published specification :

The Cache Operation specification is available as part of the OMA Push enabler releases available at 

http://www.openmobilealliance.org/Technical/current_releases.aspx.

Applications which use this media :

Mobile device browsers and any other application that conforms to the Cache Operation specification.

Additional information :

1. Magic number(s) : none

2. File extension(s) : none

3. Macintosh file type code : none

4. Object Identifiers: none

OMA Push - is a standard way to deliver server-initiated events (content, notifications, application data in general) to clients. OMA Push can be used to deliver any type of discrete content. It is widely supported by mobile clients in particular, and deployed as a key enabler for a variety of services standardized by the OMA, in addition to non-standardized applications and services. The text/vnd.wap.co media type enables management of client  content cache data, e.g. in browsers and other client applications that cache data referenced by URI's.

Person to contact for further information :

1. Name : Open Mobile Alliance, Content Delivery Working Group Chairperson

2. E-mail : technical-comments&mail.openmobilealliance.org

Intended usage : Limited Use

This MIME media type is registered for use with the OMA Push Enabler.

Author/Change controller : OMNA - Open Mobile Naming Authority,

OMA-OMNA&mail.openmobilealliance.org
Change 2:  MIME registration for text/vnd.wap.coc

MIME media type name : Application

MIME subtype name : Vendor Tree - vnd.wap.coc

Required parameters : none

Optional parameters : 

charset and version

The charset parameter is the same as specified in [RFC-2046].

The version parameter indicates the version of the Cache Operation. The value has the format: <major>.<minor> - where major and minor are integers. For example version=1.0 indicates version 1.0

Encoding considerations : binary

This media type may require encoding on transports not capable of handling binary.

Security considerations :

As an XML format, Service Loading has the same security considerations as specified in [RFC-2376].

The information contained in the media type may need privacy and integrity services but these are provided by an underling security protocol (e.g. TLS) and not by the media type itself.

As the media type represents a command to preload or remove cached content, the security requirements ensuring that the cached content can be used in a safe manner are the responsibility of the application to which the content is delivered, and governed by the applicable standards for the use of the specific content type. The security requirements of the application/vnd.wap.coc content itself are governed by the OMA Push enabler specifications.

Interoperability considerations :

This media type is intended for delivery to clients that implement the OMA Push enabler protocols. Client support is determined through client registration with an OMA Push Proxy Gateway (PPG) or other means via which the PPG determines the capabilities of the target client, e.g. OMA User Agent Profile.

Published specification :

The Cache Operation specification is available as part of the OMA Push enabler releases available at http://www.openmobilealliance.org/Technical/current_releases.aspx.

Applications which use this media :

Mobile device browsers and any other application that conforms to the Cache Operation specification.

Additional information :

1. Magic number(s) : none

2. File extension(s) : none

3. Macintosh file type code : none

4. Object Identifiers: none

OMA Push - is a standard way to deliver server-initiated events (content, notifications, application data in general) to clients. OMA Push can be used to deliver any type of discrete content. It is widely supported by mobile clients in particular, and deployed as a key enabler for a variety of services standardized by the OMA, in addition to non-standardized applications and services. The application/vnd.wap.coc media type enables management of client content cache data, e.g. in browsers and other client applications that cache data referenced by URI's.

Person to contact for further information :

1. Name : Open Mobile Alliance, Content Delivery Working Group Chairperson

2. E-mail : technical-comments&mail.openmobilealliance.org

Intended usage : Limited Use

This MIME media type is registered for use with the OMA Push Enabler.

Author/Change controller : OMNA - Open Mobile Naming Authority,

OMA-OMNA&mail.openmobilealliance.org

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to agree with the text of the IANA registrations.









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2010 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20100101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20100101-I]

