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1. Scope

This specification defines an HTTP protocol binding for an abstract interface based upon the OMA Push Access Protocol (PAP) using the REST architectural style, based on the existing OMA enabler OMA Push [Push2.3]. 

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2388]
	“Returning Values from Forms: multipart/form-data” L.Masinter. August, 1998. URL:http://www.ietf.org/rfc/rfc2388.txt 

	[RFC2387]
	"The MIME Multipart/Related Content-type", E. Levinson, August 1998, URL: http://www.ietf.org/rfc/rfc2387.txt  

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”, R. Fielding et. al, January 1999, URL:http://www.ietf.org/rfc/rfc2616.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[RFC4627]
	“The application/json Media Type for JavaScript Object Notation (JSON)”, D. Crockford, July 2006, URL:http://www.ietf.org/rfc/rfc4627.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[W3C-URLENC] 
	W3C HTML 2.0 Specification, form-urlencoded Media Type, 
URL: http://www.w3.org/MarkUp/html-spec/html-spec_8.html#SEC8.2.1

	[XMLSchema1]
	W3C Recommendation, XML Schema Part 1: Structures Second Edition, URL: http://www.w3.org/TR/xmlschema-1/ 

	[XMLSchema2]
	W3C Recommendation, XML Schema Part 2: Datatypes Second Edition, URL: http://www.w3.org/TR/xmlschema-2/ 

	[PPGService]
	"Push Proxy Gateway Service Specification". Open Mobile Alliance™. OMA-TS-PPGService-V2_3. URL:http://www.openmobilealliance.org/

	[PushCO]
	"Cache Operation". WAP Forum™. WAP-175-CacheOp. URL:http://www.openmobilealliance.org/

	[PushCO-SIN]
	"Cache Operaton-Specification Information Note". WAP Forum™. WAP-175_102-CacheOp URL:http://www.openmobilealliance.org/

	[PushOTA]
	"Push OTA Protocol Specification". Open Mobile Alliance™. OMA-WAP-TS-PushOTA-V2_3. URL:http://www.openmobilealliance.org/

	[PAP]
	"Push Access Protocol Specification". Open Mobile Alliance™. OMA-WAP-TS-PAP-V2_3 URL:http://www.openmobilealliance.org/

	[PushMsg]
	"Push Message Specification". Open Mobile Alliance™. OMA-TS-Push_Message-V2_3. URL:http://www.openmobilealliance.org/

	[PushSI]
	"Service Indication". WAP Forum™. WAP-167-ServiceInd URL:http://www.openmobilealliance.org/ 

	[PushSI-SIN]
	"Service Indication-Specification Information Note". WAP Forum™. WAP-167_103-ServiceInd URL:http://www.openmobilealliance.org/

	[PushSL]
	"Service Load". WAP Forum™. WAP-168-ServiceLoad URL:http://www.openmobilealliance.org/

	[PushSL-SIN]
	"Service Load-Specification Information Note". WAP Forum™. WAP-168_103-ServiceLoad URL:http://www.openmobilealliance.org/

	[SIPPush]
	“Session Initiation Protocol (SIP) Push”, Open Mobile Alliance™. OMA-ERP-SIP_Push-V1_0. URL:http://www.openmobilealliance.org/


2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/


OMA-WP-Guidelines-for-ParlayREST-API-specifications, URL:http://www.openmobilealliance.org/

	
	

	[EMN]
	"Email Notification" Version 1.0. OMA-Push-EMN-V1_0, Open Mobile Alliance(.
URL: http://www.openmobilealliance.org/

	[EMNEnabler]
	"Enabler Release Definition Email Notification" Version 1.0. OMA-ERELD-EMN-V1_0, Open Mobile Alliance(. URL: http://www.openmobilealliance.org/

	[OMNA]
	"OMA Naming Authority". Open Mobile Alliance(.
URL: http://www.openmobilealliance.org/ OMNA.aspx

	[PushArch]
	"Push Architectural Overview". Open Mobile Alliance(. OMA-AD-Push-V2_3 URL:http://www.openmobilealliance.org/

	[Push2.3]
	“Enabler Release Definition for Push Version 2.3”, Open Mobile Alliance(. OMA-ERELD-Push-V2_3.  URL: http://www.openmobilealliance.org/ 

	[REST_TS_Common]
	“RESTful bindings for Parlay X Web Services – Common”, Open Mobile Alliance™, OMA-TS-ParlayREST_Common-V1_0, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
For the purpose of this TS, all definitions from the OMA Dictionary apply [OMA-DICT]. 
	[N/A]
	[N/A]


3.3
Abbreviations

	API
	Application Programming Interface

	ASCII
	American Standard Code for Information Interchange

	EMS
	Enhanced Message Service

	HTTP
	HyperText Transfer Protocol

	IM
	Instant Message

	JSON
	JavaScript Object Notation

	MIME
	Multipurpose Internet Mail Extensions

	MMS
	Multi Media System

	MSISDN
	Mobile Subscriber ISDN Number

	OMA
	Open Mobile Alliance

	REST
	REpresentational State Transfer

	RTX
	Ring Tone eXtended

	SCR
	Static Conformance Requirements

	SI
	Service Indication

	SL
	Service Logic

	SMS
	Short Message Service

	TS
	Technical Specification

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	WAP
	Wireless Application Protocol

	WP
	White Paper

	XML
	eXtensible Markup Language

	XSD
	XML Schema Definition


4. Introduction

This specification contains the HTTP protocol binding for the OMA Push Access Protocol [PAP], using the REST architectural style. The specification provides resource definitions, the HTTP verbs applicable for each of these resources, and the element data structures, as well as support material including flow diagrams and examples using the various supported message body formats (i.e. XML, JSON, and form-urlencoding).

4.1 Version 1.0

Version 1.0 of the PushREST API specification supports the following operations.
The Push Initiator (PI) is able to initiate the following operations to the Push Proxy Gateway (PPG):

· Push Submission
· Push Submission with Replace

· Push Cancellation

· Status Query

· Client Capabilities Query

The PPG is able to initiate the following message to the PI:

· Result Notification
5. Push API definition

This section is organized to support a comprehensive understanding of the Push API design. It specifies the definition of all resources, definition of all data structures, and definitions of all operations permitted on the specified resources.

The terms “inbound” and “outbound” used in resource names and data structures respectively refer to incoming and outgoing messages from the PI perspective. The term “subscription” refers to the online creation of resources (using requests in this specification). The resources created during subscriptions can generate notifications, for example about the delivery status of outgoing messages.
Common data types, naming conventions, fault definitions and namespaces are based upon the recommendations of [REST_TS_Common].

The remainder of this document is structured as follows:

Section 5 starts with a table listing all the resources (and their URL) used by this API, along with the data structure and the supported HTTP verbs (section 5.1). In addition, for each supported resource/verb combination, the table lists the PAP equivalent operation, where applicable. What follows are the data structures (section 5.2). A sample of typical use cases is included in section 5.3, described as high level flow diagrams.

The remaining subsections in section 5 contain the detailed specification for each of the resources. Each such subsection defines the resource, the request URI variables that are common for all HTTP commands, the possible HTTP response codes, and the supported HTTP verbs. For each supported HTTP verb, a description of the functionality is provided, along with an example of a request and an example of a response. For each unsupported HTTP verb, the returned HTTP error status is specified, as well as what should be returned in the Allow header.

All examples in section 5 use XML as the format for the message body. Form-urlencoded examples are provided in Appendix C, while JSON examples are provided in Appendix D. Appendix B provides the Static Conformance Requirements (SCR).
Note: Throughout this document client and application can be used interchangeably.
5.1 Resources Summary

This section summarizes all the resources used by the Push API. The resources are defined with the goal of supporting unified messaging, to allow their re-use by other APIs.
The figure below illustrates the resource structure defined by this specification. Note that those nodes in the resource tree which have associated HTTP methods defined in this specification are depicted by solid boxes.

[image: image2]
Figure 1  Resource structure defined by this specification

The following tables give a detailed overview of the resources defined in this specification, the data type of their representation and the allowed HTTP methods. The “PAP” row indicates the PAP equivalent operation.
Purpose: Sending Push message, obtaining the delivery status, and cancelling the message
	Resource
	URL
Base URL: 

http://{serverRoot}/{apiVersion}/push
	Data Structures
	HTTP verbs

	
	
	
	GET
	POST
	PUT
	DELETE

	Push requests
	/{senderAddress}/requests/{pushId}
	PushRequest
	No
	create new Push request
	No
	Cancel the Push message

	
	
	
	
	PAP: push-message
	
	PAP: cancel-message

	Push request delivery status
	/{senderAddress}/requests/{pushId}/status
	Address
	read delivery status for the Push request
	No
	No
	No

	
	
	
	PAP: statusquery-message
	
	
	


Purpose: Callback notifications for Push Message Delivery Status
	Resource
	URL
<specified by the PI>
	Data Structures
	HTTP verbs

	
	
	
	GET
	POST
	PUT
	DELETE

	PI notification about Push message delivery status
	<specified by the PI when Push request is submitted>
	ResultNotification
	no
	Notify PI of Push message result
	no
	no

	
	
	
	
	PAP: resultnotification-response
	
	


Purpose: Query client capabilities
	Resource
	URL
Base URL: 

http://{serverRoot}/{apiVersion}/push
	Data Structures
	HTTP verbs

	
	
	
	GET
	POST
	PUT
	DELETE

	Query client capabilities
	/{senderAddress}/{address}/capability
	ClientCapabilityQuery
	Query client capabilities
	No
	No
	No

	
	
	
	PAP: ccq-message
	
	
	


5.2 PushREST API Data Structures
The namespace for the Messaging data types is:


urn:oma:xml:rest:push:1
The 'xsd' namespace is used in the present document to refer to the XML Schema data types defined in XML Schema [XMLSchema1, XMLSchema2]. The 'common' namespace is used in the present document to refer to the data types defined in [REST_TS_Common]. The use of the names 'xsd' and ‘common’ is not semantically significant.
5.2.1 Type: PushRequest

	Element
	Type
	Optional
	Description

	address
	Address
	No
	Target address(es).

	qualityOfService
	Quality-of-service
	Yes
	Delivery qualities desired by the PI.

	replacePushId
	xsd:string
	Yes
	See [PPG].

	replaceMethod
	xsd:string
	Yes
	See [PPG].

	deliverBeforeTimestamp
	xsd:datetime
	Yes
	See [PPG].

	deliverAfterTimestamp
	xsd:datetime
	Yes
	See [PPG].

	sourceReference
	xsd:string
	Yes
	See [PPG].

	ppgNotifyRequestedTo
	xsd:anyURI
	Yes
	See [PPG].

	progressNotesRequested
	xsd:boolean
	Yes
	See [PPG].


The format of the PushRequest request body is a MIME multipart/related [RFC2387] compound object. 
5.2.2 Type: Address
	Element
	Type
	Optional
	Description

	addressValue
	xsd:string
	No
	The target device address for use by the PPG, formatted per [PPGService].


5.2.3 Type: QualityOfService
	Element
	Type
	Optional
	Description

	Priority
	xsd:string
	Yes
	Per [PPG].

	deliveryMethod
	xsd:string
	Yes
	Per [PPG].

	network
	xsd:string
	Yes
	Per [PPG].

	networkRequired
	xsd:boolean
	Yes
	Per [PPG].

	bearer
	xsd:string
	Yes
	Per [PPG].

	bearerRequired
	xsd:boolean
	Yes
	Per [PPG].


5.2.4 Type: ClientCapabilityQuery
	Element
	Type
	Optional
	Description

	queryId
	xsd:string
	Yes
	Per [PPG].

	appId
	xsd:string
	Yes
	Per [PPG].


5.3 Sequence Diagrams

5.4 Resource: Push requests
The resource used is: 

http://{serverRoot}/{apiVersion}/push/{senderAddress}/requests/{pushId}
This resource is for initiating a new Push message request and for cancelling existing Push requests.
5.4.1 Request URI variables

The following request URI variables are common for all HTTP commands:

	Name
	Description

	serverRoot
	server base url: hostname+port+base path. Example: http://example.com:80/PushREST

	apiVersion
	version of the PushREST API PI wants to use

	senderAddress
	Unique string identifying the PI, as prior arranged between the PI and PPG via unspecified methods.

	pushId
	PI-assigned unique identifier (within the senderAddress scope) for the Push request.


5.4.2 Response Codes
5.4.2.1 HTTP Response Codes

See [PAP].

5.4.2.2 Exception fault codes

See [PAP].
5.4.3 GET

Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: POST, DELETE’ field in the response as per section 14.7 of [RFC 2616].
5.4.4 POST
This operation is used for Push message initiation. Messages will remain on the server as described by [PPGService] unless cancelled by executing the DELETE command (see DELETE on PushId)
5.4.4.1 Examples 1: successful Push initiation
(Informative)

5.4.4.1.1 Request 
	


5.4.4.1.2 Response

	


5.4.4.2 Example 2: request with invalid parameter
(Informative)
5.4.4.2.1 Request

	


5.4.4.2.2 Response

	 


5.4.5 PUT

Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: POST, DELETE’ field in the response as per section 14.7 of [RFC 2616].

5.4.6 DELETE

This operation is used for Push request cancellation.
5.5 Resource: Push request delivery status
The resource used is: 

http://{serverRoot}/{apiVersion}/push/{senderAddress}/requests/{pushId}/status
This resource is for retrieving the status of a Push request.
5.5.1 Request URI variables

The following request URI variables are common for all HTTP commands:

	Name
	Description

	serverRoot
	server base url: hostname+port+base path. Example: http://example.com:80/PushREST

	apiVersion
	version of the PushREST API PI wants to use

	senderAddress
	Unique string identifying the PI, as prior arranged between the PI and PPG via unspecified methods.

	pushId
	PI-assigned unique identifier (within the senderAddress scope) for the Push request.


5.5.2 Response Codes
5.5.2.1 HTTP Response Codes

See [PAP].

5.5.2.2 Exception fault codes

See [PAP].
5.5.3 GET

This operation is used for retrieving the status of a Push request.
5.5.3.1 Examples 1: successful cancellation
(Informative)

5.5.3.1.1 Request 
	


5.5.3.1.2 Response

	


5.5.3.2 Example 2: request with invalid PushId
(Informative)
5.5.3.2.1 Request

	


5.5.3.2.2 Response

	 


5.5.4 POST
Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: POST, DELETE’ field in the response as per section 14.7 of [RFC 2616].

5.5.5 PUT

Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: POST, DELETE’ field in the response as per section 14.7 of [RFC 2616].

5.5.6 DELETE

Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: POST, DELETE’ field in the response as per section 14.7 of [RFC 2616].

5.6 Resource: Query client capabilities
The resource used is: 

http://{serverRoot}/{apiVersion}/push/{senderAddress}/{address}/capability
This resource is for retrieving the capabilities of a Push client.
5.6.1 Request URI variables

The following request URI variables are common for all HTTP commands:

	Name
	Description

	serverRoot
	server base url: hostname+port+base path. Example: http://example.com:80/PushREST

	apiVersion
	version of the PushREST API PI wants to use

	senderAddress
	Unique string identifying the PI, as prior arranged between the PI and PPG via unspecified methods.

	address
	Client address whose capabilities are being queried.


5.6.2 Response Codes
5.6.2.1 HTTP Response Codes

See [PAP].

5.6.2.2 Exception fault codes

See [PAP].
5.6.3 GET

This operation is used the capabilities of a Push client.
5.6.3.1 Examples 1: successful capability query
(Informative)

5.6.3.1.1 Request 
	


5.6.3.1.2 Response

	


5.6.3.2 Example 2: request with invalid client address
(Informative)
5.6.3.2.1 Request

	


5.6.3.2.2 Response

	 


5.6.4 POST
Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: POST, DELETE’ field in the response as per section 14.7 of [RFC 2616].

5.6.5 PUT

Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: POST, DELETE’ field in the response as per section 14.7 of [RFC 2616].

5.6.6 DELETE

Method not allowed by the resource. The returned HTTP error status is 405. The server should also include the ‘Allow: POST, DELETE’ field in the response as per section 14.7 of [RFC 2616].

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions:

OMA-TS-PushREST-V1_0
	10 Aug 2009
	All
	Baseline TS 

	
	
	
	

	Candidate Version:

OMA-TS-PushREST-V1_0
	
	
	


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].
B.1 SCR for PushREST Server

	Item
	Function
	Reference
	Requirement

	PUSHREST-S-001-M
	
	
	


Appendix C. Application/x-www-form-urlencoded Request Format for Selected Operations

For selected operations, this section defines a format for PushREST API requests where the body of the request is encoded using the application/x-www-form-urlencoded MIME type. XML wrapper elements (the root of a complexType) have been omitted from the x-www-form-urlencoded model, since it has no hierarchy. Instead the sub-elements of the complex Type are represented in the parameter tables below.

Note : only the request body is encoded as application/x-www-form-urlencoded, the response is still encoded as XML or JSON depending on the preference of the client and the capabilities of the server. 

Names and values MUST follow the application/x-www-formurlencoded character escaping rules at [W3C-URLENC].

x-www-form-urlencoded bindings for the following PushREST operations are defined in this section:

· Initiating a Push request
· Querying client capabilities
C.1 Initiating a Push request
This operation is used to initiate a Push request.

The request parameters are defined in section 5.2.1.
C.1.1 Example



(Informative)

C.1.1.1 Request
	


C.1.1.2 Response
	


C.2 Querying client capabilities
This operation is used to query client capabilities.
The request parameters are defined in section 5.2.4.

C.2.1 Example



(Informative)

C.2.1.1 Request
	


C.2.1.2 Response
	


Appendix D. JSON examples 
(Informative)

JSON (JavaScript Object Notation) is a lightweight, text-based, language-independent data interchange format. It provides a simple means to represent basic name-value pairs, arrays and objects. JSON is relatively trivial to parse and evaluate using standard JavaScript libraries, and hence is suited for PushREST invocations from browsers or other processors with JavaScript engines. Further information on JSON can be found at [RFC4627].

The following examples show the request or response for various operations using a JSON binding. The examples follow the XML to JSON serialization guidelines in [REST_WP]. A JSON respone may be obtained by following the content negotiation guidelines section of [REST_WP].

For full details on the operations themselves please refer to the section number indicated.
D.1 Successful Push initiation (section 5.4.4.1)

Request:
	POST http://my.ppg.com/1.0/push/9fjeo39jf084@pi.com
Content-Type: multipart/form-data, boundary=xj987hc

--xj987hc

Content-Disposition: form-data; name="root-fields"

Content-Type: application/json

{ push-message: { "push-id:"push-id=9fjeo39jf084@pi.com", "address":"wappush=12345/type=user@my.ppg.com", "application-id": "x-oma-application:widget.ua"} }

--xj987hc

Content-Disposition: form-data

Content-Type: application/json

{ filelist: [ 

{"library":"files/", "name":"Dylan - Like a Rolling Stone.txt", "bold":true, "preformatted":true, "fontsize":1, "line":0, "size":0},

{"library":"files/", "name":"Jewel - Deep Water.txt", "bold":true, "preformatted":true, "fontsize":1, "line":0, "size":0},

{"library":"files/", "name":"America - Lonely People.txt", "bold":true, "preformatted":true, "fontsize":1, "line":0, "size":0}

] }


Response:

	HTTP/1.1 202 Accepted

Content-Type: application/json

Content-Length: 248

{ "push-response": { "push-id":"push-id=9fjeo39jf084@pi.com", "sender-address":"my.ppg.com", "sender-name":"My Push Proxy Gateway", "reply-time":"2004-09-16T18:03:55Z", "response-result": { "code":"1001", "desc":"The request has been accepted for processing" } } }


D.2 Request with invalid parameter (section 5.4.4.2)

Request:
	


Response:

	


D.3 Successful cancellation (section 5.5.3.1)

Request:
	


Response:

	


D.4 Request with invalid PushId (section 5.5.3.2)

Request:
	


Response:

	


D.5 Successful capability query (section 5.6.3.1)

Request:
	


Response:

	


D.6 Request with invalid client address (section 5.6.3.2)

Request:
	


Response:

	


//{serverRoot}/{apiVersion}/push








/capability





/{clientAddress}





/status











/{senderAddress}





/requests








/{pushId}
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