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	Classification:
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 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
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 3: Clerical

	Source:
	Kong Posh Bhat, Samsung Electronics, kpbhat@sta.samsung.com 

	Replaces:
	N/A


1 Reason for Change

The purpose of this CR is:
1. to bring the Push MO design in alignment with the OMA-DM MO design guidelines
· having siblings for placeholder (aka unnamed) nodes is discouraged.  This is to reduce the chance of a name clash between an unnamed node and its named sibling node
· leaf nodes (e.g. AppId) cannot have child nodes
2. to provide implementations more flexibility in deciding what kinds of Push White Lists to support
· currently implementations have to support all types of Push White Lists (i.e. PPG, SMSC, CBS, MBMS and BCAST)
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that this change request be agreed and the Push MO TS be updated accordingly.
6 Detailed Change Proposal

Change 1:  Updating the MO figure in Section 6.1
6.1 Figure of the Management Object
(Informative)
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Figure 1: Push Management Object

Change 2:  Updating the MO node description

6.2  Push Management Object Parameters

This section describes the parameters for the OMA PUSH MO. The procedure to validate whether the Push PDU originates from a trusted source or not is defined in [PUSH23]. 

	<x>



	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node groups together the parameters of a Push Management Object. The purpose of this interior node is to group together the parameters of a single OMA PUSH object. The ancestor elements of this node define the position in the management tree of the OMA PUSH object. But the structure of the DM tree and hence positions in the tree of management objects is out of scope of this specification.
The type of this node MUST be the Push Management Object ID “urn:oma:mo:oma-push:1.1”.


	PushWL


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	node
	Get
	

	
	The PushWL interior node is used to hold a list of entities that are authorized to send OMA Push messages to the Push Client resident on the Device.  Implementations MUST support at least one child node of this node.


	PushWL/TrustedPPG


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The TrustedPPG interior node is used to list the PPG addresses from which push message is trusted. It makes it possible to specify a plurality of addresses.


	PushWL/TrustedPPG/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized Push Proxy Gateway addresses.


	PushWL/TrustedPPG/<x>/Addr


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The Addr node holds addresses of different types, for example, an IP address or an URI. The type of address in the field can be determined on the AddrType node.


	PushWL/TrustedPPG/<x>/AddrType


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	chr
	Get
	

	
	This leaf node specifies the type of NAP address supplied as the Addr leaf node value. If this node is omitted, the type of the Addr node value MUST be IPv4.
AddrType

Value of Addr node

IPv4 

An IPv4 address [RFC791] represented in string form dotted-decimal CIDR notation

Subnetwork addressing using the CIDR notation is allowed (e.g. 12.11.10.9/15) [RFC1918]

IPV4 is the default value of the AddrType node

IPv6

An IPv6 address represented in string form as in [RFC3513]

Subnetwork addressing using the CIDR notation is allowed [RFC2373]

URI

URI formed as in [RFC3986]

E164
A phone number according to the E164 scheme [GENFORM]



	PushWL/TrustedPPG/<x>/PAInfo

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all push application related information.


	PushWL/TrustedPPG/<x>/PAInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push applications for a PPG source address.


	PushWL/TrustedPPG/<x>/PAInfo/<x>/AppId


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a Push Application Identifier: a URN [RFC2141] for an OMNA-registered push application value as defined in [PushAppId], or an unregistered URN value. MAY include ‘*’ as a wildcard in either the Namespace Identifier or Namespace Specific String part.


	PushWL/TrustedPPG/<x>/PAInfo/<x>/CTInfo


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all content type related information.


	PushWL/TrustedPPG/<x>/PAInfo/<x>/CTInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push content types for a push application.


	PushWL/TrustedPPG/<x>/PAInfo/<x>/CTInfo/<x>/ContentType


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a content type (MIME media type [RFC2141]). MAY include ‘*’ as a wildcard.


	PushWL/TrustedPPG/<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	The Ext is an interior node where the vendor-specific information about the OMA_OMA-PUSH MO is placed (“vendor” means application vendor, device vendor etc.). Usually the vendor extension is identified by a vendor-specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include a non-standardized sub-tree.


	PushWL/TrustedSMSC


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The TrustedSMSC interior node is used to list the SMSC addresses from which push message content is trusted. It makes it possible to specify a plurality of addresses.


	PushWL/TrustedSMSC/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized SMSC addresses.


	PushWL/TrustedSMSC/<x>/Addr


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The Addr node holds the trusted SMSC E164 address.


	PushWL/TrustedSMSC/<x>/PAInfo

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all push application related information.


	PushWL/TrustedSMSC/<x>/PAInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push applications for a SMSC source address.


	PushWL/TrustedSMSC/<x>/PAInfo/<x>/AppId


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a Push Application Identifier: a URN [RFC2141] for an OMNA-registered push application value as defined in [PushAppId], or an unregistered URN value. MAY include ‘*’ as a wildcard in either the Namespace Identifier or Namespace Specific String part.


	PushWL/TrustedSMSC/<x>/PAInfo/<x>/CTInfo


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all content type related information.


	PushWL/TrustedSMSC/<x>/PAInfo/<x>/CTInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push content types for a push application.


	PushWL/TrustedSMSC/<x>/PAInfo/<x>/CTInfo/<x>/ContentType


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a content type (MIME media type [RFC2141]). MAY include ‘*’ as a wildcard.


	PushWL/TrustedSMSC/<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	The Ext is an interior node where the vendor-specific information about the OMA_OMA-PUSH MO is placed (“vendor” means application vendor, device vendor etc.). Usually the vendor extension is identified by a vendor-specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include a non-standardized sub-tree.


	PushWL/TrustedCBS


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The TrustedCBS interior node is used to list the CBS message identifiers from which push message content is trusted. It makes it possible to specify a plurality of message identifiers.


	PushWL/TrustedCBS/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized CBS message identifiers.


	PushWL/TrustedCBS/<x>/MessageId


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a CBS message identifier.


	PushWL/TrustedCBS/<x>/PAInfo

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all push application related information.


	PushWL/TrustedCBS/<x>/PAInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push applications for a CBS message identifier.


	PushWL/TrustedCBS/<x>/PAInfo/<x>/AppId


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a Push Application Identifier: a URN [RFC2141] for an OMNA-registered push application value as defined in [PushAppId], or an unregistered URN value. MAY include ‘*’ as a wildcard in either the Namespace Identifier or Namespace Specific String part.


	PushWL/TrustedCBS/<x>/PAInfo/<x>/CTInfo


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all content type related information.


	PushWL/TrustedCBS/<x>/PAInfo/<x>/CTInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push content types for a push application.


	PushWL/TrustedCBS/<x>/PAInfo/<x>/CTInfo/<x>/ContentType


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a content type (MIME media type [RFC2141]). MAY include ‘*’ as a wildcard.


	PushWL/TrustedCBS/<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	The Ext is an interior node where the vendor-specific information about the OMA-PUSH MO is placed (“vendor” means application vendor, device vendor etc.). Usually the vendor extension is identified by a vendor-specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include a non-standardized sub-tree.


	PushWL/TrustedMBMS


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The TrustedMBMS interior node is used to list the MBMS source addresses from which push message content is trusted. It makes it possible to specify a plurality of addresses.


	PushWL/TrustedMBMS/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized MBMS source addresses.


	PushWL/TrustedMBMS/<x>/Addr


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies addresses of different types, for example, an IP address or an URI. The type of address in the field can be determined on the AddrType node.


	PushWL/TrustedMBMS/<x>/AddrType


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	chr
	Get
	

	
	This leaf node specifies the type of NAP address supplied as the Addr leaf node value. If this node is omitted, the type of the Addr node value MUST be IPv4.
AddrType

Value of Addr node

IPv4 

An IPv4 address [RFC791] represented in string form dotted-decimal CIDR notation

Subnetwork addressing using the CIDR notation is allowed (e.g. 12.11.10.9/15) [RFC1918]

IPV4 is the default value of the AddrType node

IPv6

An IPv6 address represented in string form as in [RFC3513]

Subnetwork addressing using the CIDR notation is allowed [RFC2373]

URI

URI formed as in [RFC3986]




	PushWL/TrustedMBMS/<x>/PAInfo

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all push application related information.


	PushWL/TrustedMBMS/<x>/PAInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push applications for an MBMS source address.


	PushWL/TrustedMBMS/<x>/PAInfo/<x>/AppId


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a Push Application Identifier: a URN [RFC2141] for an OMNA-registered push application value as defined in [PushAppId], or an unregistered URN value. MAY include ‘*’ as a wildcard in either the Namespace Identifier or Namespace Specific String part.


	PushWL/TrustedMBMS/<x>/PAInfo/<x>/CTInfo


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all content type related information.


	PushWL/TrustedMBMS/<x>/PAInfo/<x>/CTInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push content types for a push application.


	PushWL/TrustedMBMS/<x>/PAInfo/<x>/CTInfo/<x>/ContentType


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a content type (MIME media type [RFC2141]). MAY include ‘*’ as a wildcard.


	PushWL/TrustedMBMS/<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	The Ext is an interior node where the vendor-specific information about the OMA-PUSH MO is placed (“vendor” means application vendor, device vendor etc.). Usually the vendor extension is identified by a vendor-specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include a non-standardized sub-tree.


	PushWL/TrustedBCAST


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The TrustedBCAST interior node is used to list the OMA BCAST source addresses from which push message content is trusted. It makes it possible to specify a plurality of addresses.


	PushWL/TrustedBCAST/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized OMA BCAST source addresses.


	PushWL/TrustedBCAST/<x>/Addr


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies addresses of different types, for example, an IP address or an URI. The type of address in the field can be determined on the AddrType node.


	PushWL/TrustedBCAST/<x>/AddrType


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrOne
	chr
	Get
	

	
	This leaf node specifies the type of NAP address supplied as the Addr leaf node value. If this node is omitted, the type of the Addr node value MUST be IPv4.
AddrType

Value of Addr node

IPv4 

An IPv4 address [RFC791] represented in string form dotted-decimal CIDR notation

Subnetwork addressing using the CIDR notation is allowed (e.g. 12.11.10.9/15) [RFC1918]

IPV4 is the default value of the AddrType node

IPv6

An IPv6 address represented in string form as in [RFC3513]

Subnetwork addressing using the CIDR notation is allowed [RFC2373]

URI

URI formed as in [RFC3986]




	PushWL/TrustedBCAST/<x>/PAInfo

	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all push application related information.


	PushWL/TrustedBCAST/<x>/PAInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push applications for a BCAST source address.


	PushWL/TrustedBCAST/<x>/PAInfo/<x>/AppId


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a Push Application Identifier: a URN [RFC2141] for an OMNA-registered push application value as defined in [PushAppId], or an unregistered URN value. MAY include ‘*’ as a wildcard in either the Namespace Identifier or Namespace Specific String part.


	PushWL/TrustedBCAST/<x>/PAInfo/<x>/CTInfo


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node is the root node for all content type related information.


	PushWL/TrustedBCAST/<x>/PAInfo/<x>/CTInfo/<x>


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	ZeroOrMore
	node
	Get
	

	
	This node contains the instances of authorized push content types for a push application.


	PushWL/TrustedBCAST/<x>/PAInfo/<x>/CTInfo/<x>/ContentType


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	This leaf node specifies a content type (MIME media type [RFC2141]). MAY include ‘*’ as a wildcard.


	PushWL/TrustedBCAST/<x>/Ext


	
	Status
	Tree Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	The Ext is an interior node where the vendor-specific information about the OMA-PUSH MO is placed (“vendor” means application vendor, device vendor etc.). Usually the vendor extension is identified by a vendor-specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include a non-standardized sub-tree.


The complete Device Description Framework of this Push management object can be found in [PUSHMO-DDF].
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