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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Enabler Release Document (ER) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_11, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[ERELD]
	“Enabler Release Document for SNeW”, Open Mobile Alliance™,
OMA-ERELD-SNeW-V1_0-20120222-D, URL:http://www.openmobilealliance.org/

	[SNeW-ER]
	“Social Network Web Enabler”, Open Mobile Alliance™, OMA-ER-SNeW-V1_0, URL: http:// www.openmobilealliance.org /


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.8, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_8, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	TestFest
	Multi-lateral interoperability testing event


3.3 Abbreviations

	API
	Application Programming Interface

	ER
	Enabler Release

	ETR
	IOP Enabler Test Requirements Document

	
	

	OMA
	Open Mobile Alliance

	SNEW
	Social Network Web

	WP
	White Paper

	
	


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler SNeW 1.0, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-SNeW 1.0: This Enabler Release document includes the requirements, architecture and technical specification of the SNeW enabler
Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for SNeW 1.0
This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler SNeW 1.0 
5. Test Requirements

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler SNeW 1.0
In this section, it should be defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table. Use cases are the main input to identify test requirements.

The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify whether it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)

The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature.

The following are the Feature Keys of SNeW 1.0 that should be tested. 

	Feature Key
	Description

	UAC
	User Activity

	UMG
	User Management Generic

	GMG
	Generic Management (Generic)

	DEV
	Device Specific

	GWR
	Gateway Specific

	SEC
	Security

	DAPI
	Device API (Out of scope in version 1.0 of the enabler)

	NAPI
	Network API


Table 1: Feature keys

5.1.1 Mandatory Test Requirements

Mandatory test requirements should cover those features and use cases that require validation in order to approve the enabler. These include areas with complex interactions between the different functional components of the enabler architecture or where the complexity of the specification(s) is such that there is some uncertainty that they have been correctly specified.

These features and use cases SHOULD cover mandatory and MAY recommend prioritisation of optional implementation features. If testing of some of the mandatory features is not required, then the ETR SHALL contains an explanation for their exclusion.
NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.1.1.1 Generic Mandatory Test Requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	UAC-001
	User activity of type:

     Posting of text as post or status

     Upload of multimedia content

     Share of links

     Perform check-in at locations
	To verify the activities described can be executed successful at the SNEW Server

	
	UAC-002
	User reaction of the type:

     Register a like of others activity

     Comment others activities
	To verify the reactions described can be successful registered at the SNEW Server

	
	UAC-003
	Follow of another user activities and reactions on own SN
	To verify the SN allows a user to follow another user activities and reactions record on his/her SN

	
	UAC-004
	Follow of another user activities and reactions on another OMA Compliant SN
	To verify the SN allows a user to follow another user activities and reactions record on another OMA compliant SN

	
	UAC-005
	Types of entities to perform activities and reactions:

      User

      Content

      Place

      Group

      Event
	To verify that the user can perform activities and / or reactions to the type of entities described

	
	UAC-006
	User ID as MSISDN
	To verify that the user can be identified with his/her MSISDN

	
	UAC-007
	User ID as an acct:URI
	To verify the SN can identify the user through his/her acct:URI

	
	UAC-008
	Usage of Push as notification in own SN
	To verify the SN uses Push-Mode correctly to notify users of activities they are following or reactions that happened in their own SN

	
	UAC-009
	Usage of Push as notification in another OMA compliant SN
	To verify the SN uses Push-Mode correctly to notify users of activities they are following or reactions that happened in another OMA compliant SN

	
	UAC-010
	Subscription to dynamic information
	To verify the subscription-mode for dynamic information (e.g. activities & reactions)

	
	UAC-011
	Share of links
	To verify the users can share links when browsing external sites

	
	UAC-012
	Private messages inside SN
	To verify an user can send private messages to other users inside the same SN

	
	UMG-001
	Create and delete an account and obtain an identity
	To verify the creation and deletion and obtain an identity on an OMA Compliant SN

	
	UMG-002
	Deletion of activities and reactions
	To verify a user can delete specific activities and reactions he/she performed previously

	
	UMG-003
	Update of activities and reactions
	To verify the update by a user of the activities and reactions he/she performed previously 

	
	UMG-004
	Search for a user identity
	To verify the search for a user identity within an OMA Compliant SN, e.g. based on email, name, or other attribute.

	
	UMG-005
	User’s profile discovery
	To verify the discovery of user's profile across OMA Compliant SNs based on user identity and according to user’s privacy settings.

	
	UMG-006
	Import and export of social information
	To verify an user can export all of his social information including profile, content and activities and import it into the same or another OMA compliant SN

	
	GMG-001
	Report of abuse
	To verify the reporting of abuse/inappropriate activities, reactions, content, users and applications providing a reason for the report.

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 2: Applicability Table for Generic Mandatory Test Requirements

5.1.1.2 Device Mandatory Test Requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DEV-001
	Communication support.
	To verify that different applications can run in a device to bidirectionally communicate with OMA Compliant SNs and, provided that the gateway functionality is supported, with External SNs

	
	DEV-002
	Centralized communication component
	To verify the component on the device which centralizes communications between device applications and the OMA Compliant SN and (through the gateway functionality) External SNs

	
	DEV-003
	Cache of information
	To verify the component on the device that locally caches information uploaded to or downloaded from an OMA Compliant SN / External SNs to make it available to local device applications.

	
	DEV-004
	Cache priority and policies
	To verify that the component on the device first accesses locally cached information on behalf of the device application and the policies relevant for that specific application, prior to have it retrieved from the network

	
	DEV-005
	Deletion and update of cache
	To verify that:

· when the information relates to a deleted action, that action is deleted from the local cache so that it is not available anymore to local device applications;

· when the information relates to an updated action, that action is updated in the local cache so that its new version becomes available to local device applications 

	
	DEV-006
	Queue management with status change
	To verify that the component on the device queues user’s activities and reactions when offline (or inaccessible due to server problems) and processes them automatically when back online (or accessible) removing them from the queue when processed, based on user preferences.

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 3: Applicability Table for Device Mandatory Test Requirements

5.1.1.3 Gateway Mandatory Test Requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	GWR-001
	Association to External SNs
	To verify that the user can associate his/her identity on External SNs with his/her SN account.

	
	GWR-002
	Deletion from External SNs
	To verify that the user can delete the association between his/her identity on External SNs and his/her SN account.

	
	GWR-003
	Import and aggregation of activities
	To verify the importing/aggregating at least the following information from the External associated SNs, when supported by the External SNs:

· user own activities (e.g. status update, link sharing, reactions, etc);

· friends activities.

	
	GWR-004
	External SNs selection 
	To verify that the user can select External SNs for Outbound interactions.

	
	GWR-005
	Actions in selected External SNs
	To verify that on the selected External SNs and when supported by the External SNs the posting of user own activities (e.g. status update, link sharing, reactions, content upload, etc).

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 4: Applicability Table for Gateway Mandatory Test Requirements

5.1.1.4 Security Mandatory Test Requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SEC-001
	Privacy level
	To verify that the user can define the privacy level of his activities or reactions to control visibility by other users, including at least:

· Public: accessible by all users;

· Private: accessible only by the user owning the information

· Followers: accessible only by the user’s followers

	
	SEC-002
	External applications authorization
	To verify that the user can grant and revoke permissions to access/manage part or all of his/her own related information, including activities and reactions

	
	SEC-003
	Authentication
	To verify the authentication mechanisms to authenticate requests among the various SNeW components (e.g. client-server, server-to-server), as well as with external applications interacting with the SNeW Enabler.

	Error Flow
	SEC-004
	Privacy level observation
	To verify the privacy level of activities or reactions is respected by the system

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 5: Applicability Table for Security Mandatory Test Requirements

5.1.2 Optional Test Requirements

Optional test requirements should cover those features and use cases that are not mandated to be tested, but it is still felt that their inclusion will enhance the quality of the enabler validation.

Additionally, important conformance test requirements MAY be listed.

These features and use cases SHOULD cover optional and MAY cover mandatory implementation features. In case a mandatory feature is listed here, the Feature Test Requirements column should provide an explanation why testing of this feature is not mandated.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.

5.1.2.1 Network API Optional Test Requirements

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NAPI-001
	Allowing of third-party applications API 
	To verify that the Network API allows third-party applications to perform activities and/or receive information/notifications with an OMA Compliant SN.

	
	NAPI-002
	Type of information and notifications to third-party applications API
	To verify that the Network API allows third-party applications to specify which kind of information it wants to receive and which kind of activities it wants to perform from/towards an OMA Compliant SN.

	Error Flow
	NAPI-003
	Authorisation of third party applications API
	To verify that the SNeW Network API ensures third-party applications need to be authorized before interacting.

	
	NAPI-004
	User authorisation to third-party API
	To verify that the SNeW Network API ensures that third-party applications obtain user authorization for the requested interactions.


Table 7: Applicability Table for Network API Optional Test Requirements

5.2 Backwards Compatibility

There is no previous version.
5.3 Enabler Dependencies

This enabler has dependency of the following enablers:
· Push 2.3
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	n/a
	No prior version


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-ETR-SNeW-V1_0
	22 Feb 2012
	All
	Updated template for baseline

	
	12 Mar 2012
	5
	Addition of the test requirements items

	
	13 Mar 2012
	4
	Removed the reference to the WP and the dependency on SIP Push after review at the 12th of March call.
Incorporated agreed CR#: OMA-CD-MobSocNet-2012-0024R01-CR_Updates_MSN_1.0_ETR.

	
	21 May 2012
	5.1.1 & 5.1.2
	Added the User Activity Items

	
	04 Jun 2012
	5.1.1 & 5.1.2
	Updated after the comments made in R&A MobSocNet-12-001 and also after the 4th of June call.
Incorporated agreed CR#: OMA-CD-MobSocNet-2012-0051R02-CR_Addition_of_User_Activity_testing.

	
	28 Jun 2012
	All
	Renamed MobSocNet to SNeW and global review.
Incorporated agreed CR#: OMA-CD-MobSocNet-2012-0075R01-CR_ETR_update_to_SNeW_

	Candidate Versions

	
	
	

	
	
	
	








( 2012 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestReqs-20120101-I]
( 2012 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-EnablerTestReqs-20120101-I]

