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1. Scope

This specification defines the protocol for delivery of content to a mobile terminal via SIP [RFC3261], referred to as OTA-SIP protocol. The protocol specified in this document is an application layer protocol that interacts with the SIP/IP core [IMSArch] to fulfil the Push over SIP service utilising 3GPP IMS and 3GPP2 MMD networks. 
The scope of this specification is to specify mechanisms for the following functionality within the architecture identified in [PushSIPArch]

2. References

2.1 Normative References

	[3GPP]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228 V6.5.0, Release 6, Mar. 2004

	[3GPP2]
	"All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2", 3GPP2 X.S0013-002-A, Revision A, Version 2.0, 3GPP2, 2004

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC3261]
	"SIP: Session Initiation Protocol". J. Rosenberg et al. June 2002. URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	"Session Initiation Protocol (SIP)-Specific Event Notification". A.B. Roach. June 2002. URL:http://www.ietf.org/rfc/rfc3265.txt

	[RFC3428]
	"Session Initiation Protocol (SIP) Extension for Instant Messaging". B. Campbell et al. December 2002. URL:http://www.ietf.org/rfc/rfc3428.txt

	[OMNA]
	"OMA Naming Authority". Open Mobile Alliance(.
http://www.openmobilealliance.org/tech/omna

	[PushMsg]
	"Push Message Specification". WAP Forum(.
WAP-251-PushMessage. URL: http://www.openmobilealliance.org/


2.2 Informative References

	[IMSArch]
	"Utilization of IMS capabilities Architecture", OMA-AD-IMS-V1_0-20050204-C URL:http://www.openmobilealliance.org/

	[PushSIPArch]
	"OMA-SIP-Push-Arch-V0_1-20050701-D", Open Mobile Alliance(.  URL:http//www.openmobilealliance.org/

	[PushOTA]

	"Push OTA Protocol", WAP Forum™, WAP-235-PushOTA, URL:http//www.openmobilealliance.org/

	[PushPAP]
	"Push Access Protocol", WAP-247-PAP, Open Mobile Alliance(.  URL:http//www.openmobilealliance.org/

	[WAP2]
	"WAP 2 Conformance Release", Open Mobile Alliance(. http://www.openmobilealliance.org/tech/affiliates/wap/

	[UAProf]
	"User Agent Profiling", Open Mobile Alliance(. http://www.openmobilealliance.org/tech/affiliates/wap/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions


	User - a user is a person who interacts with a user agent to view, hear, or otherwise use a rendered content. Also referred to as end-user.
User agent - a user agent (or content interpreter) is any software or device that interprets resources.  This may include textual browsers, voice browsers, search engines, etc.

3.3 Abbreviations


CPI

Capability and Preference Information

HTTP

Hypertext Transfer Protocol

IANA

Internet Assigned Numbers Authority

IP

Internet Protocol

MIME

Multipurpose Internet Mail Extensions

MMD

Multi-Media Domain

MMS

Multimedia Messaging Service

MSISDN

Mobile Station International Subscriber Directory Number

OMA

Open Mobile Alliance

OMNA

OMA Naming Authority

OTA

Over The Air 
PAP

Push Access Protocol

PI

Push Initiator

PPG

Push Proxy Gateway

QoS

Quality of Service

RFC

Request For Comments

SI

Service Indication

SIP

Session Initiation Protocol

SIR

Session Initiation Request

SL

Service Loading

TCP

Transmission Control Protocol

URI

Uniform Resource Identifier

URL

Uniform Resource Locator

WAP

Wireless Application Protocol

XML

Extensible Mark-up Language


	


4. Introduction
(Informative)

The push service defines a service to deliver content to a mobile device utilizing the OMA architecture; the SIP Push architecture [PushSIPArch] further defines the architectural context of this service. This specification defines the function required of the Push Sender and Receiver Agents.
In illustration:
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Figure 1: Push Sender and Receiver Agent

In general terms, the functionality defined in this specification will be referred to as ‘Over the Air SIP’ or ‘OTA-SIP’ but in fact to properly achieve push service it is necessary that the Push Sender and Receiver Agents interface with a SIP IP/Core network. An example of SIP IP/Core network definition is the 3GPP IMS [3GPP] and 3GPP2 MMD [3GPP2] networks. 

This specification will also make reference to specific SIP RFCs [RFC 3261] to further clarify the use of SIP for push service in the context of particular SIP IP/Core network definitions.
This specification encompasses the following:

· End to End Service Definition 

· Push using SIP Protocol definition 

· User addressing 

· Application addressing 

· Client capability negotiation for push service

· Push Payload: Content and header compression for transmission 

· Exchanging push control information between the push server agent and the push client.

· Authentication and authorization for push service

· The Push Receiver agent can make itself available for push from Sender agent
· Access independent and discovery.

· Mapping of OTA-SIP delivery status (e.g. SIP response code) to application level status information for communication to the initiator of the push, via the Push Sender agent.

· Mapping PAP request to SIP push (in the event that the Push Sender agent interface with [PushPAP])

5. End to End Push Service
(Informative)

Within the scope of this specification the end-to-end push service is concerned with the relationship between the Push Sender agent and the Push Receiver agent. There are three types of push to consider:

· Generic Push: Push is available towards user’s device, asynchronously, whilst the user is registered with the SIP/IP Core network (e.g. used to broadcast content to a large community of users, and for generic content2person applications); 

· “Trusted” Push: for pushing high value, trusted and certified information (e.g. device management/configurations, policies, based on terminal characteristics or user profile and related to application/service/user configuration)

· Selective Push: push can be used to provide content or application-related information in a personalized way, depending on user profile, user preferences or explicit interests, and device capabilities.

In delivering service for each of these types of push, within the context of SIP, more than one mechanism is required. The SIP-Based models re-used in this specification are based on subscription and paging.

In the SIP-based event subscription mechanism is described in [RFC3265] and allows for asynchronous notification of events during the duration of the subscription. Subscription is performed by a subscriber entity, which can refresh it periodically, whilst termination can be done either by subscriber or notifier entity. Once created, subscription provides a point-to-point, dedicated channel between Push Sender agent and the Push Receiver agent, for the Push Sender to send push content and information. 200 Ok for notifications may be interpreted as delivery notifications from the terminal without requiring extra signalling.

In the Paging through SIP can be provided through the MESSAGE method ([RFC3428]), which may be more appropriate in some usages. MESSAGE method was designed for multimedia instant messaging for limited-content size, since its path follows the signalling path.

6. Push Methods
(Normative)

6.1.1 MESSAGE Method

6.1.2 SUBSCRIBE/NOTIFY Method

6.2 Push Sender Agent 

The purpose of this function is to deliver push content to the over-the-air push client. Key elements of this function are selection of push method for each of type of delivery service such as selection of generic, trusted, and selective push, and message delivery. 

The Push Sender agent responsibilities include acting as an access point for content pushes from an SIP network to the push client, and everything associated therewith (authentication, etc).

In the case where push is to be realized over IMS or MMD [IMSArch], the Push Sender agent SHALL support OTA-SIP.  The Push Sender agent SHALL behave as an Application Server from the point of view of IMS.

The Push Sender agent SHALL support the ISC interface to the SIP/IP Core network [IMSARCH], as defined in as defined in as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.

The Push Sender agent MAY support the Rf/Ro interfaces for providing charging events, as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively. 

1. The Push Sender agent MAY support the Sh and Dh interfaces, as defined in as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively. 
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Figure 1:  Interfaces to SIP/IP Core network

6.3 Push Receiver Agent

The Push Receiver agent receives push content from a Push Sender agent and generates a response to an OTA-SIP request.  In the case where push is to be realized with IMS or MMD [IMSArch], the Push Receiver agent SHALL support OTA-SIP.

1. The Push Receiver agent SHALL support the Gm interfaces to the SIP/IP Core network [IMSARCH], as defined in as defined in as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively. 

7. Registration
(Normative)

8. Client Capability Negotiation
(Normative)

9. Push Payload 
(Normative)

What is/can be delivered and how can it be encoded; payload size limitations etc.

Definition of extended meta-data or refer back to [PushMsg] spec.

10. Application Addressing 
(Normative)

OMNA Registration reference 

11. User Addressing 
(Normative)

Example of user addressing; is there any expectation of managing address conversion from alternate forms of addressing (IP, PLMN, User)

Definition of SIP URL – should PAP be changed?

12. Push Control information
(Normative)

Protocol Definition & alternates; last push in a sequence

13. Authentication & Authorisation 
(Normative)

Protocol Definition & alternates

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-SIP-Push-V0_1-20050721-D
	21 July 2005
	-
	From input paper OMA-PUSH-2005-0032; OMA-PUSH-2005-0030; and emails

	
	
	
	

	
	
	
	


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].

B.1 Client Conformance Requirements

The table below enumerates the client conformance requirements. A client being any SIP user agent client wishing to receive push service.

	Item
	Function
	Reference
	Status
	Requirements

	
	
	
	
	


B.2 Server Conformance Requirements

The table below enumerates the server conformance requirements. A server being the Push Sender agent.

	Item
	Function
	Reference
	Status
	Requirements
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