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1 Reason for Change

This contribution proposes to add some relevant text for the detail description of CSTMF and SMMF functions in RCC.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree with the proposed text.
6 Detailed Change Proposal

4. Architectural Model

<< This section defines the release’s architectural model.  

Remove this section if no architectural work is part of the release. Subsections may also be removed if appropriate; this may be done after consultation with the architecture group.

The model identifies: a) all internal functional components of this release, and b) all of the communication relationships between the components of this release and with other enablers and applications (including those specifications not defined by OMA).

This section SHOULD contain a diagram of the architecture.  Diagrams in this section should contain logical entities only and not conflate logical entities with physical entities.  However, mobile terminals and networks may be shown because of their potential relevance in the design of the architecture.  Figure 1, Figure 2 (or a combination of them, if considered appropriate), are illustrative examples of an architectural diagram and should be modified to reflect this architecture.

Working Groups SHOULD re-use functions specified by other enablers.  Working Groups should consult other Architecture Documents and Specifications to identify any of this architecture’s functionality (e.g. its systems, subsystems, interfaces and/or reference points, etc) that is already specified. 

This section MAY include an explanation and/or diagram to show how this architecture relates to the various views as defined in  “Inventory of Architectures and Services”.  This diagram and explanation, however, are optional.  

DELETE THIS COMMENT >>

4.1 Dependencies

<< This section MUST enumerate all of the dependencies this architecture has.  Dependencies in this context include other enablers, specifications, etc. this release calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the depdency.  All of these references MUST also be included in Section 2.1.

The enumeration would be along the lines of a list with entries such as

    - IMAP binary extension [RFC3516]
where the reference (e.g. RFC3516 in this example) would link to the fully qualifed reference in section 2.1 table.

If this architecture has no dependencies, then this section only needs to contain a statement as such.

DELETE THIS COMMENT >>

.

4.2 Architectural Diagram
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Figure 1: RCC Architectural Diagram
4.3 Functional Components and Interfaces/reference points definition

4.3.1 Functional Components

This section identifies and describes the logical functional entities involved in RCC functional architecture.  The purpose of this section is to ensure that all possible functions are identified which are required to enable a RCC service.
The functions involved in RCC can be classified into three categories: client-side functions, server-side functions and external functions.

4.3.1.1 Server-side functions
4.3.1.1.1 Automatic Service Function (ASF)

ASF is responsible for automatic service activities within RCC platform. This function SHALL enable the RCC clients serving their own inquiries by following automatic guidance.  Typical implementation and deployment of ASF are IVR/IVVR or portal. Functions supported by ASF include:

· Automatic real-time interactive response: automatic real-time interactive response includes Interactive Voice Response (IVR), Interactive Voice/Video Response (IVVR).

· Automatic non-real-time interactive response: automatic non-real-time usually refers to text-alike services, such as text-based robot services, social-media automatic service, etc.

4.3.1.1.2 Manual Service Function (MSF)

MSF is responsible for manual service activities within RCC platform. This function SHALL enable RCC session/call, events and tasks managed, queued and distributed. Additionally, this function SHALL also support proper RCC Agents selecting for RCC Client. Typical implementation and deployment of MSF is CTI. Functions supported by MSF include:

· RCF queuing

· Internet information queuing
· RAF registration/de-registration

· RAF request of creating sub-agent.
4.3.1.1.3 Call -Session-Task Management Function (CSTMF)

CSTMF is responsible for call, session and task management activities within RCC platform. This function SHALL support calls, sessions and tasks management and distribution to ASF or MSF. Functions supported by CSTMF include:

· Call & Session management and distribution: The CSTMF supports to manage and control calls and sessions distributed from the underlying communication network, and distributes the calls and sessions to the ASF and MSF accordingly through interface RCC-3 and RCC-4.
· Task management and distribution: The CSTMF supports to manage and control tasks from RCF (e.g., text chatting), and distributes the tasks to the ASF and MSF accordingly through interface RCC-3 and RCC-4.
4.3.1.1.4 Social Media Management Function (SMMF)

SMMF is responsible for social media messages management activities within RCC platform. This function SHALL enable social media messages managed and routed to ASF and MSF for further processing. Typically, the SMMF is implemented and deployed as an isolated gateway. Functions supported by SMMF include:

· Media aggregation policy management: The policy for social media management includes (but not limited to) the types of social media, key words, author, filter criteria, etc. The SMMF supports to expose the policy configuration interface to both RCC platform functions and RCC Agent Function.
· Media information management and distribution:  When the SMMF aggregates social media messages from websites, the SMMF supports to filter the social media messages. The SMMF also supports to distribute the processed social messages to RCC platform.
· User-profile management: The SMMF supports to management profile information of both webpage content authors and the accounts information of the website, and provides the profile information to RCC platform functions.
4.3.1.2 Client-side functions
4.3.1.2.1 RCC Agent Function (RAF)

RAF is responsible for providing RCC Agent services within RCC Agent. This function SHALL support providing RCC Agent services to RCC clients through RCC platform. Functions supported by RAF include:

· Registration\de-registration to MSF: The RAF supports registration to the MSF through the interface RCC-2. During registration, the RAF specifies basic information of the RAF, including the profile information of the RAF, e.g., name, description, etc. Once the registration is successfully fulfilled, the MSF replies the RAF with a response. The RAF also supports de-registration from the RAF through the interface RCC-2.

· Update agent profile on MSF: The RAF supports update the profile of the RAF on MSF through the interface RCC-2. The RAF sends profile update request containing new profile parameters to the MSF. Once the update is successfully fulfilled, the RAF replies the RAF with a response.

· Login\logout to MSF: The RAF supports to login the MSF through the interface RCC-2. During login, the RAF sends a request containing user name and password to MSF, once the login is successfully fulfilled, the MSF replies the RAF with a response. The RAF also supports to logout from the MSF.

· Sub-agent creation: The RAF supports to request the MSF creating agent group which constitutes of sub-agents and a master agent (the creator MSF), through the interface RCC-2. The request contains parameters for the agent group, including the master agent identity, sub-agent identities, etc. As a consequence, the creator RAF becomes the master agent which cooperates with the sub-agents.

· Sub-agent management: The RAF supports to manage and set service policies for the agent group through the interface RCC-2 during and after the creation operation, including tasks distribution policy, right, concurrent number of tasks, etc. The RAF also supports to query and accept the account information of the agent group, including volume of business for both master agent and sub-agents.

· Settings: The RAF supports to request setting the status of the RAF to the MSF through the interface RCC-2. The status includes busy, available, away, etc.

· Comment to RCF: The RAF supports to comment the RCF through the interface RCC-2 after offering RCC services to the RCFs. The RAF comments the RCF on the request from the MSF and the comment information is transferred to the MSF through the interface RCC-2. 

· Score to RCF: The RAF supports to score the RCF through the interface RCC-2 after offering RCC services to the RCFs. The RAF scores the RCF on the request from the MSF and the score is transferred to the MSF through the interface RCC-2.
4.3.1.2.2 RCC Client Function (RCF)

RCF is responsible for acquiring RCC services within RCC Client. This function SHALL support interacting with RCC server-side functions and acquiring relevant automatic and\or manual services. In RCC, RCF supports various types: native client software, browser or traditional terminal (e.g., phone) without dedicated software.

· RCC service inquiry: The RCF supports to get RCC services from the CSTMF through the interface RCC-1 via various ways, e.g., fixed access, mobile access. The RCF can also get RCC services via multiple media channels, e.g., voice, video, text-chatting, email, etc.

· RAF selection: The RCF supports to select an appropriate RAF from a set of candidate RAFs provided by ASF through CSTMF when the RCF requests RCC manual services. The RCF determines the RAF based on relevant RCF information, including RCF identity, RCF comments, etc. Once the RCF selects one RAF, the RCF replies to the CSTMF with a response containing the selected RAF.

· Comment to RAF: The RCF supports to comment the RAF through the interface RCC-1 after acquiring RCC services offered by RAF. Comments are transferred to the CSTMF through the interface RCC-1.

· Score to RAF: The RCF supports to score the RAF through the interface RCC-1 after acquiring RCC services offered by RAF. Score is transferred to the CSTMF through the interface RCC-1.
4.3.1.3 External functions

4.3.1.3.1 Context Information Function (CIF)

CIF is responsible for providing context information (e.g., location, presence) to RCC platform through the interface RCC-6. This function SHALL support to provide context information of RCC client to RCC platform for supporting context-aware RCC services. And this function is out scope of RCC.
4.3.2 Interfaces Definition
4.3.2.1 RCC-1

This interface is exposed by CSTMF and can be used by RCF to acquire RCC services.

The functions supported by RCC-1 include:

· RCC-1 SHALL support to enable the CSTMF accepting RCC services requested by RCF.

· RCC-1 SHALL support to enable the CSTMF sending candidate RAF list to RCF.

· RCC-1 SHALL support to send the selected RAF from RCF to the CSTMF.

· RCC-1 SHALL support to send the comments and score specified by RCF to the CSTMF.
4.3.2.2 RCC-2

This interface is exposed by MSF and can be used by RAF to provide RCC services.

The functions supported by RCC-2 include:

· RCC-2 SHALL support to enable the RAF to register/de-register to MSF.

· RCC-2 SHALL support to enable the RAF to login/logout to MSF.

· RCC-2 SHALL support to enable the RAF to create\manage RAFs.
4.3.2.3 RCC-3

This interface is exposed by CSTMF and can be used by MSF to support manual services.

The functions supported by RCC-5 include:

· RCC-5 SHALL support to enable the CSTMF to accept request from MSF for context information of a call/session.

· RCC-5 SHALL support to enable the CSTMF to provide context information of a call/session to MSF.
4.3.2.4 RCC-4

This interface is exposed by CSTMF and can be used by ASF to interact with CSTMF for providing automatic services for RCC clients.

The functions supported by RCC-7 include:

· RCC-7 SHALL support to enable the CSTMF to dispatch call/session to ASF.

4.3.2.5 RCC-5

This interface is exposed by SMMF and can be used by ASF to interact with SMMF for providing social media based automatic services.

The functions supported by RCC-6 include:

· RCC-6 SHALL support to enable the SMMF to dispatch social media messages to ASF. 
4.3.2.6 RCC-6

This interface is exposed by Context Information Function, and can be used by CSTMF to get context information of a call/session to provide context-aware RCC services to RCC customers.

RCC-6 is out scope of RCC enabler.
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