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1 Reason for Contribution

To provide material to help bring the Policies discussion to a concensus.
2 Summary of Contribution

· Arguments in favour of having policies in STI 1.0
· Arguments against having policies in STI 1.0

· Feedback from

· BAC (Alastair)

· ARC

· IOP

3 Detailed Proposal

See after section 5.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

No recommendation, this is just input material to facilitate discussion on policies.  Note that I gathered this information from various emails I received.  Please prepare your arguments and counter-arguments.
SECTION A: Arguments for having policies in STI 1.0

1. ARC group already mentioned that if we had references to policies, we would need to actually define the policies in the STI specifications; otherwise, there could be interoperability problems.
2. If we don't define the policies parameters, we would anyway have to define the behaviour of the Transcoding Platform for certain situations, again to insure better inter-operability.

SECTION B: Arguments against the policies:

1. There is not enough time to do a thorough job at defining the policies
2. The policies should be proprietary configuration parameters in the Transcoding Platforms
3. Even if we define a basic set of policies, some other proprietary policies will be present and require some integration between Application Platform and the Transcoding Platform.

Some comments from Mobixell:

4. Regarding explicit policy parameters within the request (as opposed to policy reference) - This gives the Application Server the power to override behavior that is configured in the policy DB by the Transcoding Platform's operator. I think that this defeats some of the idea of a policy, which is a means of the transcoding operator to have some system-wide control over the service offered by him. This might also imply a security hole, if we consider policy as a resource that should be accessible only to the operator of the Transcoding Platform.
5. The IOP's claim about interoperability problems with Policy profile is similar to the-chicken-and-egg debate.  It seems that the IOP claim already assumes that the Policy's internal representation (hence supported features and algorithm logic) are part of the interface of a transcoding platform. However, our argument is that this is NOT part of the interface, but part of the internal logic of the transcoding platform, which should not be part of the first version of the interface. According to our approach, there is no problem of interoperability because the configuration of the Policy DB is not standardized and not expected to interoperate. The Application Server never needs to read the Policy descriptor from the policy DB, nor should it be allowed to write into it (this would probably considered a security breech). All it needs to know is how to reference a certain policy. So the only aspect which must still be standardized to avoid interoperability problems - is to well define the naming format of the Policy Ref (see section 7 below).  If this reference format is standard, it is enough to require that the Transcoding Platform can understand the Policy reference and properly read the policy from the Policy DB.
6. Even if you know precisely what is in the policy DB, you can still have two different implementations have a different output for the same request, simply because many of the transcoding parameters are optional, and do not have to be supported by each and every implementation.  Moreover - it is enough for two instances of the same implementation to have two different policies configured - which may result, again, in two different outputs. This does NOT mean interoperability problems. It just means different preference configurations. So if one accepts the IOP's claim about the policy URL causing interoperability problems, then he should probably also think that not having service discovery in STI 1.0 will cause similar interoperability problems.  And yet, we all agreed in Munich that Service Discovery requires a great deal of attention and cannot be included in STI 1.0, unless we are going to postpone its release date...
7. The current spec has a reference to predefined Capability Profile DB.  There is no definition of the exact format and contents of this DB.  It is not standardized and we agreed in Munich that it should not be standardized (at least not in STI 1.0). In the same manner there should be no problem with the Policy not being standardized in STI 1.0.

8. If we are forced to define a minimal set of Policy parameters for STI 1.0, then it would certainly not take into consideration all the complex aspects involved. We believe that it is better have a proper definition in STI 2.0 (and standardize only the Policy reference in STI 1.0) than having a missing/poor/minimal definition for STI 1.0, since this would probably call for backwards compatibility constraints when we come to properly define these issues in STI 2.0. Here is an example of details that must be addressed and require further study and discussion:  suppose we do accept PriorityOrder as part of the minimal set of policy fields in STI 1.0.  Then now we must address the questions of how exactly we express this field (MIME types ? Media types ? MIME types with parameters ? what about non-standard extension parameters ? what about multipart ? and recursive multipart ?) and what would be the default value of this field if it is absent (since it is optional) ?
9. The policy is especially important for complete message adaptation, where the transcoder has some degree of freedom to apply policy-based logic.  If the Application Server must have such a detailed control over each and every aspect of the transcoding - then it is probably smart enough to separate the media objects and send them in a single multi-job transaction request, and use the adapted media objects to compose whatever output message is appropriate for it, according to any policy parameters it chooses to apply.
10. We do agree that the format of the Policy reference should be standardized (e.g. use URL notation). I already noted about this issue in my e-mail from March 13, as quoted here:

 
==== start of quote =====

      Subject: Open Issues in STI spec

      ....

      ....

Section 5.1.5.1 (Using a Predefined Profile) - In the absence of a naming standard (or at least convention) for profile naming the application server is forced to have some transcoding-platform dependency.   Shouldn't we standardize an extensible naming convention?  (e.g. some kind of URL, or standard URL prefix)

      ==== end of quote =====

This issue was discussed on our conference call (see OMA-STI-2004-0039-Minutes_ConfCall_040323), but we did not have any action point on that, since it was decided to be discussed within the context of CR46.
So if CR46 is not accepted (i.e. Policy Reference) will remain as is - we will need to standardize it's naming format.
From Emblaze:

11. We already have a hierarchy of 4 levels for defining behavior: Transaction Profile, Transaction Params, Job Profile, Job Params. These give quite a lot of flexibility. Adding another layer of STANDARDIZED flexibility might increase the complexity of usage of the Transcoding Platform.
SECTION C: Email sent to IOP, BAC and ARC groups
I'm the chairman of the Standard Transcoding Interface SWG (BAC-STI) and I'm writing to seek advice on a deadlock situation we are currently faced with at STI.

The issue relates to "policies" in the STI specification.  The definition we have for policies is as follows:

“A set of rules that are specified by the Application Platform to the Transcoding Platform, that can be used to give general limitations and preferences as well as specific variations of the transcoding parameters up to the transcoding job granularity.”

As you may know, STI is a standardized transcoding interface; an Application Platform sends a request to the Transcoding Platform for some media elements (image, audio, video, etc) to be transcoded.

So far, in the specification work, only a PolicyRef parameter is defined, which basically means that it is a reference to a policies file stored somewhere which can be retrieved.  PolicyRef will probably be defined as a URI.

The issue we have is as follows:

Some think that a basic set of policies should be defined for STI 1.0 (whether stored in a referenceable file or passed as parameters in the STI interface) and some think that only PolicyRef should be in the spec, without defining any specific policy parameters or file structure, at least for STI 1.0.

Out of 8 companies participating in STI, 5 are for and 3 are against defining policy parameters in STI 1.0.

This does not constitute a majority either way.

There are various arguments on both sides.

The proponents think that not defining policies could result in interoperability issues, among other things.

Others think that these types of things should be configurable parameters in the Transcoding Platforms, and not parameters in the STI interface, and that given the limited time to try to have STI 1.0 ready, we should not include any specific policy definitions for now.
SECTION D: Initial Feedback from IOP chair and co-chair
My initial comments ... 

I'm inclined to agree with the side promoting the definition of the policy contents instead of just the mechanism; it would mean that there will be interoperability issues between application platforms and transcoding platforms that share policy format. For anyone else, it doesn't work. Without defining the policy in sufficient detail it's going to degenerate into an equal of a proprietary implementation.

The STI specification could be rejected by the IOP group if there are ambiguous scenarios.  These are usually discovered at the time of writing the test cases.  For example, a question would be raised by the IOP group: what should be the behaviour of the Transcoding Platform when the MIME type is not recognized?
Having just a framework (e.g. XML structure) for defining policies without actually defining policies is not usable by the IOP; no test cases can be written to use any undefined specific policies.

The argument of not having time within STI 1.0 for defining policies is not a valid one, since this work will probably have to be done when the IOP “rejects” the STI specification back to the STI group.  Better to do the activity now than to have to coordinate between the IOP and the STI group a t later point in time. 

There should be at least a minimum set of policies in STI 1.0 covering the most common policies.

SECTION E: Feedback from BAC chair (Alastair)
It seems to me that if you are to achieve interoperability either any policies have to be written in languages (a term used in the loosest meaning) that are understood by both the platform producing the policy for the transcoding to enforce/act upon and of course by the transcoding engine.

This can be achieved in two ways that I can think of quickly, a) someone, e.g. STI, defines such a language, or b) every vendor produces their language and has to support the other vendors languages as and when customers or circumstances occur. Clearly if OMA (STI) produces such a language it needs to be extensible so STI can evolve it, and vendors add to it which places additional requirements on the language.

Given this it doesn't seem to matter to me whether the policy is expressed by URI, in the header or in a file on the transcoding engine - the effect is the same.

So given this the question is whether the policies are the language or the policies are constructed using the elements and values etc of the language to describe such policies.

If the former then I agree you have a problem since you will need to define enough of them to meet the initial market needs. If however the latter the group needs not define the policies but only the language to construct the policies and a few policies could be used for illustrative purposes.

As for bringing the group together this seems a similar problem to that which has dogged the ARCH group re their policy work and we can take some inspiration from that I believe. While they have not closed on all issues they are getting close. I do not believe they have reached the point of defining a language or method to achieve it but only to the architectural means to enforce policy, e.g. flows etc. so you are definitely at the sharp end of this issue.

As a personal preference I believe we have to eventually get to a language (the parameters etc as you describe it) but understand this may be a tall order to complete in a hurry.

So the only way I can see to break this deadlock is 

a) to get the group to agree on a work program (language/constructs, example/real policies etc) that will enable the requirements for release 1 to be realized

b) use the procedural methods, like strive to consensus (rough consensus) on a way forward and if unsuccessful  and necessary resort to a vote. On that score you say 5:3 favor one direction. This is a majority but not 2/3rds so you have a path forward if you want it. 

SECTION F: Feedback from ARC chair
Thanks for contacting me on this issue. It is extremely interesting for ARCH not only because it is a current issue in your group and we want to help you, but also because ARCH talks very much about policies at the moment.

You may be aware that ARCH is working on the OSE (OMA Service Environment). Policy enforcement is a central topic in it. The OSE aims at providing guidelines for the target / future OMA architecture(s). It is not unlikely that it will contain normative statements. You may want to take a look at the latest draft at

http://www.openmobilealliance.org/ftp/PD/pending/OMA-Service-Environment-V1_0_0-20040526-D.zip

In the OSE, there are two concepts that seem to be of interest to your group regarding this issue:

1)

delegation of policy evaluation and enforcement to the EPEM enabler

2)

enablers should specify only their intrinsic function and reuse common functions from other enablers

This means that the best way for your group might be not to define any policy related entities, parameters, etc. but only your intrinsic function (transcoding).

The only drawback is that neither the OSE nor the EPEM is an approved document yet. We expect to have the OSE finalized soon after Bangkok. EPEM, however, is still in its requirements phase. This constitutes a timing issue. By relying on EPEM you would introduce a strong dependency on the EPEM guys. But it may be worth to think about it. Your group could even participate in the EPEM specifications work and contribute your ideas.

Because of this timing issue, nobody can expect you to follow this route. You have started your work before these other activities become relevant (approved). However, you may want to explore the possibilities.
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