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1 Reason for Contribution

This contribution is for presenting the use cases and the requirements for providing input and output media properties.
2 Summary of Contribution

3 Detailed Proposal

1.1 Use Case – Decision Based on What Transcoding Was Performed
1.1.1  ASK  \* MERGEFORMAT Short Description

An Application Service Provider may decide to take certain actions based on what transcoding was performed, i.e. the input vs the output media properties such as media type, codec, file size, width and height, etc. Examples of actions are: 

· Billing specific to transcoding performed (e.g. ASP-based transcoding services)

· Notification to end-user (e.g. download or MMS service)
· Decision on whether to deliver a media or not (e.g. download or MMS service)
1.1.2 Actors

The Application Service Provider
The Transcoding Platform Provider
1.1.2.1 Actor Specific Issues

The Application Service Provider wants detailed information about the input and output media properties in order to control the billing, notification, delivery decision,etc. 

1.1.2.2 Actor Specific Benefits

The Application Service Provider can implement more detailed billing based on the input and output media properties information.

The Application Service Provider can provide accurate notification to the end-user when certain actions were taken during a transcoding (e.g. media removal, major adaptation such as media type conversion from video to images, etc).
The Application Service Provider can decide not to deliver certain media types to certain subscribers based on the information received about the output media properties.

1.1.3 Pre-conditions

· The Application Service Provider has one or more Application Platforms that support the STI interface.
· The Application Service Provider has (or has access to) one or more Transcoding Platforms that support the STI interface.

· The Transcoding Platform supports the input and output media properties functionality.

· The Application Service Provider has some media that needs transcoding.
1.1.4 Post-conditions

· none
1.1.5 Normal Flow

1. The Application Platform sends a transcoding request to the Transcoding Platform with an indication to include the input and output media properties in the response.

2. The Transcoding Platform performs the transcoding.

3. The Transcoding Platform prepares the transcoding response which includes the input and output media properties.

4. The Transcoding Platform returns the response to the Application Platform.

5. The Application Platform uses the input and output media properties information received in the response to take appropriate actions (billing, notification, delivery, etc).

1.1.6 Alternate Flow

None

1.1.7 Operational and Quality of Experience Requirements

None

1.2 Use Case – Content Validation

1.2.1  ASK  \* MERGEFORMAT Short Description

A Network Provider (e.g. mobile network operator) may want to validate content that is sent or downloaded to a mobile phone. For example, it may be desirable to validate that a wallpaper purchased by a subscriber indeed contains an image of a certain format and a certain width and height in it. 

1.2.2 Actors

Eva, an end user with a browsing-capable and an MMS-capable handset. 

The Content Provider.

The Network Provider, here the mobile operator.

The Transcoding Platform Provider
1.2.2.1 Actor Specific Issues

The Network Provider wants to detect fraudulent Content Providers and avoid unnecessary delivery of media. 

1.2.2.2 Actor Specific Benefits

Eva knows immediately that the Content Provider is either fraudulent or that the error is with the Content Provider, not her Network Provider.

The Network Provider can avoid delivering fraudulent media which would have taken network resources.

The Network Provider can avoid delivering fraudulent media which would have resulted in a customer care call.
1.2.3 Pre-conditions

· The MMSC of the Network Provider supports the STI interface.

· The Network Provider has (or has access to) one or more Transcoding Platforms that support the STI interface.

· The Transcoding Platform supports content validation functionality.

1.2.4 Post-conditions

· none

1.2.5 Normal Flow

1. Eva browses the web site of a Content Provider through WAP and purchases a JPEG image that she will receive by MMS.  
2. The Content Provider sends the MMS to the MMSC of Eva’s Network Provider.

3. The MMSC of Eva’s Network Provider sends a validation request to the Transcoding Platform with the media that Eva purchased (JPEG image) or the multipart which includes the media.

4. The Transcoding Platform performs the validation and returns the response to the MMSC. 
5. The MMSC verifies that the media included is indeed what it claims it is, i.e. an image with the JPEG format, with a width and height not equal to zero, etc.

6. The MMSC delivers the MMS to Eva’s handset.
7. Eva receives the MMS and stores the image on her handset to be use as a wallpaper.
1.2.6 Alternate Flow 1
The result of the validation indicates that the content is not a JPEG file, but a text file with a few words in it.
5a. The MMSC verifies that the media included is indeed what it claims it is, and in this case, it is not.

6a. The MMSC sends a notification to Eva (SMS, email, etc) about the potential fraud.

7a. Eva receives the notification and contacts the Content Provider.
8a. Eva’s Network Provider can also contact or take actions against the Content Provider (blocking the site, etc)
1.2.7 Alternate Flow 2

3a. The MMSC of Eva’s Network Provider sends a transcoding request to the Transcoding Platform with the media that Eva purchased (JPEG image) or the multipart which includes the media, and also ask the Transcoding Platform to perform the validation on the media.

4a. The Transcoding Platform performs the transcoding and the validation and returns the response to the MMSC

5a. The MMSC verifies that the media included is indeed what it claims it is, i.e. an image with the JPEG format, with a width and height not equal to zero.
6a. The MMSC delivers the MMS to Eva’s handset
7a. Eva receives the MMS and stores the image on her handset to be use as a wallpaper.
1.2.8 Operational and Quality of Experience Requirements

None

1.3 Use Case – Virus Detection
1.3.1  ASK  \* MERGEFORMAT Short Description

A Network Provider (e.g. mobile network operator) may want to filter out viruses before content is sent or downloaded to a mobile phone.
1.3.2 Actors

Eva, an end user with a browsing-capable and an MMS-capable handset. 

The Content Provider.

The Network Provider, here the mobile operator.

The Transcoding Platform Provider
1.3.2.1 Actor Specific Issues

The Network Provider wants to detect viruses and avoid unnecessary delivery of media.
Eva wants to avoid receiving viruses on her mobile phone. 

1.3.2.2 Actor Specific Benefits

Eva is notified that a virus was found before it got to her handset.
The Network Provider can avoid delivering infected media which would have taken network resources.

The Network Provider can take pro-active actions regarding the source of the virus.
1.3.3 Pre-conditions

· The MMSC of the Network Provider supports the STI interface.

· The Network Provider has (or has access to) one or more Transcoding Platforms that support the STI interface.

· The Transcoding Platform supports content filtering functionality.

1.3.4 Post-conditions

· none

1.3.5 Normal Flow

1. Eva browses the web site of a Content Provider through WAP and purchases a JPEG image that she will receive by MMS.  

2. The Content Provider sends the MMS to the MMSC of Eva’s Network Provider.

3. The MMSC of Eva’s Network Provider sends a transcoding request to the Transcoding Platform with the multipart which includes the media that Eva purchased (JPEG image), and also request the Transcoding Platform to check for viruses.  Note that the checking for viruses may be configured to be done for all requests, or only when specified in the request itself.

4. The Transcoding Platform performs the transcoding and at the same time checks the content and detects that there are no viruses.

5. The Transcoding Platform returns the response to the MMSC.

6. The MMSC delivers the MMS to Eva’s handset.

7. Eva receives the MMS and stores the image on her handset to be use as a wallpaper.
1.3.6 Alternate Flow

4a. The Transcoding Platform performs the transcoding and at the same time checks the content and detects that one of the attachments contains a virus.

5a. The Transcoding Platform returns the response to the MMSC with the proper error information about the detected virus.

6a. The MMSC discards the MMS.

7a. The MMSC sends a notification to Eva (SMS, email, etc) about the virus-infected MMS not delivered.
8a.  Eva receives the notification and contacts the Content Provider.
9a.  Eva’s Network Provider can also contact or take actions against the Content Provider (blocking the site, etc)
1.3.7 Operational and Quality of Experience Requirements

None

1.4 Use Case – Content Filtering

1.4.1  ASK  \* MERGEFORMAT Short Description

A Network Provider (e.g. mobile network operator) may want to filter out certain types of content before it is sent or downloaded to a mobile phone. For example, a Network Provider may want to block: 

· Certain media types

· Certain file extensions
1.4.2 Actors

Eva, an end user with a browsing-capable and an MMS-capable handset. 

The Content Provider.

The Network Provider, here the mobile operator.

The Transcoding Platform Provider
1.4.2.1 Actor Specific Issues

The Network Provider wants to block certain types of media.
Eva wants to avoid receiving files that she did not request. 

1.4.2.2 Actor Specific Benefits

The Network Provider can avoid delivering certain types of media or file types that could affect mobile phones negatively.

1.4.3 Pre-conditions

· The MMSC of the Network Provider supports the STI interface.

· The Network Provider has (or has access to) one or more Transcoding Platforms that support the STI interface.

· The Transcoding Platform supports content filtering functionality.

1.4.4 Post-conditions

· none

1.4.5 Normal Flow

1. Eva browses the web site of a Content Provider through WAP and purchases a JPEG image that she will receive by MMS.  

2. The Content Provider sends the MMS to the MMSC of Eva’s Network Provider.

3. The MMSC of Eva’s Network Provider sends a transcoding request to the Transcoding Platform with the multipart which includes the media that Eva purchased (JPEG image), and also request the Transcoding Platform to block out certain types of files.  Note that the blocking of the files may be configured to be done for all requests, or only when specified in the request itself.

4. The Transcoding Platform performs the transcoding and at the same time checks for undesired content and does not detect any undesired file types in the MMS.

5. The Transcoding Platform returns the response to the MMSC with the transcoded media.

6. The MMSC delivers the MMS to Eva’s handset.

7. Eva receives the MMS and stores the image on her handset to be use as a wallpaper.

1.4.6 Alternate Flow

4a.  The Transcoding Platform performs the transcoding and at the same time checks for other undesired content and detects that there is an attachment of an undesired file type in the MMS.

5a.  The Transcoding Platform transcodes the JPEG image as necessary and deletes the undesired attachment.

6a.  The Transcoding Platform returns the response to the MMSC.  The response contains the proper warning that an undesired file has been removed.

7a.  The MMSC delivers the MMS to Eva’s handset.

8a.  Eva receives the MMS and stores the image on her handset to be use as a wallpaper.
1.4.7 Operational and Quality of Experience Requirements

None

Requirements

1. STI SHALL support a mechanism to request input media properties, output media properties, or both, in the transcoding request.
2. STI SHALL support a mechanism to include the input media properties, output media properties, or both, in the transcoding response.

3. STI SHALL support a mechanism to include a reference to the input media properties, output media properties, or both, in the transcoding response.

4. STI SHALL define an XML structure for reporting the input and output media properties.

5. STI SHALL support a mechanism for an Application Platform to send a content validation request to the Transcoding Platform.

6. STI SHALL support a mechanism for an Transcoding Platform to send a content validation response to the Application Platform.

7. STI SHALL support a mechanism to request content validation in the transcoding request.

8. STI SHALL support a mechanism to include content validation information in the transcoding response.

9. STI SHALL support a mechanism to request content filtering in the transcoding request.

10. STI SHALL support a mechanism to include content filtering information in the transcoding response.

11. STI SHALL allow the possibility to specify the type of filtering that should be done (e.g. virus, media type, file extension, etc)

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

VoiceAge Networks recommends to add the above use cases and requirements to the STI 1.1 RD.
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