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1 Reason for Change

This contribution proposes to add Application ID Generating to 5.1.2 Application Uploading and Auditing.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss this contribution and to apply the detailed change in the ER if agreed.
6 Detailed Change Proposal

Change 1:  Add Application ID Generating to section 5.1.2 after the first paragraph
5.1.2. Application Uploading and Auditing
The TAS Enabler SHALL allow developers to upload Applications and related information, such as Application name, type, keywords, proposed price, publish date, expiration date and charging option, etc.
The TAS Enabler SHALL be able to generate an application ID for the uploaded application .
The TAS Enabler SHALL be able to audit uploaded Applications and audit related information (e.g. name of the developer) according to the TAS service provider’s policies. The auditing process on uploaded Applications includes security checking, such as virus scanning and content screening. The auditing process on related information is to check whether the information submitted by the developer is authentic and complete.

The TAS Enabler SHALL be able to audit the related information of uploaded Applications according to the TAS service provider’s policies.
The TAS enabler SHOULD notify the developers of the outcome of the audit.

The TAS Enabler SHALL enable the TAS service provider to configure the policies which are used to audit Applications and related information.
The TAS Enabler SHALL support developers to submit multiple variants of the same application. (e.g.: an application might have a version for vendor A’s smartphone and another version for vendor A’s feature phone)
The TAS Enabler SHALL support developers to update their own uploaded applications (e.g.:submit a new version,including the software and related informations) in order  to improve the functions or add some new features. The new version may replace an old version, or they may both exist.

The TAS Enabler SHALL support developers to manage (e.g. view application’s status, modify related information, and delete their applications, etc) their own uploaded applications. A developer can search and view metadata associated to other developers’ applications.
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