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1 Reason for Change

This contribution proposes to 
1. add Authentication and Authorization procedures in Application Upload Flow. 
The reason is that the requirement of Security is clearly mentioned in 5.8.1 Authentication and 5.8.2 Authorization.
2. add application upload procedure in Application Upload Flow. Developer should start to upload application after receiving the Application upload response from Developer support.

3. complete the update procedure. When updating application, Developer support component also should audit the updated applications.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss this contribution and to apply the detailed change in the ER if agreed.
6 Detailed Change Proposal

Change 1:  Add  Authentication and  Authorization procedures and Application upload procedure to D.1.1 Application Upload Flow
D.1.1     Application Upload Flow
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This call flow is triggered by Developer. 
1. Developer sends Application Upload Request to Developer Support component, to upload application. The request may contain some contextual information such as:
· Developer ID
· Application ID, type, name, description, version 
· Upload time
· Effective date
· Expiry date
· Price
2. Developer support component sends Authentication Request to Developer to identify and authenticate the Developer.

3. Developer responds with Authentication Response to Developer support component.

4. Developer support component sends　Authorization  Request to TAS client to prevent unauthorized  access.
5. Developer responds with Authorization Response to Developer support component.
6. Developer Support component sends Application Upload Response to the developer.
7. Developer uploads application to Developer Support
8. Developer Support component audits uploaded application and audits related information (e.g. name of the developer) according to the TAS service provider’s policies. When to trigger the audit process depends on the Service Provider’s policy.
9. Optionally, Developer Support component notifies the developer of the outcome of the audit. 
10. 
11. 

Change 2:  Add  a new section for application update Flow
D.1.3     Application Update Flow
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This call flow is triggered by Developer. 
1. Developer sends request to update their own uploaded applications (e.g. : submit a new version, including the software and related information) in order  to improve the functions or add some new features.
2. Developer support component sends  Authentication Request to Developer to identify and authenticate the Developer.

3. Developer responds with  Authentication Response to Developer support component.

4. Developer support component sends Authorization  Request to TAS client to prevent unauthorized  access.
5. Developer responds with  Authorization Response to Developer support component.
6. Developer Support component returns the Application Update Response to the developer. 
7. Developer upload updated applications to Developer Support
8. Developer Support component audits uploaded application and audits related information (e.g. name of the developer) according to the TAS service provider’s policies. When to trigger the audit process depends on the Service Provider’s policy.
9. Optionally, Developer Support component notifies the developer of the outcome of the audit.
End of change
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