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Change Request

	Title:
	Flow of Malicious Application Report 
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	CD

	Doc to Change:
	OMA-ER-TAS-V1_0-20110309-D

	Submission Date:
	11 April  2011

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Rachelle Yang , HTC Corp, rachelle_yang@htc.com
Yinyeh Tseng, HTC Corp, yinyeh_tseng@htc.com

	Replaces:
	n/a


1 Reason for Change

Provide a Flow of Malicious Application Report  in Appendix D  to realize the concept of Blacklists for 5.1.10 applications and developers 
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss this contribution and to apply the detailed change in the ER if agreed.
6 Detailed Change Proposal

Change 1:  Add one more section  D.1.4. in Appendix for Malicious Application Report Flow
D.1.4  Malicious Application Report Flow
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This call flow is triggered by TAS Client’s internal execution logic. 
1.  TAS Client sends Malicious Application Report to Storefront, to provide information on Malicious applications they have used. 
The Report may contain some contextual information such as:
· User ID
· Application ID
· Comment 
(eg: reason to Report this Malicious Application, or suggestion to handle this  Malicious Application.)
2.  Storefront records the Malicious Application Report from TAS Client and verifies whether the application is malicious according to TAS service provider’s policy.
3.  Storefront responds TAS Client with Malicious Application Confirm to ascertain this report is correctly received.
4 Storefront sends Malicious Application notification to Developer Support to inform the malicious appplication.
The Notification may contain some contextual information such as:
· Application ID
· Comment 
(eg:  reason why this Malicious Application is identified, suggestion to handle this Malicious Application.)
5. Developer Support responds Storefront with Malicious Application Notification Response to ascertain this notification is correctly received.
End of change
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