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1 Reason for Change

This contribution proposes UCD server.

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the CR.
6 Detailed Change Proposal

6.3.1 UCD Enabler Functional Components
6.3.1.1 UCD Server

The UCD Server is an UCD Enabler component resident in the network (outside the device) and is the entry point to the enabler for all the requests coming from an UCD Client. It represents the central node of an OMA Compliant cloud storage system that federates or interacts with 3rd party cloud storage providers which are UCD Compliant service providers or non-UCD Compliant service provider.
The UCD Server exposes interfaces include UCD-1, UCD-2, UCD-3 and UCD-4.
It exposes UCD-1 interface to handle requests from UCD Client. 
The UCD-2 interface is used to handle requests from other UCD Compliant Server which can be in remote site of same service provider or other federated OMA-Compliant cloud storage system. The UCD Server also uses UCD-2 exposed by other UCD Compliant Servers for federation of unified cloud storage service.
The UCD Server exposes Network APIs to 3rd party applications (UCD Enabled Applications) through the UCD-3 interface in order to exchange cloud storage service information requested by these applications. Through UCD-3 interface the UCD Server is responsible for handling requests from UCD Enabled Applications related to local users (under his authority). Other OMA network-side enablers can reuse UCD capabilities through UCD-3 interface.
The UCD Server exposes UCD-4 to handle requests from UCD SP’s Portal.

The core function is the main functionality of the UCD Server responsible for providing unified cloud storage service to the end user. It provides application/service management, storage resource pooling and management, account management. The UCD Server handles the service requests and invokes the storage resource of self service provider to access user data/files, or invokes other UCD Compliant service provider through UCD-2 or other non-UCD Compliant service provider through gateway function.
The UCD Server can through different APIs or proprietary interfaces to access storage resource, such interfaces can be block-based interfaces, file-based interfaces, object-based interfaces, or database-based interfaces.
The gateway function is an optional functionality responsible for interacting with External cloud storage systems. It enables users to interconnect with external cloud storage system s on which they already have an account using the proprietary interfaces of such networks. The gateway function implements the required protocol & data format translation capabilities in relation with the supported cloud storage systems. 
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