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1 Reason for Change

As for interface UCD-1, all messages between Master UCD Server and Slave UCD Server are redirected by UCD Client through HTTP message 302. This contribution is to improve message description in section 9.1.
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

N/A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the CR.
6 Detailed Change Proposal

Change 1:  To improve message description in section 9.1

9.1.2.4 SSO Login 

9.1.2.4.1 SSO Login Request and Response

The UCD Client send  SSO login request to UCD Server to log in to the slave UCD Server by using the SSO mechanism. 

A root element named SSOLoginRequest of type SSOLoginRequest is allowed in the request body.

 A root element named SSOLoginResponse of type SSOLoginResponse is allowed in the response body.
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The following table describes the elements of a SSOLoginRequest structure.

	Element
	Type
	Cardinality
	Description

	userIdS 
	String
	1
	The user identifier in the Slave UCD Server

	ssoToken
	String
	0…1
	If SSO token is empty or invalid, the UCD Sever MUST redirect UCD Client to get a valid SSO token before allowing to access services.


Table 22: SSOLoginRequest structure
The following table describes the elements of a SSOLoginResponse structure.
	Element
	Type
	Cardinality
	Description

	result
	Result
	1
	The result of the request processing.


Table 23:  SSOLoginResponse structure
9.1.2.4.1 Authn Request and Response
Subsequent to SSOLoginRequest to Slave UCD Server without a valid SSOToken, the Slave UCD Server redirects AuthnRequest through UCD Client to Master UCD Server to get SSOToken. After successful operation, Master UCD Server redirects AuthnResponse through UCD Client to Slave UCD Server. 

A root element named AuthnRequest of type AuthnRequest is allowed in the request body.

 A root element named AuthnResponse of type AuthnResponse is allowed in the response body.
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The following table describes the elements of an AuthnRequest structure.

	Element
	Type
	Cardinality
	Description

	NameIdentifier
	String
	1
	NameIdentifier will be the user identifier in the slave UCD Server (i.e., userIdS)

	ProviderID
	anyURI
	1
	ProviderID will be the address of the Master UCD Server (i.e., serverIdM)


Table 24: AuthnRequest structure
The following table describes the elements of an AuthnResponse structure.

	Element
	Type
	Cardinality
	Description

	ProviderID
	anyURI
	1
	ProviderID will be the address of the Master UCD Server(i.e., serverIdM) 

	Assertion
	AssertionType [SAML: Assertions and Protocol]
	1
	The result of the request processing, authentication assertions including ssoToken will be generated after successful authentication.


Table 25: AuthnResponse structure

9.1.2.5 Logout 

9.1.2.5.1 Single Logout Request and Response
The UCD Client send  single logout request to UCD Server to logout from all the UCD Servers.

A root element named SingleLogoutRequest of  type SingleLogoutRequest is allowed in the request body.

 A root element named SingleLogoutResponse of type SingleLogoutResponse is allowed in the response body.
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The following table describes the elements of a SingleLogoutRequest structure.

	Element
	Type
	Cardinality
	Description

	userId
	String
	1
	userId will be one of followings: 

1) userIdM: the user identifier in the Master UCD Server when requesting Logout from Maser UCD Server to Slave UCD Server
2) userIdS: the user identifier in the slave UCD Server when requesting logout from Slave UCD Server to Master UCD Server
Editor’s Note: to check whether to have multiple userIdS when logout from UCD Master Server

	serverId
	anyURI
	1
	The address of the Master UCD Server (when SingleLogoutRequest initiated at the Slave UCD Server)  or the address of the Slave UCD Server (when SingleLogoutRequest initiated at the Master UCD Server)  associated with userIdM or userIdS

Editor’s Note: to check whether to have multiple serverId when logout from UCD Master Server


Table 26:  SingleLogoutRequest structure

The following table describes the elements of a SingleLogoutResponse structure.
	Element
	Type
	Cardinality
	Description

	result
	Result
	1
	The result of the request processing.


Table 27:  SingleLogoutResponse structureIdentity
9.1.2.5.2 LogoutRequest and Response
Subsequent to SingleLogoutRequest, the UCD Server-1 redirects LogoutRequest through UCD Client to UCD Server-2 to log out. After successful operation, UCD Server-2 redirects LogoutResponse through UCD Client to UCD Server-1. 

If UCD Server-1 is a Master UCD Server, UCD Server-2 will be a Slave UCD Server, vice versa. 
A root element named LogoutRequest of type LogoutRequest is allowed in the request body.

 A root element named LogoutResponse of type LogoutResponse is allowed in the response body.
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The following table describes the elements of a LogoutRequest structure.

	Element
	Type
	Cardinality
	Description

	NameIdentifier
	String
	1
	NameIdentifier will be one of followings: 

1) userIdM: the user identifier in the Master UCD Server when requesting Logout from Maser UCD Server to Slave UCD Server
2) userIdS: the user identifier in the slave UCD Server when requesting logout from Slave UCD Server to Master UCD Server

	ProviderID
	anyURI
	1
	ProviderID will be one of followings:

1) serverIdM: the address of the Master UCD Server when requesting Logout from Maser UCD Server to Slave UCD Server
2) serverIdS: the address of the Slave UCD Server when requesting logout from Slave UCD Server to Master UCD Server


Table 28: LogoutRequest structure
The following table describes the elements of a LogoutResponse structure.

	Element
	Type
	Cardinality
	Description

	ProviderID
	anyURI
	1
	ProviderID will be one of followings:

1) serverIdM: the address of the Master UCD Server when responding Logout from Maser UCD Server to Slave UCD Server
2) serverIdS: the address of the Slave UCD Server when responding logout from Slave UCD Server to Master UCD Server

	Status
	String
	1
	The status/result of the request processing.


Table 29: LogoutResponse structure
9.1.2.6 Identity Federation 

9.1.2.6.1 Federation Request and Response

The UCD Client send identity federation request to UCD Server to federate the slave user account with master user account. 

A root element named IdentityFederationRequest of  type IdentityFederationRequest is allowed in the request body.

 A root element named IdentityFederationResponse of typeIdentityFederationResponse is allowed in the response body.
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The following table describes the elements of an IdentityFederationRequest structure.

	Element
	Type
	Cardinality
	Description

	userIdM
	String
	1
	The user identifier in the Master UCD Server

	userIdS
	String
	1
	The user identifier in the slave UCD Server

	serverIdM
	anyURI
	Choice
	The address of the Master UCD Server hwhen requesting federation to Slave UCD Server

	serverIdS
	anyURI
	Choice
	The address of the Slave UCD Server when requesting federation to Master UCD Server


Table 30: IdentityFederationRequest structure
The following table describes the elements of an IdentityFederationResponse structure.
	Element
	Type
	Cardinality
	Description

	serverId
	anyURI
	1
	serverId will be one of followings:

1) serverIdM: the address of the Master UCD Server when responding identity federation from Maser UCD Server to Slave UCD Server
2) serverIdS: the address of the Slave UCD Server when responding identity federation from Slave UCD Server to Master UCD Server

	result
	Result
	1
	The result of the request processing.

	ssoToken
	String
	0…1
	If identity federation is successfully done, ssoToken will be generated and responded to UCD Client.


Table 31: IdentityFederationResponse structure
9.1.2.6.2 RegisterNameIdentifier Request and Response

Subsequent to IdentityFederationRequest, the UCD Server-1 redirects RegisterNameIdentifierRequest through UCD Client to UCD Server-2 to federate the slave user account with master user account. After successful operation, UCD Server-2 redirects RegisterNameIdentifierResponse through UCD Client to UCD Server-1. 

If UCD Server-1 is a Master UCD Server, UCD Server-2 will be a Slave UCD Server, vice versa. 
A root element named RegisterNameIdentifierRequest of type RegisterNameIdentifierRequest is allowed in the request body.

 A root element named RegisterNameIdentifierResponse of type RegisterNameIdentifierResponse is allowed in the response body.
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The following table describes the elements of a RegisterNameIdentifierRequest structure.

	Element
	Type
	Cardinality
	Description

	IDPProvidedNameIdentifier
	String
	1
	The user identifier userIdM in the Master UCD Server

	SPProvidedNameIdentifier
	String
	1
	The user identifier userIdS in the slave UCD Server

	ProviderID
	anyURI
	1
	ProviderID will be one of the followings:

1) serverIdM: the address of the Master UCD Server when requesting federation to Slave UCD Server
2) serverIdS: the address of the Slave UCD Server when requesting federation to Master UCD Server


Table 32: RegisterNameIdentifierRequest structure
The following table describes the elements of a RegisterNameIdentifierResponse structure.

	Element
	Type
	Cardinality
	Description

	ProviderID
	anyURI
	1
	ProviderID will be one of followings:

1) serverIdM: the address of the Master UCD Server when responding identity federation from Maser UCD Server to Slave UCD Server
2) serverIdS: the address of the Slave UCD Server when respondingidentity federation from Slave UCD Server to Master UCD Server

	Status
	String
	1
	The status/result of the request processing.
If identity federation is successfully done, ssoToken will be generated and responded to UCD Client included in Status.


Table 33: RegisterNameIdentifierResponse structure
9.1.2.7 Identity Defederation 

9.1.2.7.1 Identity Defederation Request and Response

The UCD Client send identity defederation request to UCD Server (Master UCD Server or Slave UCD Server) to defederate the slave user account with master user account. 

A root element named IdentityDefederationRequest of type IdentityDefederationRequest is allowed in the request body.

 A root element named IdentityDefederationResponse of typeIdentityDefederationResponse is allowed in the response body.
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The following table describes the elements of an IdentityDefederationRequest structure.

	Element
	Type
	Cardinality
	Description

	userIdM
	String
	1
	The user identifier in the Master UCD Server

	userIdS
	String
	1
	The user identifier in the Slave UCD Server

	serverIdM
	anyURI
	Choice
	The address of the Master UCD Server when requesting defederation to the Slave UCD Server userIdS

	serverIdS
	anyURI
	Choice
	The address of the Slave UCD Server when requesting federation to Master UCD Server


Table 34: IdentityDefederationRequest structure
The following table describes the elements of an IdentityDefederationResponse structure.
	Element
	Type
	Cardinality
	Description

	result
	Result
	1
	The result of the request processing.


Table 35: IdentityDefederationResponse structure
9.1.2.7.2 FederationTerminationNotification
Subsequent to IdentityDefederationRequest, the UCD Server-1 redirects FederationTerminationNotification through UCD Client to UCD Server-2 to terminate the federation of the slave user account with master user account. 

If UCD Server-1 is a Master UCD Server, UCD Server-2 will be a Slave UCD Server, vice versa. 
A root element named FederationTerminationNotification of type FederationTerminationNotification is allowed in the request body.
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The following table describes the elements of a FederationTerminationNotification structure.

	Element
	Type
	Cardinality
	Description

	NameIdentifier
	String
	1
	NameIdentifier will be one of the followings:

1) userIdM: The user identifier in the Master UCD Server when requesting defederation from Master UCD Server to Slave UCD Server

2) userIdS: The user identifier in the slave UCD Server when requesting defederation from Slave UCD Server to Master UCD Server

	ProviderID
	anyURI
	1
	ProviderID will be one of the followings:

1) serverIdM: the address of the Master UCD Server when requesting defederation from Master UCD Server to Slave UCD Server
2) serverIdS: the address of the Slave UCD Server when requesting defederation from Slave UCD Server to Master UCD Server


Table 36: FederationTerminationNotification structure
Editor’s Note: the specify the relationship with LA specificcation
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