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1 Reason for Change

This CR proposes to modify the HTTP binding.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the CR.
6 Detailed Change Proposal
Change 1: modify section 4

8 Protocol Binding
8.1 HTTP Binding
8.1.1 General
The UCD Client and the UCD Server SHALL support Hypertext Transfer Protocol version 1.1 (HTTP1.1 [RFC2616]) for UCD-1 interface.
The UCD Server SHALL support XML and JSON content types. The UCD Client SHALL support at least one of XML and JSON content types.  
8.1.1.1 Media Type
The UCD Client and UCD Server SHALL support HTTP requests and responses formatted as entity-bodies with the following media types:

· application/json 
· application/xml
The namespace for the UCD data types is: “urn:oma:xml:ucd:1.0”.

· multipart/form-data 

The “Application/ multipart/form-data” MIME type is used when the HTTP message body includes several parts of the data, typically the multipart data are message structure defined for UCD-1 interafce and miultimedia content of the file. 
To represent the differente categories of message parts in a multipart/form-data message, the following is defined:

1. Root fields as described above SHALL be included as a single form field with a MIME body with:

Content-Disposition: form-data; name=”root-fields”

Content-Type: <Corresponding Content type>

Allowed content types for the root fields are:
· application/xml
· application/json
2. Multimedia contents (file, file thumbnail, etc.) SHALL be included using one of the following  options:
a. When the message contains only one file content item: By including a MIME body with: 
Content-Disposition: form-data; name=“attachments”, filename=“<Name of the file>” 
Content-Type: <Corresponding Content-Type>
b. When the message contains only one filesegment  content item: By including a MIME body with: 
Content-Disposition: form-data; name=“attachments”, filename=“<Name of the file_segmentID>” 
Content-Type: <Corresponding Content-Type>
c. When the message contains only file thumbnail item: By including a MIME body with:
Content-Disposition: form-data; name=“attachments”, filename=“thumbnail” 
d. Content-Type: <Corresponding Content-Type>When the message contains more than one content item: By including a form-field with a MIME body with:

Content-Disposition: form-data; name=“attachments” 

Content-Type: multipart/mixed

Then, the possible file content SHALL be included as subparts, with:

Content-Disposition: attachment; filename=“<Name of the file>” 
Content-Type: <Corresponding Content-Type>
Then, the possible file segment content SHALL be included as subparts, with:

Content-Disposition: attachment; filename=“<Name of the file_ segmentID >” 
Content-Type: <Corresponding Content-Type>Then the possible file thumbnail SHALL be included as subparts, with:

Content-Disposition: attachment; filename=“thumbnail” 
Content-Type: <Corresponding Content-Type>
3. For every MIME body part and subparts, it is possible to include other parameters (Content-Description, Content-Transfer-Encoding, Content-ID), etc.
8.1.1.2 HTTP Method
All the request messages SHALL be send as HTTP POST method requests. 
The following optional Headers may be included in the request messages.

· the UCD Server address in the request line

· the Host request-header set to the hostname or IP address of the UCD Server
· the User-Agent request-header set to identify the host device (e.g. “vendor-model/version”), and the name and version of the sender as user agent initiating the request.

· the Accept request-header with value “application/xml” or “application/json” as applicable

· the Accept-Encoding request-header with value per the supported HTTP compression encodings, i.e. deflate and / or gzip

· the Accept-Language request-header with value per the supported HTTP supported languages (e.g. en, *)
· the Accept-MsgSize is the maximum message size that terminal can handle.
· the Content-Length entity-header set to the length of the entity-body

· the Content-Type entity-header with value “application/xml”,  or “application/json” 

· the UCD-1 message(s) as message-body
If any of these headers are not present in the response to the request, the receiver SHALL assume their default values.

All the response messages SHALL be sending as response to the corresponding request as specified by the HTTP 1.1  including:

· Status-Line header reflects the outcome of the HTTP POST request

· the ETag entity-header set to a unique value within the scope of the UCD Server.

· the Content-Encoding entity-header set to the type of HTTP compression applied, if any

· the Content-Length entity-header set to the length of the entity-body

· the Content-Type entity-header with value “application/xml or “application/json”, as applicable
· the UCD-1 message(s) as message-body, if the transaction is successful
8.1.1.3 HTTP Response Codes

The HTTP respons codes and the descriptions of the response codes see [RFC2616]. 
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