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1 Reason for Change

This contribution proposes to slove CONRR ER comments: A093, A097, A100, A101, A102, A103, A104, A105, A106.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the CR.
6 Detailed Change Proposal
Change 1:  Section 5 Requirements
	UCD-HLF-007
	The UCD Enabler SHOULD support charging function.
	1.0


	UCD-MG-002
	The UCD Enabler SHALL support the differentiation of end user accounts including one master account and other slave accounts.
	1.0


	UCD-FM-011
	The UCD Enabler MAY support files/file folders retention function subject to policy management. During retention period, the files/file folders can not be deleted or modified. The retention start time and duration are configurable.
	1.0


	UCD-FM-012
	The UCD Enabler MAY support file/file folder auto-deletion function subject to policy management. The system automatically deletes files/file folders after the life time of the file/file folder expires. The life time is configurable.
	1.0




	UCD-FM-015
	The UCD Enabler MAY support revision control functionsubject to policy management.

	1.0




	UCD-FM-016
	The UCD Enabler MAY support duplicated file deletion function subject to policy management. The UCD Enabler keeps one copy of the files of interest and deletes the other duplicated files.
	1.0


	UCD-FM-018
	The UCD Enabler MAY support compression of inactive files (i.e. files unused for certain period) subject to policy management.
	1.0


	UCD-AM-001
	The UCD Enabler SHALL support to manage UCD compliant 3rd party applications, including but not limited to:

- create the application with application name, quota requested etc. 
- modify the application

- delete the application

- display the application information

- suspend and resume the application

- list the applications
	DELETED

	UCD-AM-002
	The UCD Enabler SHALL support to manage the profiles of the applications, including but not limited to:

- application credentials (e.g. application name ,application  id and secret) 

- quota
- policies information
	
1.0

	UCD-AM-003
	The UCD Enabler SHALL support to manage the application policies, including but not limited to:

- duplicated files deletion option
- compress inactive files option

- physically isolated storage option
- number of redundant copies of files and  distribution on different storage node option 

- flow control information (including upload and/or download flow)
The application policy overwrites the system policy when conflict.
	
1.0

	UCD-AM-004
	The UCD Enabler SHOULD support retrieval of the operation logs for the specified application. 
	DELETED 



Change 2:  Section 7 Procedures
7.2.1.3 User Identity Federation

End user has selected which UCD Server as her/his Master UCD Server and which UCD Server as her/his Slave UCD Server. 

End user wants to make her/his account in Slave UCD Server federate with her/his account in Master UCD Server.

End user has logged in Master UCD Server or Slave UCD Server. 

If end user logs in Master UCD Server, identity federation request is initialled at Master UCD Server:

· UCD Client SHALL send the message IdentityFederationRequest to Master UCD Server defined in section 9.1.2.6.1 including user identifier.
· After receiving the message IdentityFederationResponse defined in section 9.1.2.6.1, UCD Client SHALL extract the parameter result to verify if this identity federation request is successful. If successful, UCD Client SHALL extract the parameter ssoToken and keep it for SSO request later.
If end user logs in Slave UCD Server, identity federation request is initialled at Slave UCD Server:

· UCD Client SHALL send the message IdentityFederationRequest to Slave UCD Server defined in section 9.1.2.6.1 including user identifier.
· After receiving the message IdentityFederationResponse defined in section 9.1.2.6.1, UCD Client SHALL extract the parameter result to verify if this identity federation request is successful. If successful, UCD Client SHALL extract the parameter ssoToken and keep it for SSO request later.
7.2.1.4 User Identity Defederation
End user wants to defederate his/her account in Slave UCD Server from his/her account in Master UCD Server.

If end user has logged in Master UCD Server, identity defederation request is initialled at Master UCD Server:

· UCD Client SHALL send the message IdentityDefederationRequest to Master UCD Server defined in section 9.1.2.7.1 includes user identifier.
· UCD Client SHALL receive the message IdentityDefederationResponse defined in section 9.1.2.7.1 from Master UCD Server to confirm the defederation. 
If end user has logged in Slave UCD Server, identity federation request is initialled at Slave UCD Server:

· UCD Client SHALL send the message IdentityDefederationRequest to Slave UCD Server defined in section 9.1.2.7.1 includes user identifier.
· UCD Client SHALL receive the message IdentityDefederationResponse defined in section 9.1.2.7.1 from Slave UCD Server to confirm the defederation.
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