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1 Reason for Change

This provides the definition for “VM Data” and replaces the concept of User Image File with VM data.
2 Impact on Backward Compatibility

N.A

3 Impact on Other Specifications

N.A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.

6 Detailed Change Proposal

7.2 Definitions

	VM Data
	VM data is a VM snapshot. Snapshot is a state of a VM at a particular point of time.

	Reconnection Method
	Reconnection Method is how UVE entities will behave in case of an un-expected session disconnect. There are two type of Reconnection Method defined in this enabler.

1. Normal re-connection: This type of reconnection allow user to reload the UA as per application logic.
2. No-loss re-connection: As per this type of re-connection no user data must be lost. User should start consuming the application from the point where he/she was disconnected.

	
	



---------------------------------------------------------------Change 2-------------------------------------------------------------------------------
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	CP
	Content Provider

	SP
	Service Provider

	UA
	UVE Application

	
	

	
	

	
	

	
	

	
	


---------------------------------------------------------------Change 3-------------------------------------------------------------------------------
7.3 Functional Components and Interfaces/reference points definition

7.3.1 Functional Components

7.3.1.1 UVE Client (UC)

UC is a device side component residing in the terminals enabling UVE enabled services and utilizing virtualization technology to enable underlying operating system agnostic applications. The UC is mainly responsible for:

· Output rendering: On receiving Output Stream form VM, UC renders Output Stream to the user.

· Interaction provisioning: UC is also responsible to transfer interactions commands to the VM, where they get executed on the UA.

· Local Resource Provisioning: UC is responsible for providing local resource to VM as per the UA requirements. UC may use local device APIs to get the Local Resource data.
7.3.1.2 UVE Server (US)

US is network entity providing unified virtual experience. US comprises of two different components; Virtual Machine Manager (VMM) and Virtual Machines (VMs).
7.3.1.2.1 Virtual Machine Manager

Virtual Machine Manager is a US component responsible for:

· Managing VM(s): VMM is responsible for VM management including deploying UA on VM, delete UA on VM and update UA on VM.
· Selecting VM:  On receiving a UA session request from UC, VMM SHALL selects an appropriate/available VM. VM selection will be based on UA identification and terminal capabilities information provided in the UA request from UC.

· Watcher Management: VMM is responsible for Watcher management including enabling Watcher assignment (with different privilege) and Watcher privilege update. In addition it also ensures that at one point of time only one Watcher, among several Watchers of a single application session, shall be able to suspend the monitored application session.
· VM Data store/restore: In case of an exception notification received from VM, VMM is responsible for storing the VM Data as per the Reconnection Method specified.
· User Management：VMM is responsible for management of user authentication, authorization, user equipment information and access network information.
· 
· UA Management: VMM is responsible for UA management. Related UA management functionalities can be realized by re-using existing services.
· UA Procurement: VMM is responsible for selecting a suitable VM according to the application meta-data received by storefront on UVE-7 and directing the selected VM to the appropriate storefront to download the application.
7.3.1.2.2 Virtual Machine

Virtual Machine is a US component emulating different operating systems and responsible for:

· Application Hosting: The basic responsibility of VM is to host the UA. The UA can be hosted on VM dynamically at runtime or they can be pre-configured.

· Output generation: VM is the entity which will actually interact with UC in the UA session. One of the main responsibilities of VM is to capture the UA display periodically and creating a single video stream (Output Stream) to be transferred to UC. Where, that will be rendered to the user by UC.

· Local Resource Provisioning: VM is responsible to provide Local Resource data (received from UC) to the UA
· Interaction execution: VM is responsible to execute interaction commands on the UA.
· UA Procurement: VM is also responsible for procuring application (as UAs) from existing storefronts using mechanism provided by storefront itself.
· VM Data deployment and update: VM is responsible for retrieving VM Data for restoring unexpectedly disconnected UA session. Upon user finish consuming the VM or un-expected session disconnection, VM is responsible for updating the VM Data to the VMM.
7.3.2 Interface Definition

7.3.2.1 UVE-1

This interface is exposed by VMM and used by UC. The functionalities supported on this interface are:

· UA request: This interface is used by UC to request the desired UA from US. A set of information will be provided in the request including UA identification, terminal capabilities, user identification, Reconnection Method requested etc. VMM will response back with an appropriate VM to which the UC should connect in order to use the requested UA. VMM will select the appropriate VM as defined in section 6.3.1.2.1.
· Monitoring request: This interface is used by UC to send a monitoring request to the VMM. A unique identification of a Watchee (to-be monitored user) will be provided in this request.

· Session suspend request: This interface is used by UC (as Watcher) to suspend a monitored UA session. Privilege check for UC is pre-requisite for suspending a UA session.
· Session resume request: This interface is used by UC to resume a suspended  UA session. Privilege check for UC is pre-requisite for resumption of a UA session (if the user is not the same as the one who suspend the session).
· Invitation request and invitation rejection: This interface is used by UC to invite other users to join the existing UA session, and this interface is also used to send rejection reason (if any).
7.3.2.2 UVE-2

This interface is exposed by VM and used by VMM. The functionalities supported on this interface are:

· Monitoring notification:  This interface is used by VMM to notify VM about a monitoring request. In this notification VMM identifies the user who wishes to monitor an existing UA session. This will aid VM to consider the requesting user to be the authorized user for monitoring an existing session.
· Managing VM(s): This interface is used by VMM to deploy UA on VM, delete UA on VM and update UA on VM.
· Session suspend: This interface is used by VMM to suspend a monitored UA session.
· UA deployment: This interface is used by VMM to send UA and storefront identification to VM for UA download/deployment.
7.3.2.3 UVE-3

This interface is exposed by VM and used by UC. The functionalities supported on this interface are:

· UVE Application Session request: After getting the selected VM in response to the initial request, UC will connect to the selected VM to establish an UVE application session, in which user actually starts using the application.

7.3.2.4 UVE-4

This interface is exposed by UC and used by VM to request the required Local Resources as per the requirements form UA.

7.3.2.5 UVE-5

This interface is exposed by VMM and used by VM. The functionalities supported on this interface are:
· This interface is used to notify VMM about the un-expected session disconnect. In the notification to VMM, VM identifies the session, user and UA related to the disconnected UA session.
· VM Data retrieve and update: This interface is used by VM to retrieve VM Data when the VM is selected to serve for the user. And it is also used by VM to update VM Data when user finishes consuming the VM or disconnected unexpectedly.
7.3.2.6 UVE-7

This interface is exposed by VMM and used by existing storefronts to initiate a request for providing the application (as UA) in UVE infrastructure.
---------------------------------------------------------------Change 4-------------------------------------------------------------------------------
B.1 Reconnection


[image: image1]
1. User sends the initial request to use particular UA, This request will contain an indication about the reconnection mechanism requested by the user to be used of this particular session.

2. At some point of time in future after user got disconnected VMM receives an exception notice from the VM, which was serving user, about the session disconnect. This notice include user id and UA id to identify the user and the application which was being used.

3. VMM save the VM Data as per the reconnection mechanism specified and then release the VM. The data will be saved as per the reconnection method i.e in case of “normal reconnection” application data will be saved whereas for “no-loss reconnection” VM data will be saved.
4. Client tries to reconnect again with a normal UA request message.

5. Considering the user id and requested application, VMM will check for the previous records, if any.

6. VMM selects VM.

7. VMM restore the data from data centre. 

8. Data gets restored.

9. VMM send selected VM identification to client.

10. Client connects with the notified VM to use the UA.
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