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1 Reason for Change

UVE enabler has a requirement to consider multiple users using one instance of a single UA at one point of time. This contribution assumes two categories of UA 1) local multiplayer UA 2) networked multiplayer UA. This contribution considers the local multiplayer UA (made to run locally on a single device) when they are running remotely in UVE infrastructure
2 Impact on Backward Compatibility

N.A

3 Impact on Other Specifications

N.A

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.

6 Detailed Change Proposal
5.2.1..1 UARequest

	Name
	Cardinality
	XML Type
	Data Type
	Description

	UARequest
	1
	E
	
	Indicate the name of the message

	AppID
	1
	E
	String
	A unique identification of a UA to be consumed.

	UserID
	0...1
	E
	String
	A unique identification for the user.

	TerminalCap
	1
	E
	Structure
	Structure containing terminal capabilities including display capabilities.
Editor Note: detailed structure is FFS.

	ReconnectionOption
	0…1
	E
	Boolean
	A Boolean value stating whether No-Loss Reconnection is required or not. The default value is FALSE.

	InputAllowed
	0…1
	E
	Integer
	If present, specifies the number of input devices allowed, by user, to connect with the requested UA.

	
	
	
	
	


----------------------------------Change 2: add parameter in UASessionNotificationRequest Message-----------------------------
5.2.1..2 UASessionNotificationRequest

	Name
	Cardinality
	XML Type
	Data Type
	Description

	UASessionNotificationRequest
	1
	E
	String
	Indicate the name of the message

	UserID
	1
	E
	String
	A unique identification for the requesting user.

	APPId
	1
	E
	String
	A unique identification of the requested application.

	InputAllowed
	0…1
	E
	Integer
	If present, specifies the number of input devices allowed, by user, to connect with the requested UA.


----------------------------------Change 3: Changes to VM functionalities------------------------------------------------------------------
7.2.1.1 UASessionNotification Handling

On receiving the UASessionNotification request VM SHALL take the following steps:

· VM SHALL save the UserID specified in the request among the authorize users who can connect to VM. This list will be used to authorize users on receiving UASessionRequest
· VM SHALL create as many Virtual Input Modules as specified in the InputAllowed parameter.
----------------------------------Change 4: Add the following definition---------------------------------------------------------------
	Virtual Input Module
	Virtual Input Module (VIM) is a logical model, in the VM, corresponding to the each input device connected to the VM for a particular UA. It works as bridge between UA and real input devices connected to the terminal and fix any inconsistencies which may result due to UA being executed remotely.


----------------------------------Change 5: add a parameter in UASessionRequest message----------------------------------------
5.2.1..3 UASessionRequest

	Name
	Cardinality
	XML Type
	Data Type
	Description

	UASessionRequest
	1
	E
	String
	Indicate the name of the message

	UserID
	1
	E
	Structure
	A unique identification for the user.
Editor Note: The UserID structure is to be defined to include user identification and security token.

	InputDeviceID
	0…1
	E
	String
	The identification of the current input device connected to the terminal.


In addition to the above parameter UASessionRequest will also contain a SDP offer as described in [Offer-Answer].

----------------------------------Change 6: new operation on UVE-3----------------------------------------------------------------------
7.2.1.2 UASessionRequest Handling

After receiving the UASessionRequest VM SHALL follow the following steps

· VM SHALL authorize the requesting user using the information it received in UASessionNotification message.
· VM SHALL check the uniqueness of the InputDeviceID(s) previously received from the same user for the current session. If the InputDeviceID present in the request is not unique then VM SHALL rejected the request with appropriate reason in the StatusDes parameter present in the response.
· VM SHALL select an ideal (next available) Virtual Input Module and map it with the UserID and InputDeviceID received in the request.  
· VM SHALL send a response using UASessionResponse message.

· VM SHALL form a Output Stream, as specified in section 7.2.3.4, and start streaming in the session just established

· VM SHALL be ready to receive User Interaction from UC.

----------------------------------Change 7: new operation on UVE-1-----------------------------------------------------------------------------
6.1.1.2 Session Join

This operation allows users to join the existing UA session.
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Figure X: Flow of Join and its response

	Message
	Requirement
	Direction

	JoinRequest
	Mandatory
	UC ( VMM

	JoinResponse
	Mandatory
	UC ( VMM


5.2.1..1 JoinRequest
	Name
	Cardinality
	XML Type
	Data Type
	Description

	JoinRequest
	1
	E
	String
	Indicate the name of the message

	JoineeID
	1
	E
	String
	The unique identification of the user whose UA session is to be joined.

	UserID
	0...1
	E
	String
	A unique identification for the user.

	TerminalCap
	1
	E
	Structure
	Structure containing terminal capabilities including display capabilities.

	AppID
	1
	E
	String
	A unique identification of a UA to be consumed.


5.2.1..2 JoinResponse

	Name
	Cardinality
	XML Type
	Data Type
	Description

	JoinResponse
	1
	E
	String
	Indicate the name of the message

	VMID
	1
	E
	String
	A unique identification for a VM to which UC shall connect to join the required session.

	Status
	0...1
	E
	Structure
	Structure containing reason for the failure, if any. 

	
	
	
	
	

	
	
	
	
	


-----------------------------------------------Change 8: add into VMM functionality----------------------------------------------
6.1.1.2 JoinRequest Handling

After receiving a JoinRequest form UC, VMM SHALL follow the following steps

· VMM SHALL check terminal capabilities for probable incompatibility. In case incompatabilities exists join request SHALL fail. The Status structure SHALL include “incompatible capability” in StatusDes parameter.
· VMM SHALL identify the VM which is currently serving the user based on JoineeID provided in the join request. 
· VMM SHALL send the VMID to the UC.
· UC will then use UASessionRequest to join the session with VM.
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