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	 Push API Usage
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA CD WG

	Doc to Change:
	OMA-TS-WRAPI_Push-V1_0-D (Latest Version)

	Submission Date:
	19 Apr 2012

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Kepeng Li, Huawei, likepeng@huawei.com

	Replaces:
	n/a


1 Reason for Change

This CR aims to close the following comments.
	C002
	2012.03.08
	T
	7.1.1.2
	Source: Huawei

Form: OMA-CONR-2012-0038
Comment: Is it possible to support the Android C2DM flow?

User uses browser to access to the web site, and gets the web page. In the JS of the web page, it has one button to allow user to subscribe the latest stock information. User clicks the button, and Push client is triggered to get the web site identifier, and web site URL. Push client sends registration request to push server. The registration request includes web site identifier and device identifier. Notification server receives the registration request, and generates receiver ID, and stores the device identifier and receiver identifier. Then the push client receives registration response from push server, including receiver identifier. Push client sends receiver identifier to web site, to register notification messages. If there are notification messages, web site sends notification messages to push server, including receiver identifier, and push server sends notification to push client on the user’s device.

The reason to have receiver identifier is for privacy, user does not want the web site to know his information, for example, phone numbers. But the push server can know that.

Proposed Change: change some texts in the flow. A CR will be provided.
	Status: Open
Response: 

Resolved by: 
Recorded in:


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the WG to discuss and agree the mentioned changes for the Push API TS. 
6 Detailed Change Proposal

Change 1:  Provide Architecture 
Appendix X: Push API Usage












Step 1: Web Application gets the web page from App Server. And it allows user to subscribe the push event. 
Step 2: Push Client is triggered to get the web site identifier, and web site URL, from web application. 
Step 3: Push Client sends registration request to Push Server. The registration request includes web site identifier and device identifier. 
Step 4: Push Server receives the registration request, and generates receiver identifier, and stores the device identifier and receiver identifier. Then the Push Client receives registration response from Push Server, including receiver identifier. 
Note that the main intention of identifier conversion is to protect user’s privacy. This is implementation functionality for the Push Server, and it is out of scope of WRAPI 1.0 enabler.
Step 5: Push Client sends receiver identifier to web site, to register notification messages. 
Step 6: If there are notification messages, App Server sends notification messages to Push Server, including receiver identifier.

Step 7: Push Server sends notification to push client on the user’s device.
Step 8: Push Client sends push event notification to the Web Application.
2. Push event subscribe request triggering





Get Web Page





Client App





User Agent





Push Client





Push Server





App Server





3. Push event registration request





4. Push event registration response





5. Push event notification registration





6. Push event notification 





7. Push event notification 
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