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1 Reason for Change

Following the discussions during Feb 02, 2012 CC, this CR brings normative text for SN-002 to CAB XMDS TS. 

The CR is inline with INP “OMA-COM-CAB-2012-0001R01-INP_Suggestion_of_Contact_Info_SN_002”
R01 – online edits during Barcelona meeting – merged contact from CR 43
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-CAB is kindly recommended to review and agree to this CR.
6 Detailed Change Proposal

Change 1:  Edits to Section 5.1.1.1 (AB App Usage Data Structure)
5.1.1.1    Structure
The Address Book SHALL conform to the structure described in this sub-clause. The schema definition is provided in sub-clause 5.1.1.3 “XML Schema”.
The <address-book> element:

1. MAY contain one or more <contact> elements, each element indicating a Contact Entry.

Each <contact> element SHALL have an ‘id’ attribute. The structure of the <contact> element is as follows:

a) SHALL include one or more child elements of the <pcc> as defined in sub-clause 5.2.1.1, with the following clarifications:
i The data semantics of the included <pcc> child elements (i.e. <person-details>, <org-details>, and <group-details>) SHALL be supported as described in sub clause 5.2.1.7.
b) SHALL contain a <contact-status> element, which contains one or more of the following child elements:

i zero or one <contact-type> element indicating whether the contact is a CAB or non-CAB user, which MAY contain the following child element:
1. a <contact-type-source> element, indicating the procedure by which the <contact-type> information was obtained. The value for this element is populated by the system and SHALL NOT be displayed to the CAB User.
ii zero or one <entry-status> element indicating the type of the entry, and containing either of the following child element types:

1) zero or more <updated> elements, each indicating that the contact has been updated by the CAB Server, as a result of notifications from incoming subscription request(s) and Contact Share data, Contact Subscription, contact import by the contact into his/her address book. The <updated> elements SHALL include ‘ack’ attribute to indicate the whether the <updated> contact has been acknowledged or read by the CAB Client or not.

2) zero or one <temporary> element indicating that the contact is created by the CAB Server, when the contact is not in the User’s AB, and/or the contact requires interaction from CAB User (i.e. Contact Subscription for the cases where the CAB User disabled automatic updates to his/her AB and updates are received from the subscription to a contact’s PCC, contact import, Contact Share by the contact into his/her address book, contact-added, suggested contact data, and incoming subscription request).  The <temporary> elements MAY include a ‘contactIdRef’ attribute.  The <temporary> elements SHALL include ‘accept’ attribute to indicate whether the CAB Client has accepted or rejected the <temporary> contact.
iii zero or one  <contact-subscription-status> element, indicating the outgoing subscription status for this contact;

iv zero or one <contact-source> element, indicating the latest source from which the contact data was obtained or updated;

v zero or one <common-connections>, indicating the list of Common Connections associated with this contact. It SHALL include one or more <connection> elements with each identifying a Common Connection. 

Each <connection> element:

1) SHALL include a <display-name> element indicating the display name of the Common Connection

2) SHALL include a <XUI> element indicating the XUI of the Common Connection.

3) SHALL include a <type-list> element indicating a list of Common Connection types for this contact. The <type-list> SHALL contain one or more <type> elements, each indicating a type of Common Connection.

Change 2:  Edits to Section 5.1.1.7 (AB App Usage Data Semantics)
5.1.1.7    Data Semantics
[.....]

The <temporary> element value is of type “String” and SHALL include one of the following enumeration values:

	Value
	Definition

	contact subscription
	value indicates that the contact was created as a result of outgoing Contact Subscription updates 

	contact imported
	value indicates that the contact was created as a result of importing non-CAB data 

	incoming subscription request
	value indicates that the contact was created as result of incoming subscription request from other CAB User.

	contact share
	value indicates that contact share data that was received needs to be confirmed and has resulted in a temporary Contact Entry.

	contact added
	value indicates that the contact was created as a result of ‘contact-added’ operation, and the contact that has added the CAB User to his/her AB is not already present in the CAB User’s AB.

	suggested
	value indicates that the contact represents suggested data provided by the Service Provider. 


Table 3 : <temporary> element values
The ‘accept’ attribute value is of type “String” and SHALL be set to one of the following numeration value “yes” or “no”.  

yes – to indicate that the CAB User has accepted the <temporary> contact.

no – to indicate that the CAB User has rejected the <temporary> contact. 

The ‘contactIdRef’ attribute is of type “String”. In the case where <temporary> element is used for user interaction, this attribute indicates a reference to the Contact Entry to which the temporary contact <entry-status> is associated with.  It SHALL be set to a valid reference i.e. to an ‘id’ attribute value of the existing <contact> element.
[…..]

Change 3:  Edits to Section 5.3.1.1 (CAB User Preferences App Usage Data Structure)
5.3.1.1    Structure
The CAB User Preferences Document SHALL conform to the structure described in this subclause. 
The document SHALL contain one root element <cab-upp> that SHALL include:
1. one <cab-upp-set> element: 

a) MAY include one or more <profile> elements which contain the details of each CAB User Preferences profile available to the user. The <profile> element
i. SHALL include an ‘id’ attribute that uniquely identifies the CAB user preference profile. If the UPP Directory XDMS [OMA XDM UPP] is used, the ‘id’ attribute value MAY be used as value of the  ‘upp-id’ attribute of the CAB profile referenced in the UPP Directory XDMS [OMA XDM UPP], to uniquely identify the CAB <profile> element among other  <upp> elements of the UPP Directory;
ii. MAY include a <display-name> element, containing a suggested name to display for this specific profile (e.g. Home). If the UPP Directory XDMS [OMA XDM UPP] is used, the element can also be used to populate the corresponding <display-name> element of the CAB profile element referenced in the UPP Directory XDMS;
iii. MAY include any other attributes or elements from any other namespaces for the purpose of extensibility;

iv. MAY include a <auto-synchronize-ab> element indicating whether the AB is synchronized automatically or manually;

v. MAY include a <send-notification--contact-added> element indicating whether to send a notification to a new contact  when the CAB User adds the new contact (which is a CAB User) in his AB;
vi. MAY include a <receive-notification-when-contact-added> element indicating whether to notify the CAB User when another CAB User adds the CAB User in his AB;
vii. MAY include a <notify-when-contact-becomes-cab-user> element indicating whether to notify the CAB User when a contact in AB, who was a non-CAB user, becomes a CAB User;
viii. MAY include a <notify-when-receive-contact-subscription> element indicating whether to notify the CAB User for incoming Contact Subscription request;
ix. MAY include a <notify-on-contact-subscription-update> element indicating whether to notify the CAB User when information resulting from Contact Subscription is received;
x. MAY include a <update-ab> element indicating whether the AB is updated automatically when information resulting from different CAB events that cause AB update (e.g. Contact Subscription,) is received;
1) <contact-subscription-update> sub-element indicating whether the AB is updated automatically when information resulting from Contact Subscription is received;
2) <import-update> sub-element indicating whether the AB is updated automatically when information resulting from import is received;
xi. SHALL include a <contact-share-format> element indicating the default format to be used for all Contact Share requests for a non-CAB User;
xii. MAY include a <allow-suggested-contact-info> element indicating whether to allow the service provider to suggest supplemental contact information.
[.....]
Change 4:  Edits to Section 5.3.1.7 (CAB User Preferences App Usage Data Semantics)

5.3.1.7    Data Semantics
[.....]
The <contact-share-format> SHALL indicate the default format to be used for all Contact Share requests for a non-CAB User; The value is of type String, with possible values of :

“CAB1.0” to indicate the CAB Format as specified in this document, or

“vCard” to indicate that IETF vCard format SHALL be used for encoding and delivery of Contact Share data.

The default is “CAB1.0”.
The <allow-suggested-contact-info> element SHALL indicate whether the CAB User wishes to allow the service provider to suggest supplemental contact information (e.g. from within the CAB system or external public contact databases). The value is of type “Boolean”. The possible values are:
“false”
indicates that the CAB User would not like to receive contact suggestions.
“true” 
indicates that the CAB User would like to receive contact suggestions.
The default value is “false”.
The <subscription-list> element SHALL indicate the list of <entry> elements to be subscribed. The ‘id’ attribute value indicates a XCAP User Identifier(XUI) and is of type anyURI.
The <filter-set> element is specified in [OMA XDM Core].

The <display-name> element value is of type “String”.
Change 5:  Edits to section 5.4.1.1 (CAB FH Data Structure) 
5.4 CAB Feature Handler

5.4.1 CAB Feature Handler Application Usage

This section defines the Application Usage for storing data for CAB User’s feature requests and their response status for the following CAB service features:

· Contact Share

· Scheduled import from Non-CAB address book system(s)

5.4.1.1 Structure
The CAB Feature Handler document SHALL conform to the structure of the “feature handler” document described in this subclause. The schema definition is provided in sub-clause 5.3.2.3

The <feature-handler> element:

1. MAY include one or more <cab-feature> elements indicating an instance of a CAB feature request

Each <cab-feature> element SHALL have an ‘id’ attribute representing a unique ID within the document assigned to each request and:

a) SHALL include either a <contact-share>, <import-non-cab>, <import-profile>, <export-profile>, <subscribe-profile> or <contact-suggest> element indicating the type of CAB feature request.

b) SHALL include a <response> element indicating a CAB feature response indicating the status of corresponding CAB feature request type e.g. <contact-share> or <import-non-cab>

Each <contact-share> element indicating a Contact Share request:

i SHALL contain the <recipients-list> element which includes the <list> child element, indicating the list of recipients to which the contact data is to be shared with. The <list> element SHALL include one or more:

1) <entry> elements with a  ‘uri’ attribute indicating the recipient URI
ii MAY include <note> element which carries the information set by the CAB User.
iii MAY include <display-name> element which carries the name suggested by the CAB User.
iv MAY include <format> element to indicate the explicit format to be used for this request, if the recipient is a non-CAB User.
v MAY include <delivery-report-request> element to indicate whether the CAB User sharing the contact data would like to request delivery report for the Contact Share request from each of the recipients.
vi MAY include <delivery-report-status> element to indicate the status of the delivery report for the Contact Share request. The <delivery-report-status> element MAY include one or more <delivery-report> elements each indicating the delivery report for the corresponding <recipient-URI>. 
Each <delivery-report> element 
1) SHALL include <entry-report> element with a ‘uri’ attribute to indicate the recipient for which the delivery status is being reported.

2) SHALL include <delivery-status> element to indicate the delivery status. The <delivery-status>:

(a) SHALL contain a <code> indicating a response status code,

(b) MAY contain a <phrase> indicating a phrase associated with the response.
If recipient is a CAB User the <delivery-status> value is aligned with the <delivery-notification-list> in [OMA XDM Core].

vii SHALL contain a <data> element containing the data or reference to data to be shared

Each <data> element:

1) SHALL contain <PCC> and/or <AB> elements

Each <PCC> element MAY contain the following child element:

(a) a <filter-set> element that contains information about filters to be applied to the CAB User’s PCC before sharing with the recipients
Each <AB> element

(a) SHALL contain one or more <contact-entry> elements or fields within a contact entry, indicating the contact entry within the CAB User’s address book to be shared.

Each <contact-entry> element:

(i) SHALL contain a ‘contact-entry-reference’ attribute indicating the reference to the contact within the CAB User’s AB.

(ii) MAY include <filter-set> element that contains information about filters to be applied to the associated <contact-entry> before sharing with the recipients.

Each <import-non-cab> element contains import data for scheduled Non-CAB address book requests:

i SHALL contain a <non-CAB-source> element indicating the source (e.g. domain name) of the non-CAB address book system to import the address book data from

ii SHALL contain a <scheduled-interval> element indicating the interval between the successive accesses to the non-CAB address book system.

iii MAY contain an <expiration-time> element indicating the maximum duration of scheduled Non-CAB address book imports requested by the user.
iv SHALL contain an encrypted <credentials> element indicating the credentials necessary to authorize access to the non-CAB address book system

Each <credentials> element:

1) SHALL contain a <username> element containing the user name that is used to access the non-CAB address book system

2) SHALL contain a <password> element containing the password that is used to access the non-CAB address book system

Each <import-profile> element indicating an import request of External Profile information from a 3rd party system:
i SHALL contain a <non-CAB-source> element indicating the source (e.g. domain name) of the 3rd party system to import the profile information from

ii SHALL contain a <scheduled-interval> element indicating the interval between the successive accesses to the 3rd party system.

iii MAY contain an <expiration-time> element indicating the maximum duration of scheduled profile imports requested by the user.
iv SHALL contain an encrypted <credentials> element indicating the credentials necessary to authorize access to the 3rd party system

Each <credentials> element:

a. SHALL contain a <username> element containing the user name that is used to access the 3rd party system

b. SHALL contain a <password> element containing the password that is used to access the 3rd party system
v MAY contain a <filter-set> element identifying the specific profile information requested to be imported from the 3rd party system

Each <export-profile> element indicating an export request of PCC information to a 3rd party system:

i SHALL contain a <non-CAB-source> element indicating the destination (e.g. domain name) of the 3rd party system to export the PCC information to

ii MAY contain an <expiration-time> element indicating the maximum duration of scheduled profile subscriptions requested by the user.
iii SHALL contain a <scheduled-interval> element indicating the interval between the successive accesses to the 3rd party system.

iv MAY contain an <expiration-time> element indicating the maximum duration of scheduled profile exports requested by the user.
v SHALL contain an encrypted <credentials> element indicating the credentials necessary to authorize access to the 3rd party system

Each <credentials> element:

a. SHALL contain a <username> element containing the user name that is used to access the 3rd party system

b. SHALL contain a <password> element containing the password that is used to access the 3rd party system
vi MAY contain a <filter-set> element filtering the PCC information to be exported to the 3rd party system

Each <subscribe-profile> element indicating a subscription request to External Profile information in a 3rd party system:

i SHALL contain a <non-CAB-source> element indicating the destination (e.g. domain name) of the 3rd party system to subscribe  the External Profile information to

ii SHALL contain an encrypted <credentials> element indicating the credentials necessary to authorize access to the 3rd party system

Each <credentials> element:

a. SHALL contain a <username> element containing the user name that is used to access the 3rd party system

b. SHALL contain a <password> element containing the password that is used to access the 3rd party system
iii MAY contain a <filter-set> element identifying the specific profile information in the 3rd party system requested to be subscribed
Each <contact-suggest> element indicating a request of contact suggestions information from an external source.
i SHALL contain a <non-CAB-source> element to indicate the source(s) (e.g. domain name) of the external source to receive a contact suggestions
ii MAY contain a <scheduled-interval> element indicating the interval between the successive accesses to the external source.

iii MAY contain an <expiration-time> element indicating the maximum duration of scheduled contact suggest requested by the user.
Editor’s Note: Whether <scheduled-interval> and <expiration-time> elements are required for contact suggestions is FFS
iv MAY contain a <criteria> element indicating suggestion criteria to retrieve suggestions from the external source.
v MAY contain a <filter-set> element identifying the specific contact information requested to be suggested from the external source.
iv MAY contain an encrypted <credentials> element indicating the credentials necessary to authorize access to the external source

Each <credentials> element:

a. SHALL contain a <username> element containing the user name that is used to access the external source
b. SHALL contain a <password> element containing the password that is used to access the external source
The security procedures defined in sub clause 5.1.1 Authentication [OMA XDM Core] SHALL be supported to ensure secure transfer of <username> and <password> elements over XDM interfaces.
Each <response> element:

i SHALL contain a <code> indicating a response status code.
ii MAY contain a <phrase> indicating a phrase associated with the response.
Change 6:  Edits to section 5.4.1.7 (CAB FH Data Semantics) 
5.4.1.7    Data Semantics
The <feature-handler> element contains a list of one of more <cab-feature> elements in sequence, each representing an instance of a CAB feature request. 

The <contact-share> element SHALL indicate that the feature request type is Contact Share.  

The ‘uri’ attribute of the <entry> element and of the <entry-report> indicates the URI of the User to which the Contact Share request is targeted. The value SHALL be a valid URI format to support underlying messaging schemes. Example values are “SIP URI”, “TEL URI”, and “mailto” uri.

The <note> element contains free text data to be shared in the Contact Share request. The value SHALL be of type “String”.

The <filter-set> element semantics SHALL conform to [RFC 4661] and [OMA XDM Core] subclause 6.1.1.3.2
The <display-name> element indicates the name suggested by the CAB User to be send with the shared data. The value is of type “String”. This element is intended to be used in the headers of the Contact Share message.

The <format> element indicates the explicit format to be used for this request, if the recipient is a non-CAB User. The value is of type String, with possible values of  “CAB1.0” to indicate CAB Format and “vCard” to indicate that IETF vCard format SHALL be used for encoding and delivery of Contact Share data.
The <delivery-report-request> element indicates the delivery report request preference for the Contact Share request. The value is of type “Boolean”. The possible values: 
“true”
if the CAB User requests the delivery report from each of the recipients.

“false” 
if the CAB User does not want to receive the delivery report from each of the recipients. This is the default value taken in the absence of <delivery-report-request> element.
The access to <delivery-status> element and its child elements SHALL be set to “read-only” for the CAB Client.
The <code> element of the <delivery-status> is of type String and SHALL contain one of the following values:

“Pending”
indicating that the Contact Share delivery report request is pending 

“Successful”
indicating that the Contact Share request is delivered to the recipient

“Failure”
indicating that the Contact Share request could not be delivered to the recipient

The <phrase> element under <delivery-status> indicates a phrase associated with the delivery status. The value SHALL be of type “String”.
The <data> element indicates the data (i.e. PCC and/or AB data) to be shared in the Contact Share request. The <data> element SHALL contain the reference to the data stored in Users Tree of either AB and/or PCC XDMS.

The <PCC> element indicates that the CAB User’s Contact View(s) of his/her own PCC data is being shared with the recipient(s). 

The <AB> element indicates that the CAB User’s AB data is being shared with the recipients. The <AB> element SHALL include one or more <contact-entry> elements indicating the contact entries from the CAB User’s AB to be shared.

Each <contact-entry> SHALL include a ‘contact-entry-reference’ attribute that indicates a reference to contact entry within the CAB User’s address book. The attribute value SHALL be a valid XCAP URI identifying a contact entry reference in the AB.
The <import-non-cab>, <import-profile>, <export-profile> or <subscribe-profile> element SHALL indicate respectively that the feature request type is scheduled import from a non-CAB address book system, import request of profile information from a 3rd party system, export request of PCC information to a 3rd party system or subscription request to profile information in a 3rd party system.

The <non-CAB-source> element indicates the source name (e.g. domain name/address) of the non-CAB address book/ 3rd party system. The value SHALL be of type “String”. The possible values used for <non-CAB-source> is out of scope of this specification and SHOULD be implemented in an enumeration of values that are subject to service provider’s policy.

The <credentials> element indicates the credentials necessary to authorize access to the non-CAB address book/ 3rd party system, and contains the following elements

a) <username> element containing the username identifying the user of the non-CAB address book/ 3rd party system. The value SHALL be of type “String”.

b) <password> element containing the password that is used for authentication purposes. The value SHALL be of type “String”.

The <expiration-time> element indicates the maximum duration requested by the user for periodic requests (i.e. when the value of <schedule-interval> element is greater than zero). The value SHALL be of type “Integer”, and represents the time in number of hours. This time SHALL be overridden by the maximum duration determined by the Service Providers local policy if this latter time is shorter. If <expiration-time> element is not present the default duration determined by the Service Providers local policy SHALL apply.

In the <import-non-cab>, <import-profile> and <export-profile> requests the <scheduled-interval> element indicates the interval between successive accesses to the non-CAB address book/ 3rd party system. The value SHALL be of type “Integer”, and represents the time in number of hours between each interval. The default value is “0” and SHALL indicate that the request is a one-time import/export request.
The <contact-suggest> element SHALL indicate a request for contact suggestion information from an external source.
The <criteria> element indicates the contact suggestion criteria. The value is of type “String”. The values may be for example, “soccer”, “golf buddies”, etc.
The <response> element SHALL indicate the status of the corresponding CAB feature request. The access to <response> element and its child elements SHALL be set to “read-only” for the CAB Client.

The <code> element SHALL indicate the response status code. The value is of type “String” and SHALL contain one of the following values:

a) “Success” indicating that the CAB feature request has been successfully processed by the CAB Server.

b) “Pending” indicating that the CAB feature request is in progress by the CAB Server

c) “Failure” indicating that the CAB feature request could not be processed by the CAB Server

The <phrase> element indicates a phrase associated with the response. The value SHALL be of type “String”.

The ‘id’ attribute under each of the <contact-share>, <import-non-cab> , <import-profile>, <export-profile> or <subscribe-profile>elements, represents a unique ID within this Application Usage that is assigned to each of the request(s). The value SHALL be of type “String” and SHALL be generated by the CAB Client. The CAB Client can use a unique identifier associated with a specific device (e.g. IMEI) in the ‘id’ generation procedure to ensure uniqueness in case of multiple devices assigned by the XDMS at the time of the request. The CAB Feature Handler Application Usage returns the assigned id value in the XCAP response (e.g. 200 OK, 201 Created, 202 Accepted) back to the CAB Client, for each successfully stored request. In case of collisions, the Feature Handler Application Usage SHALL send back an error to the CAB Client as specified in [OMA XDM Core] sub-clause 6.2.1 “Document Management”.

Note: The CAB Feature Handler Application Usage may remove the older <cab-feature> requests (e.g. Contact Share or import) with the reference of the “id” attribute if the storage reaches the limit based on the Service Provider’s policy.
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