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1 Reason for Change

This CR proposes to provide the resolution of CAB-HLF-015.

	CAB-HLF-015
	The CAB Enabler SHALL allow a CAB User to retrieve from the network contact information that was previously removed from the device. 
	CAB V1.1


The benefit of this approach is as follows;
· No backup storage for the deleted contact information in CAB Server
· No duplicate AB history document in CAB Server

· No additional CAB Server procedures (i.e. AB History/Contact Status management by CAB Server)
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to 

· Agree the proposal and incorporate it into the corresponding document.
6 Detailed Change Proposal

Change 1:  Add the proposed text to the section 6.1
6. Procedures at CAB Client

6.1 Address Book Management and Synchronization

The CAB Client SHALL use OMA Data synchronization protocol [OMA DS Pro] as specified in section 5.3.2.8 “Interface CAB-1: CAB Server” in [CAB AD] to synchronize the data modifications in the address book with the CAB Server.  

The CAB Client SHALL support at least one of AB CAB Format or the Legacy Formats vCard 2.1 [vCard 2.1], vCard 3.0 as defined in [RFC2425] and [RFC2426] respectively for AB synchronization with CAB Server.

Note: Syncing with the Legacy Formats may result in reduced support of the AB contact information provided by the AB Application Usage. (mapping table is specified in sub clause 5.4.3 "Format Adaptation").

CAB Client SHALL be able to receive “Server Alerted Sync” as specified in [OMA DS Pro], sub clause 12 “Server Alerted Sync”, to synchronize with the CAB Server i.e. as a result of updates from AB Application Usage [CAB XDMS].

CAB Client SHALL support the AB restore with the following clarifications;
· CAB Client SHALL make awareness of the structure of AB Application Usage and maintain the version of AB Document identified by E-tag via CAB Server after AB Document Management.
· CAB Client SHALL send OMA DS Replace command with the proposed AB restore information to the CAB Server.

Change 2:  Add the proposed sample flow in the Appendix C
C.6 Managing Address Book Flow
…

C.6.3 CAB Client Address Book Restore
Figure XX depicts a CAB Client originated address book restore flow. The flow assumes that the CAB Server and CAB Client has up-to-date copies of the network-based address book and CAB Client maintains the version of AB Document, prior to the CAB Client making restore to the address book. 
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 Figure XX : CAB Client Address Book Restore Flow

1. The CAB Client sends an OMA DS initialization message (OMA DS Pkg #1) that includes the server challenge to the CAB Server. 

2. The CAB Server computes the authentication challenge response, if a challenge was included, and then sends a DS message (OMA DS Pkg #2) to the CAB client that includes the challenge response to the CAB Client.
3. The CAB Client computes the challenge response for the CAB Server, and sends a DS message (OMA DS Pkg #3) with proposed AB restore information to the CAB Server.

4. The CAB Server processes AB restore from the CAB Client.  

5. The CAB Server restores the AB Application Usage.  This may involves multiple XDM requests, but only one request is depicted in the figure.

6. The AB Application Usage updates the target document based upon the etags.
7. The AB Application Usage acknowledges the restore operation.  There is one XDM response for each XDM request in the previous step.

8. The CAB Server sends a DS message (OMA DS Pkg #4) with a status for the data modifications to the client.

9. The CAB Client updates its local address book cache, and sends a DS status message to the server (OMA DS Pkg #5).

10. The CAB Server sends a DS message (OMA DS Pkg #6) with the map acknowledgement to the CAB Client.

Note: Depending on the DS packages implementation, Steps 5 and 7 may occur at different times during OMA DS synchronization procedure.  If there is data resulting from Step 4 that needs to be written into AB Application Usage, this has to be done prior to closing the procedure of OMA DS synchronization (i.e. Step 10 or Step 8) to avoid data inconsistency in case of further reads of AB data.
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