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1 Reason for Change

This CR closes the following CONR comments relevant to the section 4.1 in CAB 1.1 AD:

	ID
	Open Date
	Type
	Section
	Description
	Status

	B002
	2012.05.17
	T
	4.1
	Source: howard wang, Huawei
Form: OMA-CONR-2012-0085-CAB_1.1_huawei_cmmts
Comment: bulletin ‘e’ of clause 4). Considering about CAB v1.1 support suggestion for invitation, will such notification of suggest be delivered?

Proposed Change: add a bulletin for notification about suggestion
	Status: Closed by Change 1 in this CR


	B003
	2012.05.17
	T
	4.1
	Source: howard wang, Huawei
Form: OMA-CONR-2012-0085-CAB_1.1_huawei_cmmts
Comment: bulletin ‘b’ of clause 8) with ‘PCC data via OMA published APIs’ 

Proposed Change: may specify to follow the definition by [CAB-API]
	Status: Closed by Change 1 in this CR


	B004
	2012.05.17
	T
	4.1
	Source: howard wang, Huawei
Form: OMA-CONR-2012-0085-CAB_1.1_huawei_cmmts
Comment: bulletin ‘d’ of clause 9) with ‘display of public content’ 

Proposed Change: ‘display’ refers to terminal’s behavior, and it should be out of scope.
	Status: closed by Change 1 in this CR


	B005
	2012.05.17
	T
	4.1
	Source: howard wang, Huawei
Form: OMA-CONR-2012-0085-CAB_1.1_huawei_cmmts
Comment: bulletin ‘b’ of clause 10) with ‘manage relationship information’ 

Proposed Change: As requirements on ‘relationship’ are postponed to future release, will we keep related content in AD specification?
	Status: CLOSED w/no action (text in sub-section of AD fixed during pre-CONR).



2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-CAB (WA) is kindly recommended to review and agree to this CR.
6 Detailed Change Proposal

Change 1:  Edits to section 4.1 in CAB V1.1 AD
4 Introduction
(Informative)
The CAB 1.1 Enabler provides the CAB User with the features described in sub clause 4.1. The architecture of CAB 1.1 Enabler is based on CAB 1.0 architectural principles and is therefore backwards compatible with CAB 1.0 AD, while supporting new requirements as described in [CAB 1.1 RD]. The CAB 1.1 architecture utilizes data management and synchronization [OMA DS] and XML document management [OMA XDM AD] technologies to fulfil the requirements.
4.1 Version 1.1

CAB 1.1 Enabler provides the following features that include both new features and all existing features supported in CAB 1.0.

1) Management of AB – The CAB Enabler allows a CAB User to store and manage (e.g. add, delete, modify, cancel last modification) his/her AB in a network-based repository.  The AB or subsets of the AB is/are kept up-to-date on all devices of the CAB User.
2) Management of PCC – The CAB Enabler allows a CAB User to publish and manage (e.g. add, delete, modify, cancel last modification) his/her own contact information in terms of the PCC, which is stored in a network-based repository. The CAB User’s PCC can be published to other CAB Users through the Contact Views, based on authorization rules established by the CAB User. The PCC information stored in the network may be kept up-to-date on all devices of the CAB User.
3) Contact Subscription – The CAB Enabler allows a CAB User to request the CAB Server to subscribe to other CAB User’s contact information changes i.e. request to receive automatic updates of another CAB User’s available Published Contact Card. The resulting information from a Contact Subscription may be processed further to combine with the information that the CAB User customizes about the subscribed contacts.
4) Notifications and status information – The CAB Enabler allows the CAB User A  to receive notifications in the following cases:
a. Incoming authorization request from other CAB User(s) for Contact Subscription (if CAB User A has not already established an authorization rule).

b. When changes are made to the Published Contact Card of CAB User B to which the CAB User A is subscribed.
c. When CAB User B adds CAB User A to their AB.
d. Updates of Contact Status information for CAB or non-CAB contact, Contact Subscription status (e.g. pending, approved, changed, notification of subscription invitations) and other information (e.g. service provider defined).
e. Changes to their own AB and PCC in the network.
5) Sharing contact information – The CAB Enabler provides a CAB User with the ability to send contact information from his/her own AB or PCC to other users. The recipients of the information can be both CAB and non-CAB User(s). 
6) Searching contact information – The CAB Enabler provides a mechanism to search for contact information. This mechanism allows a CAB User to search for contact information in:
a. CAB User’s own PCC,
b. Other CAB User’s Published Contact Cards in home and remote CAB systems,

c. CAB User’s own AB,

d. External Directories.
The contact information made available for search operations is subject to the CAB User’s authorization rules, CAB provider policies and other providers’ policies. 
7) Exposure of CAB information to external Enablers - The CAB Enabler provides the ability to expose CAB information related to CAB User’s data contained in the AB and PCC to other Enablers or applications, subject to user authorization and/or service provider policies.
8) Interaction with non-CAB address book systems – The CAB Enabler provides the ability to interact with non-CAB address book system(s). This allows the CAB User to import data into the AB from non-CAB address book and/or to exchange data with non-CAB address book systems. In order to exchange data with non-CAB systems:

a. An implementation of CAB Enabler could use published APIs of the non-CAB systems to access data from non-CAB systems.

b. 3rd party systems can access CAB AB and PCC data via OMA published APIs (e.g. OMA CAB APIs 1.0).

9) Enhancing user experience – The CAB Enabler enhances a CAB user’s experience in using the Address Book by

a. Maintaining CAB User’s Favorite Contact information 

b. Keeping up-to-date all Communication History and Usage Information across multiple devices of a CAB User

c. Associating recent activity data with the corresponding contacts in a CAB User’s AB

10) Social Networking features- The CAB Enabler expands the social networking experience of a CAB User by 

a. Allowing a CAB User to receive suggestions (e.g. contacts, service suggestion)

b. Support viewing of public content (e.g. blogs, RSS feed, news) relevant to contacts in the CAB User’s AB

c. Identifying Common Connections with contacts in the CAB User’s AB

Some CAB requirements are dealing with lawful interception. These capabilities are generic in nature and can be resolved in various ways in a solution implementation that do not require interoperability and hence should not be specific to CAB, or developed as part of CAB. The realization of those capabilities is left to the implementation or may become a topic of activity for a future OMA enabler.
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