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1 Reason for Change

This CR is an update of the architecture proposal (Solution#1) and builds on our earlier input ‘OMA-MWG-CAB-2008-0061R01-CR_CAB Architecture Proposal’ taking into account the discussions that occurred during the past month.
The following is a summary of changes from the previous version:

1) Modified the dependencies section
2) Added a Data Synchronization (DS) Manager function in the CAB Server. The Modified representation reflects the re-use of OMA DS aligned with the recent discussions.
3) Interworking Function – Added more description
4) Added new interface (CAB-03) for interaction with external enablers or network entities.
5) Updated the message flows section to reflect the architecture update and CAB-01 details.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend the group to review and agree to this CR.
6 Detailed Change Proposal

Change 1:  Enumeration of Dependencies
5.1 Dependencies

The CAB architecture has dependencies on the following enablers:
1) OMA DS – For synchronization of contact information and other data including CAB User’s Personal Contact Card, Converged Address Book, and CAB User Policies, stored in the network repository and the CAB User’s device(s).
2) OMA XDM – For storage and access of CAB User’s Personal Contact Card (PCC), Converged Address Book, and User Policies/Authorization rules in the network. CAB Enabler will define the Application Usages for PCC, Address Book, and User Policy XDMS systems.
Change 2:  CAB Architecture Diagram

5.2 Architectural Diagram
















Figure 1: CAB Architecture

Figure 2: Additional CAB Server Functions
Change 3:  CAB Functional components and interfaces
5.3 Functional Components and Interfaces/reference points definition

5.3.1 CAB Functional Components

5.3.1.1 CAB Client

The CAB Client is the main functional entity on the UE. The CAB Client communicates with the CAB Server. It is responsible for the following functions:

· CAB User authentication with the CAB Server

· Synchronization of the Contact Information i.e. Personal Contact Card and Converged Address Book and other data (for e.g. CAB User policies) with the network repository. This functionality is based on [OMA DS] with the support of OMA DS Client.
· Invokes CAB User’s requests (i.e. Contact Subscription, Contact Search, Contact Share, and Interaction with legacy address book systems) to the CAB Server.
5.3.1.2 CAB Server 

The CAB Server is the main network component of the CAB architecture. It receives and processes CAB User’s requests from the CAB Client.
The CAB Server contains the following functional entities:

5.3.1.2.1 Data Synchronization Manager

The Data Synchronization Manager is based on OMA DS Server and is responsible for the following functions
· Synchronization of the Contact Information i.e. Personal Contact Card and Converged Address Book and other data (for e.g. CAB User policies) with multiple CAB User’s devices.
· Handles management (e.g. add/delete/update) of the Converged Address Book in the network.
5.3.1.2.2 Contact Subscription Function

The Contact Subscription Function is a CAB Server functional entity that performs Subscription on behalf of the CAB User. The following functions are supported by the Contact Subscription function:
· Receives CAB User’s subscription request for towards one or more CAB Users.
· Performs subscription on behalf of the CAB User to PCC XDMS in the host and remote CAB domains.

· Aggregates updates received from Contact Subscriptions, resolves if data personalization needed per user preferences and then stores resulting data into the CAB User’s Converged Address Book XDMS.
· In case of notifications that are to be delivered to the CAB User’s, they are delegated to the Notification Function.

5.3.1.2.3 Notification Function

The Notification Function is a CAB Server functional entity that handles the delivery of notifications to the CAB User. The notifications may be delivered using standard mechanisms (e.g. email, SMS, WAP Push).

5.3.1.2.4 Contact Search Function

The Contact Search Function is a CAB Server functional entity that performs Contact Search operation on behalf of the CAB User. This function covers the following search aspects:
· Search from the host/local PCC XDMS. This is fulfilled by [OMA XDM]
· Search from the remote PCC XDMS. This is fulfilled by NNI-01 and [OMA XDM] in the remote CAB domain.
· Search from the external directories (for e.g. Yellow pages, 411 directory assistance) provided by the service provider via the Interworking Function.
The search results from the various entities as described above are aggregated within the Contact Search Function and delivered to the CAB User. 

5.3.1.2.5 Contact Share Function

The Contact Share Function is a CAB Server functional entity that performs Contact Share operation towards other User(s) on behalf of the CAB User. . The contact information that can be shared with other users may include a Published Contact Card, and /or contact entries from the CAB User’s Address Book. The recipient of the operation can be either a CAB or a non-CAB User. In case of the recipient being a non-CAB user, the contact information is encoded in a legacy format and delivered through messaging means (for e.g. Email, SMS, MMS) via the Interworking Function.
5.3.1.2.6 Interworking Function
The Interworking Function is a CAB Server functional entity that supports the following:
· Interacts with Legacy Address Book systems (for e.g. importing of  contact information from legacy network-based address book systems into CAB).
· Exposes an interface to external enablers (for e.g. Messaging Enabler, CPM, or external search engines) to access information related to CAB User’s contacts.

· Utilizes interfaces provided by external enablers for the following operations:
· Contact Share to non-CAB users ((for e.g. uses interfaces from messaging enablers)
· Contact Search towards external directories (for e.g. uses data sources and/or APIs provided by service providers)

5.3.1.2.7 User Authentication Agent
The User Authentication Agent is a CAB Server functional entity responsible for managing user authentication between the CAB Client and CAB Server. 
5.3.1.2.8 CAB XDMC

The CAB XDMC is a CAB Server functional entity that provides access to various XDMS entities through standard XDM reference points. The XDMS systems accessible to CAB XDMC include PCC XDMS, CAB User Policy XDMS, and Address Book XDMS.
5.3.1.3 XDM Enabler Entities
The following XDM Application Usages are defined by the CAB Enabler within the framework of XDM Enabler.

5.3.1.3.1 PCC XDMS
The PCC XDMS is an entity within the framework of [OMA XDM] that is used to store and provide access the CAB User’s Personal Contact Card.
5.3.1.3.2 Address Book XDMS

The Address Book XDMS is an entity within the framework of [OMA XDM] that is used to store and provide access the CAB User’s Converged Address Book. 
5.3.1.3.3 User Policy XDMS

The CAB User Policy XDMS is an entity within the framework of [OMA XDM] that is used to store and provide access the CAB User’s authorization policies/rules. These rules are used to authorize incoming subscription requests from Contact Subscription function on behalf of other CAB Users.

5.3.2 CAB Interfaces
5.3.2.1 CAB-01: CAB Client – CAB Server
The CAB-01 interface allows communication between the CAB Client and the CAB Server. This interface is responsible for carrying all CAB User requests from the UE to the CAB Server. These requests include Contact Subscription, Contact Search, Contact Share, and interaction with legacy address book systems. The protocol used for this interface is standard HTTP and payloads defined by the CAB Enabler.
5.3.2.2 CAB-02: CAB Server – External Enablers

The CAB-02 interface exposes CAB information related to CAB User’s contacts to other Enablers or network entities (e.g. Messaging Enabler, CPM Enabler, Search engines or other Web services) subject to user authorization and/or service provider policies.
5.3.2.3 CAB-03: External Enablers - CAB Server
The CAB-03 represents one or more interfaces exposed by other enablers/entities that may be used by the CAB Server (for e.g. the use of messaging enabler’s interface for Contact Share operation towards non-CAB Users, use of APIs or interfaces provided service providers to access external directories for Contact Search operation).
5.3.2.4 NNI-01: CAB Server – Remote CAB Server

The NNI-01 interface supports the communication between multiple CAB servers i.e. between the host and remote CAB domains. The communication is necessary to support operations such as Contact Search, Contact Share and Contact Subscription in the remote CAB domain.
Change 4:  CAB Message Flows

5.4 CAB Flows

5.4.1 Contact Information Synchronization


Step 1: The user modifies the local contact data (i.e. PCC or Address book data) on the device
Step 2: As a result, the CAB Client invokes synchronization of the local data with the network (i.e. DS Manager) using the OMA DS protocol.

Step 3: The DS Manager subsequently stores the updated data from the CAB Client in the XDMS using standard XDM interfaces.
Step 4: Data modifications occur within the network (for e.g. data has been updated from one of the CAB User’s other device, data changes as a result of Subscription data).

Step 5: The updates from the XDMS is notified to the DS Manager through standard XDM interfaces via the XDM Client.

Step 6: Subsequently, the DS Manager notifies the CAB Client to initiate synchronization using the server-alerted sync method.
5.4.2 Contact Subscription


Step 1: The user makes a “Contact Subscription” request to one or more users of the network-based address book system. Based on the user request, the CAB Client formulates a HTTP POST request to the server including the Contact Subscription XML payload.
Step 2: Once the server receives this request, it is processed and if successful an HTTP OK status is sent in response. 

Step 3: In response to the Contact Subscription request the CAB Server (Contact Subscription Function within the CAB Server) makes a SIP: SUBSCRIBE request to the subscribed user’s PCC located in the PCC XDMS. This is handled using the CAB XDMC in the CAB Server.

Step 4: Upon subscribed user’s policies or authorization rules, the PCC information or its updates is pushed (via a SIP: NOTIFY) to the CAB Server. 

Step 5: Based on this notification, the server process stores the updates to the subscribed user’s information in the CAB user’s address book data storage. 

Step 6: Subsequently, the data in the address book storage is synchronized with the user’s device(s). Synchronization is performed through an OMA DS server-alerted sync wherein the DS server sends a notification to user’s device to initiate synchronization.

5.4.3 Contact Search


Step 1: The user makes a simple keyword “Contact Search” request to the server to obtain the matching results of the contact information at the server. Based on this request, the CAB Client makes an HTTP POST request to the CAB server including the Contact Search XML payload. The contact information accessible at the server can include the PCC information of all the CAB users, CAB User’s own address book data, and any external directories that the service provider wishes to expose to the search request (for e.g. Yellow pages).. 
Step 2: Upon receiving this request, the CAB Server (Contact Search Function within the CAB Server) processing the search request and forwards the search to appropriate entities on the network


Step 2a: A search request is made to the local and remote XDMSs (i.e. PCC, Address Book XDMSs)


Step 2b: Search response is received from the XDMSs


Step 2c: A search request is made to external directories made available by the service providers (e.g. yellow pages)

Step 2d: Search response is received from external directories

Step 3: The results from multiple search responses are composed and formatted

Step 4: The final list of results are sent back to the CAB Client with a HTTP OK response and the payload including the search results.
5.4.4 Contact Share


Step 1: The CAB user makes a PCC “Contact Share” request to one or more users (either CAB or non-CAB users). Based on the CAB user’s request, the CAB client formulates a HTTP POST request to the CAB server including the Contact Share XML payload.
Step 2: Once the CAB Server receives this request it is processed and if successful a HTTP OK status is sent back in the response to the CAB Client.

Step 3: Subsequently, the CAB server (Contact Share Function within the CAB Server) retrieves the PCC data from the PCC XDMS and delivers the PCC data of the user to the recipient as requested by the CAB User. If the recipient is a legacy user, the contact information is encoded in legacy format and sent via messaging scheme e.g. Email, SMS, and MMS. Otherwise the contact information is delivered internally within the CAB system for e.g. stored directly in the address book of the recipient.

Step 4: The CAB User makes both a PCC and Contact Entry “Contact Share” request to one or more users of the network-based address book system. Based on the user request, the client formulates a HTTP POST request to the server including the Contact Share XML payload.
Step 5: Once the server receives this request it is processed and if successful a HTTP OK status is sent in the response back to the CAB Client.

Step 6: Subsequently, the CAB Server (Contact Share Function within the Server) delivers the PCC data of the user (by retrieving the PCC data from the PCC XDMS) and the requested Contact Entry data to the recipient as requested by the CAB User. If the recipient is a legacy user, the contact information is encoded in legacy format and sent via messaging scheme e.g. Email, SMS, and MMS. Otherwise the contact information is delivered internally within the CAB system for e.g. stored directly in the address book of the recipient.

5.4.5 Interaction with Legacy Address Book Systems



Step 1: The CAB user makes an “import legacy AB” request to legacy AB of interest. Based on the user’s request, the CAB Client formulates a HTTP POST request to the server including the ‘ImportLegacyAB’ XML payload.

Step 2: Once the CAB Server receives this request it is processed and if successful a HTTP OK status is sent in the response back to the client.

Step 3: Subsequently, the CAB Server (Interworking Function within the CAB Server) on behalf of the CAB User requests the 3rd party address book system for access to the CAB User’s legacy address book data, by supplying the necessary user credentials.

Step 4: Upon obtaining the access, the CAB Server retrieves/receives the legacy address book data of the CAB User from the 3rd party address book system.

Step 5:  The CAB Server then stores the imported AB into the CAB User’s Converged Address Book, after necessary data format conversion, and conflict resolution, if any.
Step 6: The data in the CAB address book storage is then subsequently synchronized with the CAB User’s device(s). Synchronization is performed through a server-alerted sync method wherein the DS Server sends a notification to CAB User’s device to initiate synchronization.
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