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1 Reason for Contribution

This contribution provides clarifications and issues of new CAB protocol between CAB Client and CAB Server. Where as the OMA-MWG-CAB-2008-0082R02 Overlap_New_Protocol_Issues.doc Input Contribution provides an analysis of the new CAB protocol with respect to the XDM Enabler, and how it impacted.
2 Summary of Contribution

The INP95R01 disclose the basic operation of the protocol. However, it failed to disclosure the complexity of the protocol to support CAB requirements.
A) Background information
For ease of discussion, the following paragraphs are from the  [OMA-MWG-CAB-2008-0095R01-INP_Additional_details_of_CAB_01_interface_in_Solution___1]

Overview of CAB-01 interface:

Solution #1 proposes to address these above functions with the definition of a CAB-01 interface between the CAB Client and CAB Server functional components. 


Figure: Illustration of CAB-01 interface

The underlying protocol for this interface is standard HTTP protocol. The decision to re-use a standard HTTP protocol is based on the following example benefits:

· Widely supported and implemented by all mobile devices.

· Allows the re-use of standard HTTP authentication mechanisms (for e.g. HTTPS, DIGEST)

· Ease of deployment i.e. lower barrier to entry

· Integration with Web 2.0 and Mobile Widget platforms and services

· Supports “thin” mobile client paradigm

The primary role of this interface is to carry CAB user/device requests from the CAB Client to the CAB Server to address the above mentioned functions.

For details on the complete Solution #1 architecture proposal, please see OMA-MWG-CAB-2008-0061R01-CR_CAB_Architecture_Proposal.

In order to carry these requests from the user/device to the network entity over HTTP it is essential to define a payload format. In this proposal we recommend to use XML payload in order to be extensible and interoperable with other XML technologies. It is also essential to define an associated MIME type and a XML schema for the payload containing data corresponding to the requests.

3 Detailed Proposal

The INP#95R01 failed to explain the CAB Server operations of the new CAB protocol, Contact subscription request, cancellation, termination and query, interact with legacy address book, and search request.
1) Issue #1, CAB Server Operation and new CAB Protocol:   The INP#95R01 is very misleading of explaining how the CAB Protocol works.  The INP#95R01 recommends using HTTP POST and some piece of XML as payload with each specific content type.  The HTTP POST is the preferred HTTP method for carrying scripts/user-input to a server application for execution. The HTTP POST really means to use HTTP as a tunnel for some other protocol. In all the examples from INP#95R01, the HTTP POST message carries a piece of XML and the server "magically" executes some logic based on the presence of an XML data.   In order to use HTTP POST, one has to define a complete protocol, syntax and semantics carried by the method, and CAB Server operation.  These operations include CAB Client submission request processing, result notifications, Contact Subscription request cancellation, termination and request query, etc.  It is very misleading to the reader that the piece of XML without any logic will do the job.  
a) CAB Client submission request processing:  Upon receiving the CAB Client request (HTTP), the CAB Server processes the request to determine either accept or reject the request. If the request message is accepted and can be executed in accordance with CAB Server and User policies.  The request result notification, if the request is accepted and the CAB Client has requested delivery notification.
b) Message Handling: The CAB Server requires transforming entity and header transformation, HTTP specific transformation,
c) Data Handling: The device needing to understand the data and data model received from the network.   Also, the CAB Server (network) needs to know the data model of both ends (e.g. UE and XDMs), local storage of data.  And, same as true at the UE side.  Thus, an additional complexity still there with new protocol.
d) Message state Handling: For each request submission for which errors are encountered in the step a, b, c, or for which it is apparent that successful message execution is not possible.  The CAB Server may have to propagate these states information to the CAB Client. For example, transformation-error and pending, etc.
e) PCC local storage and handling:  Now, the CAB Server has to maintain and store a local copy of the Personal Contact Card for each user.  This requires the CAB Server to perform message handling and data handling on the XDM side of the CAB Server (SIP SUB/NOT) and translate notification message, store and sync to the device.  This is additional complexity.

f) Contact Subscription storage and handling: Requires storage management mechanism at the CAB Server to track and maintain the subscription list.

2) Issue #2, Contact Subscription Request, Cancellation, Termination, and Query: In the case of contact subscription request, if the CAB Client wishes to cancel it contact subscription request, what is the message request/response, and CAB Server Operation? What happens if the subscription is terminated from the CAB Server? How does the CAB Client know what the latest subscription list is?  
3) Issue #3, Interact with Legacy Address Book:  The INP#95R01 indicated that user would provide or know the detail information of the 3rd address book system and requires user to disclose password of the 3rd party address book system to another service provider.  Also, it assume there is a standardize interface to all 3rd party address book.
4) Issue #4, Search Request: The INP#95R01 is very simplified proposal.  It only recommends a keyword search.  What about logical expression? How to identify the data that needs to be searched (.e.g. search for John Doe in Czech and not whole world)? What should be the output of the search (phone number, mailing address, etc)?
5) Issue #5, Contact Status and Notification: The new protocol does not support CAB Server initiated session or notification.  The new protocol depends on either OMA WAP Push, and/or OMA DS Notification Framework to carry the CAB information. The OMA WAP Push has it own limitation such as it can not support non-cellular device (no SMS), or UDP Push. And, it requires a new WAP Push Application ID. This means, all existing device MUST get software upgrade.  
6) Issue #6, Vertical (silo) approach [INP#91]: This issue was discussed during one of the CAB conference call. The following text below is from INP#91, where the red text is from Nokia & NSN Input Paper #82, RIM response start with header [RIM Response], 
[INP#82]

XDM is an established horizontal enabler, already used by PoC, SIMPLE IM, and SIMPLE Presence. CPM is also planning to use XDM Client. Vendors and operators would also like to reuse XDM Client for other enablers.  For all these services, a terminal will host an XDM Client no matter what. By having this new way of using XDM, as proposed by INP#57 and CR#61R01, we essentially adopt a vertical (silo) approach for CAB. This adds unnecessary complexity to the terminal architecture, as it now has to support both horizontal and vertical approaches. 
[RIM Response:]
We strongly disagree with statements above. First of all, we are making a very BIG assumption that XDM Client will be readily available in the UE for supporting the enablers listed above. This is not true, and in fact we have not identified any dependency on any of these enablers in CAB in order to have XDMC on the UE.

[NSN comment] The RIM’s response was not properly address.  It is clear that from PoC, SIMPLE IM, and SIMPLE Presence and CPM ADs Enablers are planning to use XDM Client on the UE.  For the sake of discussion, the following CPM architecture figure shows XDM Client on the UE.
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[INP#82]

The CAB Enabler architecture based on a new UNI protocol will need to provide solutions for functions that are already common to most of the Enablers such as authentication, registration and routing. Being tailored for CAB and CAB’s new UNI protocol, the vertical CAB solution has no reusability and future benefit for new Enablers.
This goes against on-going OMA efforts to produce and identify horizontal enablers that allow common functionality to be further reused rather than re-worked in a silo approach for each new work item. 

[RIM Response:]

The definition of a new interface between the CAB client and server is not a “silo” approach. Other enablers can still use CAB functionality both at the client and the network if we expose the right interfaces towards them.
[NSN comment] 
XDM and SIP/IP Core already exposed the right interface on the client and network. Why do we have to reinvent the wheel?
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

In summary, the above section pointed out many technical issues related to a new CAB-01 protocol to support the XDM Client in the network.  Also, the INP#118 shows that there no clear benefit and technical justification to create a new CAB-01 protocol to support XDM Client on the network.
The INP#118 shows that there is no evidence problem of having XDM Client on the UE, as stated by the PAG WG.

Also, the INP#82R02 shows that the new CAB-01 protocol is overlap with the XDM Enabler and it impact the XDM-1, XDM3, and XDM-5 reference points.
Finally, there is no clear benefit and justification of why OMA and the industry must develop a new protocol, and testing another protocol.  It has cost the CAB AHG approximately 3-4 months of delay waiting for detail technical data to support these claims.  It is important to make this a decision of where the XDM Client should be on the UE or network.

Therefore, based on the INP82R02, INP#116, INP#118, the author recommends CAB AHG adopt an architecture solution, where the CAB enabler utilizes a XDM Client on the UE.
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