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1 Reason for Contribution

The purpose of this contribution is to identify which of the CAB requirement can either satisfied by XDM2.0 and/or XDM2.1.

The result of the discussion can be use as an input paper to XDM2.1 requirement discussion.
2 Summary of Contribution

The author performs this analysis based on the INP# OMA-MWG-CAB-2008-0147-INP_PAG_feedback_on_CAB_architecture_proposals (CAB_reqs_mapped_to_PAG_enabler_functionality.doc) with the assumption that CAB Enabler supporting non-SIP devices (e.g. non-SIP sub/not).
3 Detailed Proposal

5. Requirements
(Normative)

5.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release
	Assignment

	CAB-HLF-001
	The CAB Enabler SHALL provide a network based address book for the CAB User.
	CAB V1.0
	XDM2.0/2.1 (depending on the owner of the XDMS)

	CAB-HLF-002
	The CAB Enabler SHALL define Contact Entry and Personal Contact Card which include contact information such as:

· Full name (e.g. title, first, middle, last and suffix)

· Display name: An optional descriptive name suggested by the user to identify him/herself (e.g. nickname)

· Addressing identifiers (e.g. CPM Address [CPM], instant messaging address, email address, phone number, SIP address, presence subscription address, gaming user identifier…)

· Basic personal data (e.g. birth date, description, gender, height, home address) 

· Extended personal data (e.g. areas of expertise, avatars data, hobbies, interests, photo or video data, title)

· Web resources (e.g. homepage URL, weblog URL, publications URL)

· Organisational data (e.g. business category, department name, job title, alternative contact or agent)
	CAB V1.0
	XDM 2.1

Potential joint work between CAB & PAG: to enhance the existing Share Profile XDMS

	CAB-HLF-003
	The CAB Enabler SHALL support list resources (i.e. list URI) in the Converged Address Book.
	CAB V1.0
	XDM2.0/2.1

	CAB-HLF-004
	The CAB Enabler SHALL allow the CAB User to manage (e.g.  add/change/delete Contact Entries in his/her Converged Address Book. 
	CAB V1.0
	XDM2.0

	CAB-HLF-005
	The CAB Enabler SHALL, according to the CAB User’s preferences and/or service provider's policy, be able to either automatically or by request keep up-to-date all information of the address books of all the CAB-enabled registered devices of a CAB. 
	CAB V1.0
	XDM2.0/2.1

Depends on SIP/non-SIP solution.
If CAB is required in a non-SIP device, a non-SIP subscription & notification mechanism must be defined by PAG.  Requiring both subscription and notification function at the device.

	CAB-HLF-006
	The CAB Enabler SHALL support named lists of Contact Entries which can be managed (i.e. created, deleted, edited) by Authorized Principals.
	CAB V1.0
	XDM2.0/2.1
Depending on who defines address book XDMS

	CAB-HLF-007
	The CAB Enabler SHALL permit a Contact Entry to appear in any number of named lists.
	CAB V1.0
	XDM2.0/2.1
Depending on who defines address book XDMS

	CAB-HLF-008
	The CAB Enabler SHALL support a mechanism for the CAB User to manage access and modification rights to all or a subset of the contact information stored in his/her Converged Address Book and/or Personal Contact Card to an Authorized Principal.
	CAB V1.0
	XDM2.1:

Requiring network element such as OMA DS to have access and modification rights.

	CAB-HLF-009
	The CAB MAY support one address book per CPM Address of the CPM User
	DELETED 
	

	CAB-HLF-010
	The CAB Enabler SHALL be able to receive contact information in vCard format. 
	CAB V1.0


	

	CAB-HLF-011
	The CAB Enabler MAY be able to receive contact information in Legacy Formats other than vCard based on user settings. 
	CAB V1.0
	

	CAB-HLF-012
	The CAB Enabler SHALL be able to notify a CAB User (e.g. User A) when another CAB User (e.g. User B) added him/her (A) to his/her (B) contacts , based on CAB User preferences (A and B) and service provider policy.
	CAB V 1.0
	XDM2.0/2.1

Depends on SIP/non-SIP solution.

If CAB is required in a non-SIP device, a non-SIP subscription & notification mechanism must be defined by PAG.  Requiring both subscription and notification function at the device.  

	CAB-HLF-013
	The CAB Enabler SHALL be able to notify a CAB User (e.g. User A) when one of his/her contacts becomes a CAB User (e.g. User B), based on CAB User preferences (Users A and B) and service provider policy.
	CAB V 1.0
	XDM2.0/2.1

Depends on SIP/non-SIP solution.
If CAB is required in a non-SIP device, a non-SIP subscription & notification mechanism must be defined by PAG.  Requiring both subscription and notification function at the device.

	CAB-HLF-014
	The CAB Enabler SHALL allow a CAB User to manage (e.g. modify, delete, access, keep up to date) a local subset of the Converged Address Book (which is resident in the network) on a registered device.
	CAB V1.0
	

	CAB-HLF-015
	The CAB Enabler SHALL allow a CAB User to retrieve from the network contact information that was previously removed from the device. 
	CAB V1.0
	

	CAB-HLF-016
	The CAB Enabler SHALL be able to provide a CAB User with the CAB status  information (e.g. CAB or legacy contact, pending authorisation, corresponding CAB provider, source of contact data, …) of each of his/her contacts, based on contact’s preference and service provider policy.
	CAB V1.0
	XDM2.1

If CAB is required in a non-SIP device, a non-SIP subscription & notification mechanism must be defined by PAG.  Requiring notification function at the device. Moreover, a dedicated XDMS might be required.

	CAB-HLF-017
	The CAB Enabler SHALL expose to other Enablers (e.g. Messaging enabler, CPM Enabler) an interface to obtain CAB information related to CAB User's contacts, subject to user authorization and/or service provider policies.
	CAB V1.0
	XDM 2.1
Typically, an XDMS provide interface for both read and write operation, while we need a restricted interface with only read operation.


Table 2: High-Level Functional Requirements

5.1.1 Security

	Label
	Description
	Enabler Release
	Assignment

	CAB-SEC-001
	The CAB Enabler SHALL use a secure environment for use in the exchange of data between the user device and the network elements of the CAB system.
	CAB V1.0
	XDM2.0

	CAB-SEC-002
	The CAB Enabler SHALL use a secure environment for use in exchange of data between CAB systems (e.g. between service providers).
	CAB V1.0
	XDM2.0


Table 3: High-Level Functional Requirements – Security Items

5.2.1.1 Authentication

	Label
	Description
	Enabler Release
	Assignment

	CAB-AUC-001
	The CAB Enabler SHALL support a Principal to be authenticated by the CAB service provider domain.
	CAB V1.0
	XDM2.0

	CAB-AUC-002


	The CAB Enabler SHALL support a Principal to authenticate the CAB service provider domain.
	CAB V1.0
	XDM2.0

	CAB-AUC-003
	The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	CAB V1.0
	XDM2.0

	CAB-AUC-004
	The CAB Enabler MAY leverage the authentication capabilities of the underlying IP network to allow a Principal to authenticate the service provider domain.
	CAB V1.0
	


Table 4: High-Level Functional Requirements – Authentication Items

5.2.1.2 Authorization

	Label
	Description
	Enabler Release
	Assignment

	CAB-AUT-001
	The CAB Enabler SHALL support a means to prevent unauthorized access to a CAB User’s related information stored on their reported stolen or lost mobile device.
	CAB V1.0
	

	CAB-AUT-002
	The CAB Enabler SHALL prevent unauthorized access to CAB User’s related information stored in the network.
	CAB V1.0
	XDM2.1
Shared Policy XDMS might need an update.

	CAB-AUT-003
	The CAB Enabler SHALL allow the CAB User to manage authorisation rules that allow others to obtain information from the Published Contact Card (e.g. to satisfy Contact Subscriptions, contact searches).
	CAB V1.0
	XDM2.1
Shared Policy XDMS might need an update.

	CAB-AUT-004
	The CAB Enabler SHALL allow the CAB User to manage default authorization rule to be applied to any users that are not explicitly identified within the authorization rules.
	CAB V1.0
	XDM2.1
Shared Policy XDMS might need an update.


Table 5: High-Level Functional Requirements – Authorization Items

5.2.1.3 Data Integrity

	Label
	Description
	Enabler Release

	CAB-INT-001
	The CAB Enabler SHALL ensure data integrity of the CAB data within the CAB environment.
	CAB V1.0


Table 6: High-Level Functional Requirements – Data Integrity Items

5.1.2 Charging
	Label
	Description
	Enabler Release

	CAB-CHRG-001
	The CAB Enabler MAY define a set of charging events usable in various business models.  
	CAB V1.0


Table 7: High-Level Functional Requirements – Charging Items

5.1.3 Administration and Configuration
	Label
	Description
	Enabler Release

	CAB-CFG-001
	The CAB Enabler SHALL define CAB specific configuration support to permit remote configuration activities of user devices.  
	CAB V1.0


Table 8: High-Level Functional Requirements – Administration and Configuration Items

5.1.4 Interoperability
	Label
	Description
	Enabler Release
	

	CAB-IOT-001
	The CAB Enabler SHALL support interoperation between service providers.
	CAB V1.0
	XDM2.0


Table 9: High-Level Functional Requirements – Interoperability Items

5.1.5 Lawful Interception

NOTE:  The capability to intercept CAB telecommunications traffic and related information is always implemented in accordance with national or regional (e.g. European Union) laws or technical regulations applicable to the service provider. Nothing in these requirements, including the definitions, is intended to supplant such applicable laws or regulations. 

	Label
	Description
	Enabler Release

	CAB-LI-001
	The CAB Enabler SHALL allow mechanisms to unobtrusively monitor and report any CAB activity associated with a CAB User when required by a lawful authority. 
	CAB V1.0

	CAB-LI-002
	The CAB Enabler SHALL support access of CAB data (Personal Contact Card, Contact Entries, etc.) when required by a lawful authority.
	CAB V1.0

	CAB-LI-003
	When supporting a lawful interception request, the CAB Enabler SHALL be able to provide the available CAB information regardless of the privacy settings set by intercepted CAB Users on their CAB related information.
	CAB V1.0

	CAB-LI-004
	Available and applicable underlying network (e.g. SIP/IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible (e.g. re-use of 3GPP/3GPP2 lawful interception in case of 3GPP/3GPP2 IMS and/or other national or regional technical specifications).
	CAB V1.0


Table 10: High-Level Functional Requirements – Lawful Interception Items

5.1.6 Presence

	Label
	Description
	Enabler Release

	CAB-PRS-001
	If Presence Information is available, the CAB Enabler SHALL be able to use that information to enhance the user experience.
	CAB V1.0


Table 11:High-Level Functional Requirements – Presence Items

5.2 Personal Contact Card Requirements

	Label
	Description
	Enabler Release
	Assignment

	CAB- VIEW-001
	The CAB Enabler SHALL allow the CAB User to manage (e.g. add/change/delete) his/her Personal Contact Card information.
	CAB V1.0
	XDM2.0

However, definition of PCC XDMS may need XDM 2.1, if Shared Profile is extended.

	CAB-VIEW-002
	The CAB Enabler SHALL allow a CAB User to manage (e.g. create, delete, modify, name) Contact Views of their Personal Contact Card and select the fields that are associated with each Contact View.
	CAB V1.0
	XDM2.0

See above

	CAB-VIEW-003
	The CAB Enabler SHALL allow a CAB User to associate specific fields in his/her Personal Contact Card to more than one Contact View.
	CAB V1.0
	XDM2.0

See above

	CAB-VIEW-004
	The CAB Enabler SHALL permit a CAB User to select the Contact View(s) to be provided to a user requesting Personal Contact Card information.
	CAB V1.0
	XDM2.1

	CAB-VIEW-005
	The CAB Enabler SHOULD allow the service provider to provide a set of  Contact Views, each with their associated default set of fields, for use and personalization by each CAB User, subject to service provider policies.
	CAB V1.0
	

	CAB-VIEW-006
	The CAB Enabler SHALL produce contact information, for distribution to others, by including only fields from the Personal Contact Card that are selected in the associated Contact View with the user making the request.
	CAB V1.0
	XDM2.1

	CAB-VIEW-007
	The CAB Enabler SHALL utilize a CAB-common data format for providing Personal Contact Card information derived from a Contact View to requests generated from CAB Systems.
	CAB V1.0
	

	CAB-VIEW-008
	The CAB Enabler MAY provide contact information from the Personal Contact Card in a requested data format (e.g., vCard format, web page).
	CAB V1.0
	

	CAB-VIEW-009
	The CAB Enabler SHOULD provide a CAB User with the possibility to set the ‘Display name’ field with a different value per Contact View.
	CAB V1.0
	XDM2.0/2.1
Depending on who defines PCC XDMS (if Shared Profile is extended, it should be XDM 2.1)


Table 12: Contact Views Requirements

5.3 Contact Subscription Requirements

	Label
	Description
	Enabler Release
	Assignment

	CAB-SUBS-001
	The CAB Enabler SHALL support a mechanism by which other users obtain a Contact Subscription to the Published Contact Card information of a CAB User based on Service Provider policies.
	CAB V1.0
	For SIP based, XDM2.0

For non-SIP based,

XDM2.1

Requirement to be considered while creating non-SIP subscription & notification

	CAB-SUBS-002
	The CAB Enabler SHALL allow a CAB User to invite other CAB users to subscribe to his/her Published Contact Card information based on service provider’s policy.
	CAB V1.0
	For SIP and non-SIP based,

XDM2.1

Requirement to be considered while creating non-SIP subscription & notification

	CAB-SUBS-003
	The CAB Enabler SHALL provide a means to notify a CAB User about a request for a Contact Subscription, based on user preferences and service provider policy.
	CAB V1.0
	For SIP and non-SIP based,

XDM2.1

Requirement to be considered while creating non-SIP subscription & notification

	CAB-SUBS-004
	The CAB Enabler SHALL have the capability to generate notifications for active Contact Subscriptions to subscribing users, associated with Published Contact Card activity when any of the following occur: the value of an attribute in the Contact View changes, an attribute is added or removed from a Contact View or the CAB User`s authorisation rules changes with regards to the subscribing user (e.g. change in the Contact View).
	CAB V1.0
	For SIP based, XDM2.0

For non-SIP based,

XDM2.1

Requirement to be considered while creating non-SIP subscription & notification

	CAB-SUBS-005
	The CAB Enabler SHALL provide notification to an authorized CAB User when changes occur to Published Contact Card information for which the CAB User has a Contact Subscription, based on CAB User preferences and service provider policy.
	CAB V1.0
	For SIP based, XDM2.0

For non-SIP based,

XDM2.1

Requirement to be considered while creating non-SIP subscription & notification

	CAB-SUBS-006
	The CAB Enabler SHALL update the CAB User’s address book with contact information from Contact Subscriptions, based on the CAB User preferences. 
	CAB V1.0
	

	CAB-SUBS-007
	The CAB Enabler SHALL be able to combine information from the Contact Subscriptions with the information that the CAB User customizes about the associated contacts.
	CAB V1.0
	


Table 13: Contact Subscription Requirements

5.4 Contact Search Requirements

	Label
	Description
	Enabler Release
	Assignment

	CAB-SRCH-001
	The CAB Enabler SHALL provide a mechanism to search for information from Personal Contact Cards, subject to CAB users authorization rules and service provider policies. 
	CAB V1.0
	XDM2.0

	CAB-SRCH-002
	The CAB Enabler SHALL support searches between different service provider domains on behalf of CAB Users, subject to CAB User authorization rules and service provider policies.
	CAB V1.0
	XDM2.0

	CAB-SRCH-003
	The CAB Enabler SHALL support searching a service provider defined network directories (company directory, white page phone book or yellow page phone book etc.) based on service provider policies. 
	CAB V1.0
	XDM2.0 [XDM2.1(?)] and CAB IWF

	CAB-SRCH-004
	The CAB Enabler SHALL provide a mechanism to match an incomplete contact information provided by an end-user based on the network directories information supported by service providers. If matching gives more than one result, the end-user would be provided with a list of results.
	CAB V1.0
	

	CAB-SRCH-005
	The CAB Enabler SHALL support a mechanism to allow a CAB User to include the search results into his/her CAB address book
	CAB V1.0
	


Table 14: Contact Search Requirements

5.5 Contact Share Requirements

	Label
	Description
	Enabler Release
	Assignment

	CAB-SHR-001
	The CAB Enabler SHALL support a CAB User to Contact Share all or part of any Contact Entry in the CAB User’s Converged Address Book, subject to the service provider policy.
	CAB V1.0
	XDM2.1 (?)
One option to use XDM2.1 Forward solution



	CAB-SHR-002
	The CAB Enabler SHALL allow the CAB User to Contact Share his/her Personal Contact Card information (either completely or partially), subject to the service provider policy.
	
	 XDM2.1 (?)

One option to use XDM2.1 Forward solution

	CAB-SHR-003
	The CAB Enabler SHALL be able to deliver within the CAB environment the information that is Contact Shared with other CAB Users
	CAB V1.0
	 XDM2.1 (?)

One option to use XDM2.1 Forward solution

	CAB-SHR-004
	The CAB Enabler SHALL be able to Contact Share with other users via the submission of a message with the contact information attached in a Legacy Format.
	CAB V1.0
	

	CAB-SHR-005
	The CAB Enabler SHALL allow a CAB User to establish disposition rules for the handling of Contact Shared information, based on service provider policy.
	CAB V1.0
	XDM2.1


Table 15: Sharing contact information Requirements

5.6 Interworking Requirements

	Label
	Description
	Enabler Release

	CAB-IWG-001
	The CAB Enabler SHALL allow a CAB User to import contact information via CAB standardized data structure and file type subject to service provider policy.
	CAB V1.0

	CAB-IWG-002
	The CAB Enabler SHALL provide an interworking framework that provides the necessary mechanisms to exchange data with 3rd party address book systems.
	CAB V1.0

	CAB-IWG-003
	The CAB Enabler SHALL have the capability to convey contact information in vCard Legacy Format(s).
	CAB V1.0

	CAB-IWG-004
	The CAB Enabler MAY have the capability to convey contact information in other than vCard Legacy Format(s).
	CAB V1.0


Table 16: Interworking Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

1. Agreed on the CAB requirements that marked as either XDM2.0 and/or XDM2.1.

2. Agreed to forward these requirements to PAG and have joint discussion.
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