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1 Reason for Change

Address the following comments against the CAB AD:
	A02056 
	2009.03.08
	T
	5.3.1.1
	Source: Acision

Form: ARC doc #0062

Comment: I’m sure the CAB Client provides a lot more functionality then what is described here, judged by the contents of the CAB RD.

Proposed Change: Describe the full set of functionalities provided by the CAB Client.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02057 
	2009.03.08
	T
	5.3.1.1


	Source: Acision

Form: ARC doc #0062

Comment: I’m sure the CAB Server provides a lot more functionality then what is described here, judged by the contents of the CAB RD.

Proposed Change: Describe the full set of functionalities provided by the CAB Client.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint. 


	A02058 
	2009.03.08
	T
	5.3.1.1
	Source: Tom Hiller, ALU

Form: ARC DOC #0060
Comment:   The XDM functions listed here are not exhaustive --- XDM provides authentication, authorization, etc.  So there should be a "such as", or e.g.,.  

We have not defined a "network repository", but rather, a CAB XDMS. And there should be no need to mention DS needs support from a client. However, the DS Client in the CAB Client does rely on the CAB Server, which includes the DS Server in the CAB Server, to do this.  Also, XDM operates on XDM documents, which happen to be XML based.  
Proposed Change: 

The CAB Client provides the following functions:

· Perform mutual authentication, allow management (e.g. add, delete, modify) and synchronization of the Converged Address Book  with the stored in the network repository CAB XDMS. This functionality is based on embedded OMA DS [OMA DS] support within the CAB Server.  This functionality is based on [OMA DS] with the support of OMA DS Client.   
· Provide XDM Client functions as specified in [OMA XDM], such as for document management, search, document change subscriptions and notifications for CAB XML XDM documents 

	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02059 
	2009.03.08
	T
	5.3.1.1
	Source: Thinh Nguyenphu, NSN

Form: ARC Doc #0059
Comment:

The bullets are not clear of the mutual authentication end point. “Perform mutual authentication” – who with whom?

And, the usage of “Converged Address Book with the network repository” is not consistence with the usage of “Address Book XDMS”.

“…synchronization of the Converged Address Book with the network repository…” – so CAB is an entity of the client? What is the “network repository”?

Provide XDM Client functions” – so it is really the CAB client that implements XDMC???

Per OMA DS WG recommendation (OMA-MWG-CAB-2008-0126R01-INP_DS_CAB_Socialization.zip), two parallel paths accessing network-based address book repository is problem.

Proposed Change: 

OLD TEXT:

· Perform mutual authentication, allow management (e.g. add, delete, modify) and synchronization of the Converged Address Book with the network repository. This functionality is based on [OMA DS] with the support of OMA DS Client.

· Provide XDM Client functions as specified in [OMA XDM] for document management, search, subscriptions and notifications for CAB XML documents 

NEW TEXT:

· Perform mutual authentication between CAB Client and CAB Server, as specified in on the [OMA DS], with the support of OMA DS Client.

· Performs management (e.g. add, delete, modify) and synchronization of the network-based address book repository, as specified in [OMA DS], with the support of OMA DS Client.

· Performs PCC, CAB User Preference, CAB User Policy XML documents management (e.g. add, delete, modify), searching Published Contact Card, and subscription and notification of PCC, CAB User Preference and CAB User Policy XML documents, as specified in [OMA XDM], with the support of XDM Client.

· Performs mutual authentication between CAB Client and network, as specified in [OMA XDM], with the support of XDM Client.

	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02060 
	2009-03-05
	E
	5.3.1.1
	Source: Jerry Shih, ATT

Form: ARC Doc #0058

Comment: missing function

Proposed Change: 

Change the following text as marked:

· Provide XDM Client functions as specified in [OMA XDM] for document management, search, contact share, subscriptions and notifications for CAB XML documents 


	Status: CLOSED
[2009.03.13 email]

Resolution assigned to Sprint.


	A02061 
	2009.03.06
	T
	5.3.1.1


	Source: Ericsson

Form: RC doc: ARC-0057

Comment: The CAB Client description should be clarified that it ‘reuses’ the DS and XDM clients rather than includes new ones.

This avoids deployments of multiple DS and XDM clients on the same device or network entity.

Proposed Change: 

The CAB Client provides the following functions:

· Perform mutual authentication, allow management (e.g. add, delete, modify) and synchronization of the Converged Address Book with the network repository. This functionality is based on reuse of [OMA DS] with the support of OMA DS Client.

· Provide Reuses the XDM Client functions as specified in [OMA XDM] for document management, search, subscriptions and notifications for CAB XML documents
	Status: OPEN 

[2009.03.10 email]

Resolution assigned to Sprint.


	A02062 
	2009.03.06
	T
	5.3.1.1
	Source: Ericsson

Form: RC doc: ARC-0057

Comment: Clarify that OMA DS does not provide data management but data synchronization. 

Proposed Change: 

The CAB Client provides the following functions:

· Perform mutual authentication, allow management (e.g. add, delete, modify) and synchronization of the Converged Address Book with the network repository. This functionality is based on reuse of [OMA DS] with the support of OMA DS Client.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02063 
	2009.03.03
	E/T
	5.3.1.1
	Source:  Orange

Form: ARC Doc #0056R01
Comment: This section which addresses CAB Client must contain normative statement (as other AD such as CPM AD and section related to CPM Client 5.3.1.1). 

Proposed Change: to use normative statement by changing 

The CAB Client provides the following functions:

· Perform …….

· Provide ……..

to 

The CAB Client SHALL be able to provide the following functions:

· Perform mutual authentication, allow management (e.g. add, delete, modify) and synchronization of the Converged Address Book with the network repository. This functionality is based on [OMA DS] with the support of OMA DS Client.

· Provide XDM Client functions as specified in [OMA XDM] for document management, search, subscriptions and notifications for CAB XML documents
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02064 
	2009.03.03
	
	5.3.1.1
	Source: Orange

Form: ARC Doc #0056R01
Comment: the use of XDM must be defined more precisely because OMA DS also means  "management"

Proposed Change: to use more accurate statement by changing 

Provide XDM Client functions as specified in [OMA XDM] for document management, search, subscriptions and notifications for CAB XML documents

To

Provide XDM Client functions as specified in [OMA XDM] for document management (except for Address Book XML document), search, subscriptions and notifications for CAB XML documents


	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02065 
	2009.03.06
	T
	5.3.1.1
	Source: Nokia

Form: ARC Doc #0055
Comment: Describe in details the different XDM application usages the client may perform (e.g. User Policy, User preferences, etc.).

Proposed Change: Add missing details.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02066 
	2009.03.06
	T
	5.3.1.1
	Source: Samsung Electronics
Form: ARC Doc #0054
Comment: The descriptions are underspecified. Revise the descriptions such that one bullet has one functions. The functions here include: mutual authentication (as DS and XDMC), document management (AB, PCC, user preference, user access policy), information synch (AB), search (other users’ PCC), contact subscription (to specify the lists for CAB Server to subscribe), contact share (for the user’s PCC), notification of status information.  

These correspond to the functional descriptions from 1) to 6) in section 4. 

Proposed Change: 

	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02067 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: Security is not an intrinsic functionality of CAB
Proposed Change: remove “Perform mutual authentication”
	Status: CLOSE
[2009.03.10 email]

Resolution assigned to Sprint.


	A02068 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: allow management (e.g. add, delete, modify) is equal to synchronization, i.e. data elements are added, deleted, modified 

Proposed Change: remove this part of the sentence
	Status: CLOSED 
[2009.03.10 email]

Resolution assigned to Sprint.


	A02069 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: “synchronization of the Converged Address Book with the network repository” ( be more specific  

Proposed Change: The CAB Client synchronizes the Address Book on the device with the one in the network, i.e. CAB Address Book XML document 

The CAB Client sends synchronization messages using the CAB-1 interface.

The CAB Client receives synchronization messages via the CAB-2 interface.

The CAB Client receives Notifications of the CAB Server via the CAB-3 interface, e.g. to initiate a synchronization session. 
	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A02070 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: •
This functionality is based on [OMA DS] with the support of OMA DS Client.

Proposed Change: 

Remove this sentence, as OMA DS specifies a protocol only. This protocol is added in the interface section.


	Status: CLOSED 
[2009.03.10 email]

Resolution assigned to Sprint.


	A02071 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: I think the client has to do something with Contact Share as well

Proposed Change: 

Specify the client role in conjunction with Contact Share.


	Status: CLOSED 
[2009.03.10 email]

Resolution assigned to Sprint.


	A02072 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: I think the client has to do something with Contact Subscription as well

Proposed Change: 

Specify the client role in conjunction with Contact Subscription.


	Status: CLOSED 
[2009.03.10 email]

Resolution assigned to Sprint.


	A02073 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: I think the client has to do something with PCC as well

Proposed Change: 

Specify the client role in conjunction with PCC.


	Status: CLOSED 
[2009.03.10 email]

Resolution assigned to Sprint.


	A02074 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: I think the client has to do something with User Preferences as well

Proposed Change: 

Specify the client role in conjunction with User Preferences.


	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02075 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: I think the client has to do something with User Policy as well

Proposed Change: 

Specify the client role in conjunction with User Policy.


	Status: CLOSED 
[2009.03.10 email]

Resolution assigned to Sprint.


	A02076 
	2009.02.25
	T
	5.3.1.1
	Source: T-Mobile

Form: ARC Doc #0053

Comment: If interworking function is really part of the spec (what I do not believe), I think the client has to do something with interworking as well

Proposed Change: 

Specify the client role in conjunction with interworking function.


	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A02077 
	2009-03-02
	T
	5.3.1.1

(CAB Client)
	Source: RIM

Form: ARC Doc #0050
Comment: The second bullet seems to indicate that CAB Client is providing XDM functionality. It needs to be clarified. 

Proposed Change: Reword to the following which is consistent with the previous bullet on OMA DS.

“Supports document management, search, subscriptions and notifications for CAB XML documents. This functionality is based on [OMA XDM] with the support of OMA XDM Client.”


	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A02078 
	2009-03-02
	T
	5.3.1.1

(CAB Client)
	Source: RIM

Form: ARC Doc #0050
Comment: It is generally unclear which technologies are supported by the AD for data management and synchronization for different document types. We need to be very specific on what is allowed vs. not. And of course, the whole issue on which technology may be used in the case of SIP vs. non-SIP CAB Clients needs to be well-written.

Proposed Change: See # OMA-MWG-CAB-2009-0002R01-CR_XDM_1_Interface_in_CAB_AD for a possible proposal.


	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.


	A02079 
	2009-03-02
	T
	5.3.1.1

(CAB Client)
	Source: RIM

Form: ARC Doc #0050
Comment: The CAB Client description is not exhaustive i.e. it does not call out the essential features listed in Section 4 for example Contact Subscription, Contact Share, and Interaction with Legacy AB Systems. 

Proposed Change: Add the following new bullet to the CAB Client description.

“Supports CAB User’s requests for Contact Subscription, Contact Share, and Interaction with legacy address book systems operations. See Section 5.3.1.4.3 for additional information.”
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A02080 
	2009-03-08
	T
	5.3.1.1


	Source: Mike Parsel, Sprint Nextel

Form: ARC Doc #0063
Comment: The CAB client does not provides functions it supports functions   

Proposed Change: 
The CAB Client provides supports the following functions:
· Perform mMutual authentication, allow data management (e.g. add, delete, modify) and synchronization of the Converged Address Book with the network repository. This functionality is based on [OMA DS]. with the support of OMA DS Client.
· Provide XDM Client functions as specified in [OMA XDM] for dDocument management, search, subscriptions and notifications for CAB XML documents. This functionality is based on [OMA XDM]
  
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.



This section of the document should capture the intrinsic functions (based on requirements) the CAB client will perform/support.  The current text in this section does not capture the expected client side behaviour.  However, it does suggest dependencies which should be captured in the dependency section and/or in any related interface/reference point section which will be defined by the CAB enabler.

Original Text
The CAB Client provides the following functions:

· Perform mutual authentication, allow management (e.g. add, delete, modify) and synchronization of the Converged Address Book with the network repository. This functionality is based on [OMA DS] with the support of OMA DS Client.

· Provide XDM Client functions as specified in [OMA XDM] for document management, search, subscriptions and notifications for CAB XML documents 

ends
Remaining OPEN areas in the ADDR comments:

A0259, A0265, A0275 - CAB User Policy is not defined or detailed in the CAB requirements.  I find no requirement that would allow a CAB user to set service policy.  User policy seems to actually describing authorization rules/policy for access to Published Contact Card information (made available to others).  Address these comments..    
A0267 – CAB-AUC-001 and CAB-AUC-002 are very clear that both the Principal (An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities), and corresponding service domain component SHALL be authenticated.  The suggested text could be moved to the security section 5.4 and the comment reassigned if necessary.  Or the text is removed and the comments remain open until text is proposed that covers this activity in section 5.4.
A0269 – this comment should be addressed with section 5.3.2 comments and closed with A0431. 
A0276 – the expectation (in Helsinki RDRR meeting) was that the CAB server would handle interworking.  The user was not required to perform this function.  This comment should be closed No Action. 
A0277 & A0278 – These comments would be better covered in the dependency section and/or in the actual interface/reference points that will be defined by the CAB Enabler.  
General – XML document management should be described in the dependency section 5.1 and/or in the actual interface/reference points, and/or section describing the document that will be defined by the CAB Enabler. 
A0261 – Don’t think we can specify how a device will reuse existing clients.  This is an implementation issue.  Propose this comment be CLOSED no action.
Address the follow-on CAB client will not be standardized comment by Hauwei. 
Nokia Comments :

- I agree with you that the description should be based on the RD. However, we should go deeper, and repeating what is in the RD or the Introduction section of AD may not be enough (e.g., we can describe in terms of different XDMS as we know what are those - A265).

- The level of detail (you proposed) may be enough from process point of view, but I did not see the outcome of some lengthy discussion/debate we had for the last few months. If we loose those, I am afraid we have to go through the same chain again. I would really like to be as specific as possible in the AD to save time during the TS.

- I also think that the focus should be the interaction with networks. Local interaction and communication within the same device/entity is not important in terms of IOP.

- I think, the Policy means authorization rules.

- I think, it is a good idea to mention about address book format. Somehow we missed it, and we prefer to cover it, provided we can agree.

NSN Comments :

Action :

A-0265 – All that needs to be detailed in this section is the actual functions that is expected of the component being described.  XDM detail text sounds like a dependency.  Text like that should be stated in the dependency section or in a interface/reference point that is being defined by the CAB WG.    
The CAB Client resides in a Device. It is used to access network-based CAB functional components. Other functional components or supporting enabler clients in the Device may communicate or interact with the CAB Client.
[Thinh] What are  CAB functional components?  In CAB, there is only CAB Server, and XDMS(s). 
 

The CAB Client supports the following high level functions: 
         Client side CAB service logic execution

         Communication with the network-base CAB functional components.

         Communication internal to the Device with the supporting Enablers clients.
 

[Thinh]  What are the value of these above bullets with respect to the the CAB Client, CAB Server, and CAB XDMS(s)? 
 
The CPM Client SHALL allow the CAB User to perform the following client-side CAB service logic related functions:

         Manage a local subset of their associated network-based CAB Address Book repository

         Manage their PCC information

         Request and receive CAB status information 

         Initiate and respond to Contact Subscription, Contact Share and search interactions

         Manage their CAB User preference information
[Thinh] These bullets are already mentioned in the introduction as feature sets of the CAB enabler. 
 

The CAB Client SHALL be responsible for the following communication related functions:

         Generate and receive address book related requests and responses 

         Receive and process address book related notifications

         Perform mutual authentication between the CAB client and the CAB server

         Establish and maintain connection with the CAB Server or other CAB functional components

         Send and receive address book related contact information in vCard format
[Thinh] The CAB Client does not generate or receive request and response. Or performing mutual authentication.  Based on the security section, CAB enabler depends on the DS and XDM enabler.
 

The CAB Client SHALL be responsible for communicating with supporting Enabler Device client components (e.g. [OMA DS], [OMA XDM]).
[Thinh] This is not specific enough. There are too many parallel paths of communicating with the network.
Action:

This section need to cover the expectation of intrinsic functions of the CAB client.  

Generate and receive address book related requests and responses is covered in the bullet rewrites.  Delete this bullet
Removed the last sentence

Huawei Comments:

1. The CAB Client can reside anywhere, not just in a Device.  Delete the sentence.

2. Delete the last sentence of the first para about other functional components -- they are not restricted to the Device, and any component anywhere can interact with the CAB Client so the sentence has no useful content.

3. Reword the 3rd bullet in the first list to not reference the Device.

4. In list of communication related functions, delete the mutual auth bullet -- this is not handled by the CAB enabler but by the SEC enabler (or something else outside of CAB) 

5. Last sentence of change 2 -- will CAB define how the CAB client communicates with the other clients?  If not, then it is left to the implementation not the spec, so reword or delete the sentence.

Action:

Removed the intro section (addressed 1-3)

Not address until text is proposed in section 5.4
Removed the last sentence (addressed 5)
you are not defining/spec'ing the Client, and it is therefore not a part of the enabler, so I don't think thta the Client should be in the normative section.
A possible solution is to replace the CAB client solid line with a dashed line, replace the normative “SHALL” text with “is expected to” and add (Informative) to this section heading.
Removed mutual authentication (see 0092) 
RIM Comments:

The CAB Client SHALL allow the CAB User to perform the following client-side CAB service logic related functions:

· Manage a local subset of their associated network-based CAB Address Book repository

· Manage their PCC information

· Request and receive CAB status information 

· Initiate Contact Subscription, Contact Share, Contact Search and Interaction with non-CAB address book systems requests
· Manage their CAB User preference information

· Manage their CAB User policies

The CAB Client SHALL be responsible for the following communication related functions:

· Generate and receive address book related requests and responses necessary for data management and synchronization of network-based address book with CAB Client(s).

· Receive and process address book related notifications (e.g. to initiate synchronization of address book)
· Perform mutual authentication between the CAB client and the CAB server

· Establish and maintain connection with the CAB Server or other CAB functional components

· Send and receive address book related contact information in vCard format

The CAB Client SHALL be responsible for communicating with supporting Enabler Device client components (e.g. [OMA DS], [OMA XDM]) to fulfil the above functionality.
Action:
Comment 1.  Modified the contact status bullet
The additional text (added by RIM) is not required for interactions.  The client should not have to perform something different for legacy systems.  This addition requires additional information.
Deleted Bullet and modified notification text to make it more clear that it is about DS    
Comment 2.  this bullet was to cover the fact that the CAB Client establishes and interacts with other CAB functional entities  The bullet was modified to remove the maintain portion.
Comment 3.  This bullet was to cover missing functionality as defined by HLF-010 requirement.  (The CAB Client is part of the CAB enabler.)  This requirement is not addressed in the current AD.  Added a note to the section regarding vCard format.
Add an additional bullet regarding request for non-CAB address book imports
Orange comments:

Orange comment "A0263" is not closed by this CR.
    The comment A0263 means that :
                            * the CAB Client SHALL perform mutual authentication
                            * the CAB Client SHALL allow management (e.g. add, delete, modify)
                            * the CAB Client SHALL allow synchronisation of the Converged Address Book with the network repository. This functionnality .....
 

                    and
                            * the CAB Client SHALL provide XDM Client functions in [OMA XDM] for document management, search, subscriptions and notifications 
                            for CAB XML documents.
Yes, you put some SHALL in the text, but  the meaning is not the same as this one and as the previous one.
we have to keep it (text) like it was and we have to write that :
            * the CAB client SHALL provide synchronisation   <== I did not see any Synch term in the CR
            * the CAB client SHALL provide  XDM functions <== I did not see any XDM term in the CR
a) about "Generate and receive address book related requests and responses" : is this a new way to speak politely about "Data management" and about 'Data synchronization' ?
    Orange does not agree with this sentence : Orange wants to see something like "SHALL provide synchronisation function".
    Otherwise, why did we introduce Synchronisation in section 4.1 if it is not a feature of the CAB Client (and of the CAB server).
    Yes, we can rewrite the sentences, but "Synchronization" is "Synchronization" and is really different than a sum of "requests/responses" : we cannot use a word instead of an other just to stop the fight about "data management vs Synchronzation".
b) about "Receive and process address book related notifications". All my colleagues who read this sentence understood " receive notifications about
    the contacts which are in the address book which is in the network". 
    So, yes we can rewrite the sentences but we have to be clearer about what "subscriptions and notifications" means. And what does that means ?
    That means that :
                    a) I subscribe to the modifications of a PCC belonging to one of my friend
                    b) and I'll receive a notification when this PCC has been modified by my friend (or by a software, ...)
 

    Yes, PCCs are part of the Converged Address Book but it is not a reason why using Address Book instead of PCC and the correct sentence must be
    something like "Receive and process PCCs, Policies, Preferences related notifications" <== and the term "Address book" must not appear in this 
    sentence neither the term "Contacts".
"A0264" is not closed by this CR.
The comments A0264 means that :
                    * for the Address book, and only for the Address Book, "Synchronisation with OMA DS" is enough because "OMA DS means also
                    'Data management'" and then it is not necessary to use XDM functions in order to manage the Address Book.
c) I do not understand why the sentence "send and receive address book related contact information in vCard format" is here. Is this about the
    synchronisation function ? But, Synch is not described in the text ? Is this the definition of the "Synch function" ? 
 

6) About the second part of the suggested text:
Are you sure  that a CAB client can respond to a Subscription ? I'm not sure. If fact, the group did not agree that. Correct ?
 

What about Search, can a CAB client respond to a "search" ? I thought "search" was "a search within the PCCs" and on a device there is only 
one PCC : mine. Correct ?
 

Action:

Modified CAB Status bullet
The reference to DS and how it is used will be covered in the CR dealing with Sections 5.2 & 5.3.2.6 which deal with the interface(s) exposed by the CAB server/CAB Client
Under the current architecture, notifications can originate from different CAB functional components.  In General, when the CAB client receives a notification message (DS) it must be able to process/respond to the message.  SIP component can send an event notification to the CAB Client if it subscribes to an event package.  Currently, it is up in the air how the CAB client will perform and receive non-SIP event subscribes and notifies.
SUBS-002-003 require both the initiate and response from the CAB Client in regard to a subscription.  However the respond to a search could be just another search initiation.  I guess it is really dependent on how the search mechanism will work, regardless the network should not be searching the device PCC.  Added a bullet to cover search and modified the bullet to make it more generic for Contact Subscribe and Contact Share activity.
Currently, the AD references DS 1.2.1. which expands upon the SyncML legacy specifications versions of OMA SyncML Common, OMA Data Synchronization.  DS 1.2.1 specification defines a synchronization protocol between an OMA Data Synchronization client and server in the form of message sequence charts. It specifies how to use the SyncML Representation protocol so that interoperating client and server solutions are accomplished.  It is primarily used to establish modification equivalence associated with data items of a database between a server and endpoint.
T-Mobile comments:

Change:

The CAB Client resides in a Device. It is used to access network-based CAB functional components. Other functional components or supporting enabler clients in the Device may communicate or interact with the CAB Client.
The CAB Client supports the following high level functions: 

· Client side CAB service logic execution
· Communication with the network-base CAB functional components.

· Communication internal to the Device with the supporting Enablers clients.

The CAB Client SHALL allow CAB Users to perform the following client-side CAB service logic related functions:

· Manage a local subset of their associated network-based CAB Address Book repository

· Manage their PCC information

· Request and receive CAB status information 

· Initiate and respond to Contact Subscription, Contact Share and search interactions

· Manage their CAB User preference information
The CAB Client SHALL be responsible for the following communication related functions:

· Generate and receive address book related requests and responses 
· Receive and process address book related notifications
· Perform mutual authentication between the CAB client and the CAB server

· Establish and maintain connection with the CAB Server or other CAB functional components
· Send and receive address book related contact information in vCard format
The CAB Client SHALL be responsible for communicating with supporting Enabler Device client components (e.g. [OMA DS], [OMA XDM]).
To:

The CAB Client is used to access CAB functional components.

The CAB Client provides the following high level functions:

· Manage a local subset of their associated network-based CAB Address Book repository ???
· Manage their PCC information

· Request and receive CAB status information

· Initiate and respond to Contact Subscription, Contact Share and search interactions

· Manage their CAB User preference information

· Generate and receive address book related requests and responses in vCard format

· Receive and process address book related notifications

· Establish and maintain connection with the CAB functional components

The local subset text is based on the following RD requirements:

The CAB Enabler SHALL allow a CAB User to manage (e.g. modify, delete, access, keep up to date) a local subset of the Converged Address Book (which is resident in the network) on a registered device.

The CAB Enabler SHALL allow a CAB User to retrieve from the network contact information that was previously removed from the device.
The CAB Enabler SHALL support a mechanism for the CAB User to manage access and modification rights to all or a subset of the contact information stored in his/her Converged Address Book and/or Personal Contact Card to an Authorized Principal.
Action:

Removed additional intro text from the section 

Primarily addressed the expected interaction with other functional components 

Modified the network repository sentence
Removed reuse text
Modified the local subset bullet to indicate the fact that a the subset is maintained in the network repository
Removed mutual authentication (see 0092)
Acision comments:

Change:

The CPM Client SHALL allow the CAB Users to perform the following client-side CAB service logic related functions:
To:

The CAB Client SHALL allow CAB Users to perform the following client-side CAB service logic related functions:
Action: Text deleted
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CAB (AHG) is recommended to review and agree on the detailed proposed changes in Section 5.3.1.1, apply them to the AD, and close the associated ADRR comments as shown in Section 1 of this CR.
6 Detailed Change Proposal

Change 1:  Text changes describing client function to Section 5.3.1.1  CAB Client 
The CAB Client communicates with CAB functional components. 
The CAB Client SHALL perform the following:

· Manage (e.g. add, delete, modify) a local subset of address book information that is contained in the network-based CAB repository 
· Manage their PCC information and Published Contact Card exposure
· Receive CAB status information
· Request import of non-CAB address book information 

· Contact Subscription or Contact Share interactions 
· Search for available contact information 

· Manage CAB User preference information
· Receive and process address book related notification message
· 
· Establish a connection with the CAB Server or other CAB functional components
· Send and receive address book related contact information in vCard format
Note:  CAB Client address book related contact exchange in vCard format is FFS   
Change 2:  Delete current bullet lead in text

Change 3:  Delete this bullet because the use of DS protocol will be captured in section 5.3.2.6 
· 
Change 4:  The bullets should be deleted because they will be captured in the dependency section 5.1 (via comments A0168 – A0187) or elsewhere in a normative section of the AD
·  













�It is not clear if a separate bullet is need for this functionality. What is “request” and “receive” in this context?


�This bullet needs clarification.


�This bullet is not clear. What do we mean by this? And which functionality is this referring to?
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