Doc# OMA-MWG-CAB-2009-0107R02-CR_ADRR_Comments_A065[image: image2.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-MWG-CAB-2009-0107R02-CR_ADRR_Comments_A065
Change Request



Change Request

	Title:
	ADRR Comments A065
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	CAB AHG
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1 Reason for Change

This CR proposes the resolution to ADRR comments assigned to Samsung in Sections 3.2 and others.
The detailed comment for the resolution is the following:
	ID
	Open Date
	Type
	Section
	Description
	Status

	A065
	2009.03.06
	E
	3.3 and other places when applicable
	Source: Samsung Electronics
Form: ARC Doc #0054
Comment: When the abbreviations are listed in section 3.3, the main texts in AD should use only those abbreviations, not using full names. For example, “Converged Address Book (CAB) Enabler” should be changed to just “CAB Enabler” in section 4. 

Proposed Change: 
	Status: CLOSED
by CR OMA-MWG-CAB-2009-107R02
[2009.03.13 email]

Resolution assigned to Samsung (ref. CAB-2009-A006)



R01 – Change 1: To undo the deletion of Address Book in bullet 5 of section 4.
R02 
– Based on discussion and agreement during the Helsinki meeting on March 20, 2009, the following modifications are made:

> To remove all comments in the embedded document 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree the proposed changes in clause 6 and close the ADRR comment as listed in clause 1
6 Detailed Change Proposal

Change 1:  changes in CAB AD
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1. Scope
(Informative)


This document describes the architecture designed to fulfil all the requirements outlined in the Converged Address Book Requirements document [CAB RD]. The description of the architecture comprises the definition of functional components and the interfaces/reference points used or exposed by these functional components.

2. References


2.1 Normative References


		[OSE]

		“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/



		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 



		[CAB RD]

		“Converged Address Book Requirements”, Open Mobile Alliance™, OMA-RD-CAB-V1_0,
URL:http://www.openmobilealliance.org/ 



		[OMA DS]

		“Data Synchronization”, Version 1.2, Open Mobile Alliance™,
OMA-ERELD-DS-V1_2, URL:http://www.openmobilealliance.org/



		[OMA XDM]

		"XML Document Management", Version 2.0, Open Mobile Alliance™,
OMA-ERELD-XDM-V2_0, URL:http://www.openmobilealliance.org/



		

		





2.2 Informative References


		 [OMADICT]

		“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/



		

		





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		CAB Client 

		A Client (see [OMA DICT]) that is used to access CAB features. 



		CAB User

		See [CAB-RD].



		Contact Share

		See [CAB-RD].



		Contact Subscription

		See [CAB-RD].



		Contact View

		See [CAB-RD].



		Converged Address Book

		See [CAB-RD].



		Legacy Formats

		See [CAB-RD]



		Personal Contact Card

		See [CAB-RD]



		Published Contact Card

		See [CAB-RD]



		Application Usages

		See [OMA XDM].





3.3 Abbreviations


		OMA

		Open Mobile Alliance



		CAB

		Converged Address Book



		DM

		Device Management



		DS

		Data Synchronization



		PCC

		Personal Contact Card



		XDM

		XML Document Management



		

		





4. Introduction
(Informative)


The CAB Enabler aims to provide the following features that will allow the CAB User to manage his/her contact information with a network-based address book system.


1) Management of Converged Address Book – The CAB enabler provides the ability to store and manage (e.g. add, delete, modify) the CAB User’s Converged Address Book in a network-based repository.  The address book information stored in the network is kept up-to-date on all CAB User’s devices.

2) Management of PCC – The CAB Enabler allows a CAB User to publish and manage (e.g. add/delete/modify) his/her own contact information in terms of the PCC, which is stored in a network-based repository. The published contact information can be made available to other users through the Contact Views with necessary authorization rules established by the CAB User. The PCC information stored in the network is kept up-to-date on all CAB User’s devices.

3) Contact Subscription – This feature allows a CAB User to subscribe to other CAB User’s contact information i.e. request to receive automatic updates of another CAB Users available PCC information. The information from Contact Subscription may be processed further to combine with the information that the CAB User customizes about the associated contacts.

4)  Notifications and Status Information – The CAB Enabler allows the CAB User (for e.g. User A) to receive notifications in the following cases:

a. Incoming authorization request from other CAB Users for Contact Subscription (if User A does not already establish an authorization rule).


b. When changes are made to a Published Contact Card of another CAB User to which the CAB User A is subscribed 


c. When another CAB User adds the CAB User (User A) to his/her address book


d. Delivery of Contact Status information (e.g. CAB or legacy contact, contact subscription status, corresponding CAB service provider, source of contact data for legacy contacts)


5) Sharing Contact Information – This functionality of the CAB Enabler allows a CAB User to share his/her contact information (i.e. either PCC data or Address Book data) with other users. The recipients of this information can be both CAB and non-CAB users. 

6) Searching Contact Information – The CAB Enabler provides a mechanism to search for Contact information. It allows aCAB User to search for the contact information from within the host CAB system, remote CAB systems and/or external database(s) made available by the service provider such as Yellow pages. The contact information made available for search operations is subject to the CAB user’s authorization rules and service provider policies. 

7) Exposure of CAB Information to External Enablers - The CAB Enabler exposes CAB information related to CAB User’s contacts to other Enablers or network entities (e.g. Messaging Enabler, CPM Enabler, Search engines or other Web services) subject to user authorization and/or service provider policies.

8) Interaction with Legacy Address Book Systems – The CAB Enabler allows interaction with legacy network-based address book system(s). This allows the CAB User to import data to the Converged Address Book.

4.1 Version 1.0

CAB Enabler version 1.0 provides all the features described in section 4

Synchronization function for the CAB user's Converged Address Book is based on OMA DS [OMA DS] only.

5. Architectural Model


The CAB Enabler AD provides support for developing CAB based services, and is realized using a client-server concept. The CAB Enabler architecture supports the features listed in section 4 of this document and uses technologies from OMA such as OMA DS [OMA DS] and OMA XDM [OMA XDM]. The architecture is designed to support SIP and non-SIP CAB User devices.


The architecture model is based on the requirements defined in [CAB RD].

5.1 Dependencies


The CAB Enabler depends on technologies provided by external OMA Enablers, including the following:


5.1.1 OMA XDM


OMA XDM [OMA XDM] that provides the support for the functions of the CAB XDMSs  

5.1.2 OMA DS


OMA DS [OMA DS] that provides the support for the synchronization functions of the CAB system.

5.1.3 DM Enabler


The DM Enabler can perform the following functions that are needed for the support of the CAB Enabler:

· Provisioning and management of configuration parameters necessary for the CAB Client.


· Provisioning and management of configuration parameters necessary for the CAB Server.


The functionalities provided by the DM Enabler are as described in [OMA DM].

5.2 Architectural Diagram
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Figure 1: CAB architecture diagram

Note: How to show reused enablers/ enabler components in a correct way is FFS (to be discussed with ARC work group).


5.3 Functional Components and Interfaces/Reference Points definition

5.3.1 Functional Components 

5.3.1.1 CAB Client


The CAB Client provides the following functions:


· Perform mutual authentication, allow management (e.g. add, delete, modify) and synchronization of the Converged Address Book with the network repository. This functionality is based on [OMA DS] with the support of OMA DS Client.


· Provide XDM Client functions as specified in [OMA XDM] for document management, search, subscriptions and notifications for CAB XML documents 


5.3.1.2 CAB Server


The CAB Server is a network entity.  It supports the following functions:


· Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].

· Contact Subscription Function performs the following:


· Generates Contact Subscriptionsto the contacts’ PCC selected by the CAB User and which are retrieved from CAB User Preferences XDMS.Retrieves from the CAB User Preference XDMS the CAB User Preference XML documents (e.g. personalization preferences).


· Apply the personalization preferences to the data received from Contact Subscription and store the resulting data in the CAB User’s Converged Address Book in the CAB Address Book XDMS;


The functionalities of Contact Subscription and XDM document management related to Contact Subscription Function are based on the on the XDM Enabler [OMA XDM].


· Interworking Function provides the following:

· Imports contact(s) information from non-CAB systems into CAB system in CAB format.


· Performs Contact Search towards external directories;


· Provides format adaptation between CAB format and Legacy Formats;


· Allows data exchange with non-CAB based address book services.


5.3.1.3 Contact Share Function


The Contact Share Function is a functional entity that performs Contact Share operation towards other User(s) on behalf of the CAB User. The contact information that can be shared with other users may include a Published Contact Card, and/or contact entries from the CAB User’s Address Book. The recipient of this operation can be either a CAB or a non-CAB User. 

5.3.1.4 CAB XDMSs


The following CAB XDM Application Usages are defined according to XDM Enabler [OMA XDM].


Editor Note :  It is FFS which CAB XDMSs are Shared.

5.3.1.4.1 Address book XDMS


The Address Book XDMS is a server entity based on [OMA XDM] that is used to:


· Store and provide access to the CAB User’s Converged Address Book through management operations (e.g. add, update, delete, create). 


· Perform authorization of incoming request for address book XML documents 


· Receive subscription requests and notifies subscribers of changes to address book XML documents stored in the network.


5.3.1.4.2 PCC XDMS


The PCC XDMS is a server entity based on [OMA XDM] that supports the following functions:


· Stores and provides management operations (e.g. add, update, delete, create) for PCC XML documents


· Provides up-to-date PCC information to the requestors authorized to receive it. 


· Receives search requests for PCC data, and provides data that the requestor is authorized to receive.

5.3.1.4.3 CAB User Preference XDMS


The CAB User Preferences XDMS is a server entity based on [OMA XDM] that is used to:


· Store and provide access to the CAB User’s preferences  (e.g. personalization preferences, Contact Subscription list, non-CAB address book systems related data) through management operations (e.g. add, update, delete, create)


· Perform authorization of incoming request for CAB user preference XML document 


· Receive subscription requests and notifies subscribers of changes to CAB user preference XML documents stored in the network

Note: The final storage of the non-CAB address book systems related data shall be resolved in the TS.

5.3.1.4.4 CAB User Policy XDMS


The CAB User Policy XDMS is a server entity based on [OMA XDM] that is used to:


· Store and provide access to the CAB User’s authorization policies/rules through management operations (e.g. add, update, delete, create).  


· Perform authorization of incoming request for CAB user access policy XML document 


· Receive subscription requests and notifies subscribers of changes to CAB user access policy XML documents stored in the network

5.3.2 Interfaces/Reference Points definition

5.3.2.1 XDM-1: CAB Client – XDM Enabler

CAB Client uses the XDM-1 as defined in [OMA XDM].

5.3.2.2 XDM-3: CAB Client – XDM Enabler

CAB Client uses the XDM-3 as defined in [OMA XDM].


5.3.2.3 XDM-4: CAB Server – XDM Enabler

CAB Server uses the XDM-4 as defined in [OMA XDM].


5.3.2.4 XDM-5: Search functionality CAB Client – XDM Enabler 


CAB Client uses the XDM-5 as defined in [OMA XDM] to perform search operations on data stored in PCC and external directories. 


Editor’s Note: The search in external directories via other means is FFS.

5.3.2.5 XDM-7: CAB Server – XDM Enabler

CAB Server will receive search requests from XDM Enabler using XDM-7 [OMA XDM] to perform external search directories operations.


5.3.2.6 OMA-DS: CAB Client – CAB Server


CAB Client uses OMA-DS protocol as defined in [OMA DS] for address book synchronization and management.

5.3.2.7 CAB-01b: CAB Client – XDM Enabler


This interface is used for subscriptions and notifications for XDM document changes, where XDM Client residing on the terminal does not support SIP, as defined by [OMA XDM]


Editor note:  The subscription and notification for non-SIP terminal is FFS by PAG WG.

5.4 Security Considerations


The CAB Enabler includes the following security aspects:


· OMA DS security,

· OMA XDM security.

5.4.1 DS security


The security for OMA–DS interface is specified in [OMA DS] "Security Considerations".

5.4.2 XDM security


The security applicable to CAB XDMSs and XDM interfaces/reference-points is specified in [OMA XDM] "Security Considerations".
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B.1 Sychronization and Management of Address Book


B.2 Management of PCC


B.3 Contact Share 


B.4 Contact Search


B.5 Contact Subscription
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