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1 Reason for Change

Address the following comments against the CAB AD:
	A004 
	2009.03.08
	T
	General
	Source: Acision

Form: ARC doc #0062

Comment: It is unclear how the following authorization requirements are realized by this architecture:

· CAB-AUT-003

· CAB-AUT-004

Proposed Change: Add information to the AD on how these requirements are realized.
	Status: CLOSED
[2009.03.13 email]

Resolution assigned to Sprint to add in CAB User Policy XDMS text].


	A00394 
	2009.03.08
	T
	5.3.1.4.4
	Source: Huawei (Pozefsky)

Form: ARC Doc #0061

Comment:  which elements can subscribe to the policy XDMS?

Proposed Change:
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.



	A00395 
	2009.03.08
	T
	5.3.1.4.4
	Source: Tom Hiller, ALU

Form: ARC DOC #0060
Comment:   Should have similar wording as other sections for subscriptions and notifications 

Proposed Change: 

Receive subscription requests to, and send change notifications for,    changes to CAB User Policy XDM documentsReceive subscription requests and notifies subscribers of changes to CAB user access policy XML documents stored in the network
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.



	A00396 
	2009.03.06
	T
	5.3.1.4.4
	Source: Ericsson

Form: RC doc: ARC-0057

Comment: It is not clear in AD how the requirements CAB-HLF-006 and CAB-HLF-008 have been addressed.

There should be authorization rules (or user policies) for the access to the Address Book documents. 

This must be reflected in the CAB User Policy XDMS.

Proposed Change: 

Store and provide access to the CAB User’s authorization policies/rules through management operations (e.g. add, update, delete, create). The authorization policies and rules managed by this XDMS are related to the PCC and Address Book XML documents access.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.



	A00397 
	2009.02.25
	T
	5.3.1.4.4
	Source: T-Mobile

Form: ARC Doc #0053

Comment: 

The CAB User Policy XDMS is a server entity based on [OMA XDM] that is used to:

•
Store and provide access to the CAB User’s authorization policies/rules through management operations (e.g. add, update, delete, create).  

•
Perform authorization of incoming request for CAB user access policy XML document 

•
Receive subscription requests and notifies subscribers of changes to CAB user access policy XML documents stored in the network

Proposed Change: 

which elements can subscribe to the policy XDMS?

Replace by:

The User Policy XML documents contain the CAB User’s authorization policies and rules. 

Only the owning CAB User is authorized to add, delete or modify the document. 

Only the owning CAB User and an authorized CAB server can subscribe to be notified of changes of the document. 


	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.



	A00398 
	2009.03.08
	E
	5.3.1.4.4
	Source: Mike Parsel, Sprint Nextel

Form: ARC Doc #0063
Comment: Make the following bullet easier to read:

Perform authorization of incoming request for CAB user access policy XML document

Proposed Change: 
Add the following bullet:

Perform authorization of an incoming request for CAB user access policy XML document request
	Status: CLOSED


[2009.03.13 email]

Resolution assigned to Sprint.



	A00399 
	2009.03.08
	T
	5.3.1.4.4
	Source: Mike Parsel, Sprint Nextel

Form: ARC Doc #0063
Comment:  The subscription request portion is covered in the preceding bullet.

Receive subscription requests and notifies subscribers of changes to CAB user access policy XML documents stored in the network
Proposed Change: 


Receive subscription requests and nNotifiesy subscribers of changes to CAB user access policy XML documents stored in the network
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.




Requirements:
	CAB-HLF-006
	The CAB Enabler SHALL support named lists of Contact Entries which can be managed (i.e. created, deleted, edited) by Authorized Principals.
	CAB V1.0

	CAB-HLF-008
	The CAB Enabler SHALL support a mechanism for the CAB User to manage access and modification rights to all or a subset of the contact information stored in his/her Converged Address Book and/or Personal Contact Card to an Authorized Principal.
	CAB V1.0


	CAB-AUT-003
	The CAB Enabler SHALL allow the CAB User to manage authorisation rules that allow others to obtain information from the Published Contact Card (e.g. to satisfy Contact Subscriptions, contact searches).
	CAB V1.0

	CAB-AUT-004
	The CAB Enabler SHALL allow the CAB User to manage default authorization rule to be applied to any users that are not explicitly identified within the authorization rules.
	CAB V1.0


 Issues:
Where is the subscription list for the Published Contact Cards the primary CAB User subscribes too being maintained?  Is this in the User’s Preferences XDMS along with the allowable change permissions?

A004 – How will XDM 2.1 actually support a default authorization rule is unknown (e.g. available to anyone or is public).

Made corrections to the text to maintain consistency with other XDMS text. 
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CAB (AHG) is recommended to review and agree on the detailed proposed changes in Section 5.4, apply them to the AD, and close the associated ADRR comments as shown in Section 1 of this CR.
6 Detailed Change Proposal

Change 1:  Change Section Title to be more descriptive of the actual function
5.2.1.4.4 CAB User Access Policy XDMS

Change 2:  Changes to text

The CAB User Access Policy XDMS is a network repository for all access permissions and it SHALL support the following:
· Performs authorization of incoming SIP and XCAP requests;
· Manages and supports content of CAB User access policy XML documents;
· Allow the primary CAB User to manage (i.e. modify, delete, create, restore, and retrieve) assess permissions 

· Store the primary CAB User’s access permissions (i.e. search, and retrieve) for Principals that have access to available contact information contained in a CAB User’s PCC   

· Store access permissions (i.e. search, modify, delete, create, restore, and retrieve) for an administrator of the primary CAB User’s AB and PCC (e.g. access permissions may be for a subset of an associated contact document)    
· Notify authorized subscribers of changes to CAB User’s access policy XML documents.
· Maintain a list of subscribers and their assigned Contact View to the primary CAB User’s available contact information contained in a CAB User’s PCC    
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