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1 Reason for Change

Address the following comments against the CAB AD:
	A00285 
	2009.03.08
	T
	5.3.1.2
	Source: Acision

Form: ARC doc #0062
Comment: I’m sure the CAB Server provides a lot more functionality then what is described here, judged by the contents of the CAB RD.

Proposed Change: Describe the full set of functionalities provided by the CAB Server.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00287 
	2009.03.08
	T
	5.3.1.2
	Source: Thinh Nguyenphu, NSN

Form: ARC Doc #0059
Comment:

The bullet is not clear of the mutual authentication end point. “Perform mutual authentication” – who with whom?

And, the usage of “Converged Address Book with the network repository” is not consistence with the usage of “Address Book XDMS”.

There is no description of how CAB Server interacts with Address Book XDMS.

Assuming that CAB Server stores also actual CAB data for synchronization purposes it should be mentioned as a function of CAB Server.

Add details how and where CAB data is stored in the network (within CAB Server). Also there should be clear indication if same data is stored also in CAB XDMS that who is master and how these two data repositories are synchronized.

Proposed Change: 

OLD TEXT:

· Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].
NEW TEXT:

· Perform mutual authentication between CAB Client and CAB Server, as specified in on the [OMA DS], with the support of OMA DS Server.

· Performs management (e.g. add, delete, modify) and synchronization of the network-based address book repository, as specified in [OMA DS], with the support of OMA DS Server.

· Stores, resolves conflict and updates of Address Book XML documents in the Address Book XDMS, as specified in [OMA XDM], with the support of XDM Client.


	Status: OPEN
[2009.03.10 email]

Resolution assigned to Sprint.
Authentication/security aspect closed with CR92R01.



	A00291 
	2009.03.06
	T
	5.3.1.2
	Source: Ericsson

Form: RC doc: ARC-0057

Comment: The address book synchronized with the CAB Client is stored by the CAB Server in the Address Book XDMS. A clarification on this should be added in the CAB Server text.
 Proposed Change: Update as follows:

The CAB Server is a network entity.  It supports the following functions:

· Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS]. The Address Book data is stored and managed by the CAB Server in the Address Book XDMS.

	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00298 
	
	
	
	





	




	A00299 
	2009.03.03
	T
	5.3.1.2
	Source: Orange

Form: ARC Doc #0056R01

Comment: For synchronization of the address book, vCard format must be supported by the CAB server.

Proposed Change: To add a statement in :

Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS] and shall support synchronization with vCard format.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00300 
	2009.03.06
	E
	5.3.1.2
	Source: Nokia

Form: ARC Doc #0055

Comment: The CAB Server is described in terms of 3 functions under 3 separate bullets. The first function does not have any name, while the others have name (i.e., Subscription Function, and Interworking Function) 

Proposed Change: Consider naming the first function. “DS Server” can be considered as the name, as the architecture diagram already uses it.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.
to Sprint.



	A00303 
	2009.03.06
	E
	5.3.1.2
	Source: Nokia

Form: ARC Doc #0055

Comment: 

Proposed Change: Consider the following change:

Perform mutual authentication and synchronisationze of the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].
	Status: CLOSED

 
[2009.03.13 email]

Resolution assigned to Sprint.


	A00304 
	2009.03.06
	T
	5.3.1.2
	Source: Samsung Electronics
Form: ARC Doc #0054
Comment: Revise the texts to have the corresponding functional description approaches as in CAB client. 

Proposed Change: 

	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00305 
	2009.03.06
	T
	5.3.1.2
	Source: Samsung Electronics
Form: ARC Doc #0054
Comment: The functional description on how the AB information gets synchronized between CAB Server and CAB AB XDMS is missing.

Proposed Change: 

	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00311 
	
	
	
	A001 
A002 
A003 
A004 
1. 
2. 
A005 
3. 

	




	A00318 
	2009.03.02
	T
	5.3.1.2

(CAB Server)
	Source: RIM

Form: ARC Doc #0050
Comment: Align first bullet to be consistent with the description of CAB Client on synchronization.

Proposed Change: Reword the first bullet to the following:

Perform mutual authentication, provide support for data management and synchronization of the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A00322 
	2009.03.08
	T
	5.3.1.2
	Source: Mike Parsel, Sprint Nextel

Form: ARC Doc #0063
Comment: Text in first bullet is not in alignment with the use of the word “supports”.  

Proposed Change: 
Perform mMutual authentication and synchronize synchronization of the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].


	Status: CLOSED
[2009.03.10 email]

Resolution assigned to Sprint.


	A0427
	2009.03.08
	T
	5.3.2.5


	Source: Acision
Form: ARC Doc #0062
Comment: It is unclear how this reference point is being used. Also, the description of the CAB Server doesn’t mention this functionality at all.

Proposed Change: Clarify the architecture around searching in external directories.
	Status: CLOSED
[2009.03.10 email]

Resolution assigned to NSN.




ADD’d missed comments to this CR.

Issues:
A0298 – Optional storage of CAB content in other than a CAB XML document is for further discussion [Closed via email]
A0285, A0304 – Comments span CAB server text that is not covered entirely by this CR.  These comments will have to remain open until we reach resolution of other ADRR comments which were assigned to other companies. CLOSED due to the new functionality descriptions
A0305 – Detail on how DS is converted to XDM is not a standardization issue.  I do not feel it is necessary to add this level of detail to the AD. However, XDMS handling was added in an attempt to further clarify this interaction. 
A0311 – Comment regarding CAB-3 notification was resolved in Helsinki.  This comment can be CLOSED.
A0427 – External search is captured in the Interworking Function   
R03 Comments:
RIM
The XDMS common function I believe will be mostly handled by the Trusted XDMC – do we need to call this out somehow?

On the synch function, my preference would still be call it “Synchronization Function” and not add AB to it. It is unnecessary and restrictive at the architecture level. For e.g. if I want to extend this function to support sync of PCC and other data or if we decide to have this support in the next version of CAB, it will not be an elegant approach to rename it.

For the XDM function, another suggestion would be to call it either "CAB XDMC Function" or "CAB Server XDMC Function".

Personally, I don't see a problem with listing all the intrinsic functions within this function as Mike listed (probably needs some refinement) but I do prefer that we call out "Trusted XDMC" as being utilized under the description of this function regardless of what we call it. This might be a better option than naming the title as "Trusted XDMC" since there is going to be additional CAB logic sorrounding the trusted XDMC itself and yes a bit misleading. In other words we are not to take the trusted xdmc out of the box and expected it to work for CAB as is.
Ericsson:

'XDMS Common Function' - Suresh's comment was shared by other members during the call i.e. we should align the naming with the rest of OMA: Trusted XDMC. A description of the XDMC functions exists already in PAG. The specific management/processing of the CAB XDMS(s) application usages are also described already under each of the CAB Server functions that use them, so no need to be listed out again under the Trusted XDMC (previously 'XDM Common Function'). Hence the functions of Trusted XDMC only consist of non-authenticated communications with the XDM Enabler (document management, subscriptions/notifications as specified in XDM), triggered upon requests from the various CAB server functions.  
'AB Synchronization Function'  - I personally don't see anything wrong with the naming, as it reflects the scope agreed in CAB 1.0; but we need to show it ties in with DS and ensures all applicable DS Server functions (as described in DS specs) are reused, including Server Alerted Notifications for synchronizations. Due to lack of OMA DS reference within this function, it creates the misperception that CAB is trying to re-define them in addition (or as alternative) to what DS already has. Since this is not the case, we should follow ARC recommendation to reuse by reference and for consistency follow the same approach we took with the XDMSs (just reference & high level listing of the reused functions in the CAB context).

Figure now more closely conforms to ARC current guidance “Only show components, functions, and interfaces defined by the enabler itself in the main AD diagram. Contextual information, like supporting enablers, can be shown in an informative diagram somewhere else in the AD, but not the main picture.”
This change to figure 1 allows the simplification of supporting text.  
R04 – online changes during the Boston F2F meeting.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CAB (AHG) is recommended to review and agree on the detailed proposed changes in Section 5.4, apply them to the AD, and close the associated ADRR comments as shown in Section 1 of this CR.
6 Detailed Change Proposal

Change 1:  List out the intrinsic functions the CAB Server will perform
The CAB Server is a network entity, and SHALL support the following functions:

· AB Synchronization Function performs the following: 
· Synchronizes the address book information stored in the AB with the CAB Client(s) via CAB-1 interface.   The supported formats are CAB defined format and Legacy Format i.e. vCard format.

· Manages (e.g. retrieve, create, modify, delete) AB information via Trusted XDMC into AB XDMS 

· Maintains awareness to changes in the AB XDMS (e.g. subscribes and receives notifications of changes to the AB XDMS via Trusted XDMC)




· 
· 
· 
· 
· Trusted XDM Client Function acts as a supporting entity to the other CAB Server functions by performing the following:
· Supports interactions with CAB XDMS(s) on XDM-4i  and through SIC-2 interfaces








Change 2:  Modify intro text to the other functions for consistency and readability

· Contact Status Function performs the following:

· Maintains (e.g. retrieve, create, modify, delete) the Contact Status information in AB XDMS via Trusted XDMC 

· Contact Subscription Function performs the following:

· Generates subscription directly or via the XDM Enabler Subscription Proxy [OMA XDM] to the CAB User’s contacts PCC based on CAB User’s subscription list from the CAB User preferences and receives notifications of updates from subscribed contacts’ Published Contact Card;
· Filters information resulting from Contact Subscription based on information retrieved from CAB User’s preferences XDMS;

· Updates (e.g. retrieve, create, modify, delete) the information changes resulting from Contact Subscription in the CAB User’s AB XDMS via Trusted XDMC;
· Updates (e.g. retrieve, create, modify, delete) the CAB User’s Contact Status information related to the Contact Subscriptions;
· Subscribe and receive notifications of changes to the CAB User Preferences XDMS.
CAB Interworking Function supports the following:
· Import contact(s) information from non-CAB systems into CAB, using the CAB User’s request retrieved from the CAB User Preferences XDMS (e.g. non-CAB address book systems related data);
· Management (e.g. retrieve, create, modify, delete) of imported AB information via Trusted XDMC into AB XDMS
· Perform Contact Search towards External Directories, by acting as an XDMS and translating a CAB standard XML based search request received via XDM-7i into external search requests;

· Format adaptation between CAB standardized data structure and Legacy Formats.
· Subscribe receive notifications of changes to the CAB User Preferences XDMS.
Note: CAB User interactions for conflict resolution arisen from Contact Subscriptions, Interworking and Contact Share is FFS.
· Contact Share Function supports the following:

· Process the Contact Share information (e.g. determine the recipient type, retrieve the AB or PCC data from AB XDMS or PCC XDMS);
· Assemble and deliver the Contact Share requests data towards the target recipients. If the recipient is a non-CAB User, the shared data is converted into a Legacy Format by the Interworking Function and delivered through a messaging mechanism.
· Manages the received Contact Share information (e.g. retrieve, create, modify, delete) into AB XDMS via Trusted XDMC 
Note:  Subscription/notification and retrieval of the Contact Share data from User Preferences XDMS and processing of recipient side requests is FFS.
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