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1 Reason for Change

This CR addresses an action item to close the following Note: 

Note:  Subscription/notification and retrieval of the Contact Share data from User Preferences XDMS and processing of recipient side requests is FFS.

The XDM 2.1 solution to solve this is well along in PAG, although not fully agreed.  Please refer to the following XDM 2.1 contributions:

· OMA-PAG-2009-0113R04, which proposes an architecture for XDM document forwarding.  The state of this contribution as of June 8 is Submitted.   
· OMA-OMA-PAG-2009-0136R02, which is about how an XDM User determines if they are able to access/modify someone else's XDM documents.  this functionality is also known as Access Control Permissions (ACP) in XDM 2.1. This contribution is Open. 
PAG 0113R04 on Slide 12 states the following:  "Handling of the received Forward contents and notifying the recipients is based on the mechanism to be used for Notifying Access Permission changes", which is one aspect of 136R02.  In addition, 0136R02 (ACP) on Slide 12 shows a "Forwarding List XDMS" that contains a black list that prevents the "data" from being written into a local XDMS of the recipient; the same "Forwarding List XDMS" is where the data is stored, assuming that access permissions data can be written at all.  
We make the following logical association:
· notify user of permission ---> notify user of incoming forwarded contact info

· retrieve permission ---> retrieve forwarded contact info
With this in mind, in the formulation of 0113R04 Slide 10, the Forwarding Proxy (Term) receives forwarded contact info, stores, and then sends notification to the user, per 0136R02.  
Therefore, there are two options:  Either, the Forwarding Proxy of 113R04 is part of the User Preference XDMS itself, or it is part of the Forwarding List XDMS, as in 113R04.   The edit below reflects the latter to be in sync with 0113R04.  However, we need to decide if the "contact share black list" is part of that Forwarding List XDMS or the User Preference XDMS.  

2 Impact on Backward Compatibility

None identified 
3 Impact on Other Specifications

None identified 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt or modify, etc.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

· Contact Share Function SHALL support the following:

· Subscribes to forwarded contact share information in the Forwarding List XDMS. ;
· Retrieves forwarded contact share information from the Forwarding List XDMS.
· Delivers Contact Share data to the target recipients. If the recipient is a non-CAB User, the shared data is converted into a Legacy Format by the Interworking Function and delivered through a messaging mechanism.
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