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1 Reason for Change

It was agreed by the CAB AHG to include message flows in the TS.  

This contribution provides message flow to illustrate the synchronization of an address book from CAB User device to the AD XDMS. 
· In the first scenario: 

· Clarifies that the CAB Server locally cached address book copy is typically up-to-date and does not need to be initialized.
· Open Issue: The CAB Server writes the AB XDMS before synchronizing the CAB Client.  
The CAB WG instructed the authors to work offline and combine separate contributions.  However, the authors could not resolve the yellow highlighted note below.  

The NSN position is that the order of steps 5 and 6 may occur at different times during OMA DS synchronization procedure.  The DS and XDM operations (XCAP PUT) are two independent operations.  Mandating the XDM operation at specific time during DS synch is incorrect.  This is because such steps are implementation specific. 

The Alcatel-Lucent position is that steps 5 and 6 need to strictly occur before the DS Sync to avoid the possibility of race conditions in the CAB architecture in the future if other entities in the CAB architecture are able to write the AB XDMS.  Therefore, the Alcatel-Lucent position is that the note in yellow highlight below needs to be removed in a revision to this CR before it can be Agreed.  Also, the sequences of XDM write first and in keeping with previous decisions of the WG. 
R01- online updates during the Shenzhen interim meeting. Updates contain the group agreements on resolving the Open Issue & the Note, and new wording of the steps. The remaining modifications expected from authors before the CR is formally agreed are the alignment of the flows consistently with the TS Appendix C.3.1.flows.  
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt proposed Change #1.

6 Detailed Change Proposal

Change 1:  Add the following text to the TS appendix as :  “C1.1: Managing Address Book Flow”
C1:  Message Flows

C1.1 
Address Book Manipulation and Synchronization

Figure 1 depicts an address book manipulation and synchronization flow. The flow assumes that the CAB Server and CAB Client have up-to-date copies of the network address book. For illustrative purposes, a two-way DS synchronization with initialization separate from data sync is shown.  
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Figure 1  Address Book Manipulation and Synchronization Flow
1. The CAB Client sends an OMA DS initialization message (OMA DS Pkg #1) to the CAB Server. The message includes server challenge (if needed), device capability information, DS sync type, and data type (i.e., the user's Address Book) to be synchronized with associated anchors.
2. The CAB Server computes the authentication challenge response, if a challenge was included, and then sends a DS message (OMA DS Pkg #2) to the CAB client that includes the challenge response to the CAB Client, if the CAB Client had challenged the CAB Server, a client challenge, server capability information, sync type, and synchronization information including associated anchors. 
3. The CAB Client computes the challenge response for the CAB Server, and sends a DS message (OMA DS Pkg #3) with proposed address book modifications to the CAB Server.
4. The CAB Server processes modifications from the CAB Client.  
5. The CAB Server updates the AB XDMS.  This may involves multiple XDM requests, but only one request is depicted in the figure.
6. The AB XDMS acknowledges the write operation.  There is one XDM response for each XDM request in the previous step.

7. The CAB Server sends a DS message (OMA DS Pkg #4) with a status for the client modifications and server modifications to the client.
8. The CAB Client updates its local address book cache, and sends a DS status message to the server (OMA DS Pkg #5).
9. The CAB Server sends an DS message (OMA DS Pkg #6) with the map acknowledgement to the CAB Client.
Note: Step 5 and 6 may occur at different time during OMA DS synchronization procedure.
C1.2
Address Book Updated from Network

Figure 2 depicts an address book updated flow when there is a change to the user address from the network.   The flow assumes that the local and network address books are update date at the start of this scenario.  
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Figure 2:  Address Book Updated via subscribed PCC Flow

1. The CAB Server receives a notification that may require a change to the user's AB (e.g., receives a SIP NOTIFY request from an XDM Subscription Proxy or PCC XDMS of the Published Contact Card, based on an active subscription, change from multiple devices).
2. The CAB Server analyzes the changes found in the notifications and applies personalization rules.
3. The CAB Server updates the AB XDMS.
4. The AB XDMS acknowledges the update.
5. The CAB Server sends a DS Server Alert Notification message (OMA DS Pkg #0) to the CAB Client.

6. The CAB Server initiates synchronization to update the CAB Client address book,   Refer to Figure 1 for details. 
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