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1 Reason for Change

This CR complements CR#391 in fulfilling the AI 069. CR#391 proposed the data structure for the CAB Users list and this CR defines the trigger for creating/ populating the CAB Users list data, and also describes the procedures for exchanging this data across the domain. It is based on the concept outlined in INP# 356.
In addition, an informative flow has been added to the Appendix to describe a high-level message sequence.
R01 – made editorial fixes and aligned the language with CR #391R01 (i.e. CAB User list App Usage definition).
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend the CAB SWG to review, discuss and agree to this CR.
6 Detailed Change Proposal

Change 1:  Added new section under CAB Server to describe the procedures for detecting new CAB Users and storing the relevant information in the CAB Users list App Usage.
5. Procedures at CAB Server
[……..]

5.7 Event Triggers and Cross-domain data exchange
The CAB Server is responsible for detecting the following events for exchange across multiple CAB domains.
1) New CAB User event – This event is triggered when a new CAB User is identified in the home domain, which is used to determine whether a non-CAB User has become a CAB User across multiple domains.

2) AB Add event – This event is triggered when a contact has been added to the CAB User’s AB. This event is used to determine whether a CAB User has been added to another CAB User’s AB across multiple domains.
5.7.1 New CAB User
The CAB Server SHALL identify a User to be a new CAB User when the following conditions are met:

1) A valid XUI is assigned to the User

2) A valid PCC document is created with at least the following attributes present


- Name 



- Display Name 
Editor’s note:
Name and display name attributes should be aligned with their definitions in PCC XDMS
The CAB Server SHALL determine the above conditions to be met by retrieving this information every time a new PCC document is created by the CAB Client.  The retrieval of this information SHALL be performed via the Trusted XDMC (see sub clause 5.6 “Trusted XDMC”).
Upon successful validation of the new CAB User, the CAB Server SHALL store the appropriate CAB User data in the CAB Users List Application Usage [CAB XDMS] via the Trusted XDMC (see sub clause 5.6 “Trusted XDMC”) through document management operations. 
The CAB Server MAY exchange this list (i.e. CAB Users list) with other domains by setting the appropriate Access Permissions, subject to service provider’s policy.
Editor’s note:
The notification of non-CAB User becoming a CAB User should be described in the Contact Status Function
5.7.2 AB Add Event
Change 2:  Basic Appendix Flow to show event trigger and exchange of event data between multiple domains (HLF-013)

Appendix C.    Flows 
(Informative)

[……..]

C.7 
Event Triggers and data exchange between multiple CAB domains
This section describes basic flows to illustrate the trigger and exchange of CAB events and associated data between multiple CAB domains for the following events:
1) New CAB User event 
2) AB Add event
C.7.1 CAB User Event Trigger and exchange of CAB User list
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Step 1: The CAB Server (home domain) detects a new CAB User event. An example trigger is when a new User has signed up for the CAB Service (i.e. created a valid PCC document) which is determined by the CAB Server (see sub clause 5.7.1 “New CAB User”).
Step 2: Upon detection of the new CAB User event, the CAB Server then writes the new CAB User event data to the CAB Users List Application Usage [CAB XDMS] in the home domain with a HTTP PUT operation using XDM-4i.

Step 3: An HTTP 200 OK message response is received back to CAB Server from the CAB XDMS acknowledging a successful operation.
Step 4: The CAB Server (remote domain) retrieves the new CAB User list information from the CAB XDMS (home domain) using either SIC-2 (SIP:SUBSCRIBE/NOTIFY) or XDM-4i (XCAP GET) or XDM-7i (XQuery) operations. These operations are subject to service provider’s policy (e.g. via Access Permission settings).

Step 5: Upon retrieving the new CAB User data from the home domain, the CAB Server in the remote domain processes the new CAB User event data (e.g. notifies the CAB User in its domain that one of his contacts in the AB has now become a CAB User).

C.7.2 AB Add Event Trigger and exchange of Add Event list
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