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1 Reason for Change

This CR attempts to close the following CONR comments

	A034
	2010.03.24
	T
	5.1.5 (Lawful Interception) 
	Source: Suresh Chitturi, schitturi@rim.com
Form: doc #0047

Comment: None of the requirements in section 5.1.5 are addressed by AD/TS

Proposed Change: 

They should either be deleted or deferred to CAB V2.0.
	Status: CLOSED with CR #140
[Mar 31 CC ] 

RIM


As there is no solution on the table to explicitly address the Lawful Interception requirements, this CR proposes to defer them to CAB V2.0.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CAB SWG is kindly recommended to review and agree to this CR, and close CONR comments A034.
6 Detailed Change Proposal

Change 1:  Added a statement that lawful interception requirements will be addressed in CAB V2.0
4.2 Version 2.0

The following CAB features are envisaged for CAB 2.0 future release:

· mapping of the CAB contact information to Legacy Formats other than vCard (CAB-HLF-011).
· prevention of unauthorized access to a CAB User’s related information stored on their reported stolen or lost mobile device (CAB-AUT-001).
· definition of a set of charging events usable in various business models (CAB-CHRG-001).  
· A mechanism for addition of search results into a CAB User’s network address book (CAB-SRCH-005).
· establishing disposition rules for the handling of Contact Shared information (CAB-SHR-005).

· Lawful interception requirements (CAB-LI-001, CAB-LI-002, CAB-LI-003, CAB-LI-004)
Change 2:  Changed the Enabler Release column values for Lawful interception to CAB V2.0
5.1.5    Lawful Interception

NOTE:  The capability to intercept CAB telecommunications traffic and related information is always implemented in accordance with national or regional (e.g. European Union) laws or technical regulations applicable to the service provider. Nothing in these requirements, including the definitions, is intended to supplant such applicable laws or regulations. 

	Label
	Description
	Enabler Release

	CAB-LI-001
	The CAB Enabler SHALL allow mechanisms to unobtrusively monitor and report any CAB activity associated with a CAB User when required by a lawful authority. 
	   CAB V2.0

	CAB-LI-002
	The CAB Enabler SHALL support access of CAB data (Personal Contact Card, Contact Entries, etc.) when required by a lawful authority.
	   CAB V2.0

	CAB-LI-003
	When supporting a lawful interception request, the CAB Enabler SHALL be able to provide the available CAB information regardless of the privacy settings set by intercepted CAB Users on their CAB related information.
	   CAB V2.0

	CAB-LI-004
	Available and applicable underlying network (e.g. SIP/IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible (e.g. re-use of 3GPP/3GPP2 lawful interception in case of 3GPP/3GPP2 IMS and/or other national or regional technical specifications).
	CAB V2.0


Table 10: High-Level Functional Requirements – Lawful Interception Items
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