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1 Reason for Change

To implement HLF-013 in a efficient and secure way, CAB User List is defined as a filter for searching PCC, i.e., list of hashes of information used for PCC Search.  The length of a hash can be adjusted by a service provider for balance between efficiency and security.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CAB SWG is kindly recommended to review and agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  5.4.1  CAB User List App Usage and 5.4.1.1  Structure
5.4.1 
CAB User List Application Usage

The CAB User List Application Usage stores information for resolving HLF-013 requirement [OMA-CAB-RD]. The list of CAB Users information SHALL be managed by the Trusted XDMC (i.e. the CAB Server) and SHALL NOT be accessible to the CAB Client. This list represents all the CAB Users in the home domain (i.e. the domain hosting this Application Usage), and this information SHALL be available for exchange with the cross-domain entities (e.g. by setting appropriate Access Permissions) such as the CAB Server of the remote domain, subject to service provider’s policies.
Management of CAB User List (e.g., updating it according to updates in PCC Application Usage) is out of scope of this specification and up to implementation.
Editor’s Note: The storage of the CAB User List Application Usage in List XDMS is FFS.

5.4.1.1
Structure
The CAB User List document SHALL conform to the structure of the “CAB User List” document described in this sub-clause. The schema definition is provided in sub-clause 5.4.1.3

The <cab-hash-list> element MAY have a ‘hash-type’ and a ‘hash-length’ attributes:

a) MAY include one or more <hash> elements.


a) 
b) 
c) 
d) 

Change 2:  5.4.1.7  Data Semantics
5.4.1.7        Data Semantics
The value of ‘hash-type’ attribute SHALL be of string type and follows the media type format specified in [RFC 4288].  It SHALL indicate the hash function used to generate the values of <hash> child elements.
The value of ‘hash-length’ attribute SHALL be of integer type and SHALL indicate the number of bits of each <hash> value.
The value of each <hash> element SHALL be of string type and SHALL indicate the hash value of information (e.g., XUI, telephone number, email address, and service alias) that a CAB User allowed to be used for PCC Search and allowed by service provider policy.  The hash value SHALL be encoded in base64 binary format.  In case the hash function specified by ‘hash-type’ attribute is of a longer length than the value of the ‘hash-length’ attribute, the first as many bits of the hash function value as specified by ‘hash-length’ SHALL be used.
<hash> elements SHALL be included for all information to be used for PCC Search.  A service provider MAY include <hash> elements that have arbitrary values for further protection of information regarding CAB Users.
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