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Change Request

	Title:
	CBUS RDRR A038, A039, A041, A042
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA PAG

	Doc to Change:
	OMA-RD-CBUS-V1_0-20081025-D

	Submission Date:
	15 Dec 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Pavel Dostal, Nokia Siemens Networks, pavel.dostal.ext@nsn.com

	Replaces:
	OMA-PAG-2008-0062


1 Reason for Change

This contribution resolves following comments:

	A038
	2008.11.29
	E
	6.2.1
	Source: jerryzhu@huawei.com
Form: doc #0237

Comment: add introduction text for security requirements or remove “<intro text for Security requirements here>”
Proposed Change: 
	Status: Closed


	A039
	2008.11.29
	T
	6.2.1
	Source: jerryzhu@huawei.com
Form: doc #0237

Comment: if no better security high-level requirement, remove the requirement table. Otherwise add appropriate requirements.
Proposed Change: 
	Status: Closed


	A041
	2008.11.26
	T
	6.2.1
	Source: Nokia Siemens Networks Form: doc #0229
Comment: No content in the table

Proposed Change: Provide requirements for security
	Status: Closed

	A042
	2008.11.26
	T
	6.2.1
	Source: bert.skedinger@ericsson.com

Form: doc #0227

Comment:  The subclause needs to be finalized.

Proposed Change: Remove yellow text box and replace table text in description column by “<no requirements identified>”.
	Status: Closed


R01: Editorial The enabler – The CBUS Enabler

‘a’ mechanisms – ‘a’ deleted
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in section 6.

6 Detailed Change Proposal

Change 1:  Section 6.2.1

6.2.1 Security




This section specifies CBUS Enabler requirements for security procedures. The CBUS Enabler handles personal data and has to ensure that such data are exchanged amongst appropriate entities using data integrity and confidentiality mechanisms. 
	
	
	
	

	
	

	
	

	
	
	
	

	
	
	
	



6.2.1.1 Authentication

This subclause specifies CBUS Enabler requirements for authentication.
	Label
	Description
	Release
	Functional module

	CBUS-AUC-001
	The CBUS Enabler SHALL support a mechanism to allow authentication between CBUS Client and CBUS Server.
	CBUS 1.0
	General

	
	
	
	


Table 1: High-Level Functional Requirements – Authentication Items
6.2.1.2 Authorization

This subclause specifies CBUS Enabler requirements for authorization.
	Label
	Description
	Release
	Functional module

	CBUS-AUT-001
	The CBUS Enabler SHALL authorize the use of the CBUS service.
	CBUS 1.0
	General

	
	
	
	


Table 2: High-Level Functional Requirements – Authorization Items

6.2.1.3 Data Integrity

This subclause specifies CBUS Enabler requirements for data integrity.
	Label
	Description
	Release
	Functional module

	CBUS-DINT-001
	The CBUS Enabler SHALL ensure data integrity protection between CBUS Client and CBUS Server.
	CBUS 1.0
	General

	
	
	
	


Table 3: High-Level Functional Requirements – Data Integrity Items

6.2.1.4 Confidentiality

This subclause specifies CBUS Enabler requirements for confidentiality.
	Label
	Description
	Release
	Functional module

	CBUS-CONF-001
	Mechanisms SHALL be provided to support confidentiality of message exchanges between CBUS Client and CBUS Server.
	CBUS 1.0
	General

	
	
	
	


Table 4: High-Level Functional Requirements – Confidentiality Items
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