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Change Request

	Title:
	CBUS 1.0 ADRR A149
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-AD-CBUS-V1_0-20090511-D

	Submission Date:
	12 May 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Dieter Gludovacz, T-Mobile International, dieter.gludovacz@t-mobile.at

	Replaces:
	n/a


1 Reason for Change

R01: - Implements comments received
· Adds ADRR comment A146

Address the following comment against the CBUS AD
	A149
	2009.04.14
	T
	5.5
	Source: T-Mobile

Form:doc#0107
Comment: As per OSE security mechanisms are non-intrinsic functions to CBUS, these should not be specified but rather described as deployment options so that a Service Provider can choose
Proposed Change: Rephrase the text accordingly 


	Status: CLOSED

Solved by OMA-PAG-CBUS-2009-0033R01



	A146
	2009-04-15
	T
	5.5
	Source: Huawei (Pozefsky)

Form: doc#0102
Comment: Security is not intrinsic to CBUS but should be a deployment choice not a part of the CBUS spec.

Proposed Change: say that authentication is choice of deployment selected by SP
	Status: CLOSED

Solved by OMA-PAG-CBUS-2009-0033R01


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on proposed changes.
6 Detailed Change Proposal

Change 1:  5.4
Security Considerations
5.4 Security Considerations

The CBUS Enabler must permit confidentiality and integrity protection for message exchanges between CBUS Client and CBUS Server. The CBUS Enabler SHALL permit the following: 
· Mutual authentication between CBUS Client and CBUS Server.
· Usage of the service by authorized Principals.

Common application layer security mechanisms are described in [OMA SEC].
Security mechanisms for SIP signalling SHOULD be provided by the underlying SIP network. In the case the underlying network is a 3GPP/3GPP2 IMS the security mechanisms, such as mutual authentication and integrity protection are described in [3GPP TS 33.203]/[3GPP2 S.R0086-0].
Furthermore security mechanisms are described in the enabler specifications CBUS depends on, i.e. for the 

· Presence enabler in [PRS_AD]
· LOCSIP enabler in [LOCSIP_AD]
· XDM enabler [XDM_AD].



5.4.1 

· 

5.4.2 


5.4.3 


5.4.4 


Change 2:  Add OMA SEC security reference to section 2.2 Informative reference

	[3GPP TS 33.203]
	3GPP TS 33.203: "Access security for IP-based services".
URL: http://www.3gpp.org/  

	[3GPP2 S.R0086-0]
	3GPP S.R0086-0: "IMS Security Framework".
URL: http://www.3gpp2.org/  

	[OMA SEC]
	“OMA Application Layer Security Common Functions”, Version 1.0, Open Mobile Alliance™, URL:http://www.openmobilealliance.org/
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