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1 Reason for Change

Justification

R01: ADRR comments needs to be closed in ADRR table.

This is a proposal for solution to the following AD Review Report item(s) as described in OMA-ADRR-CBUS-V1_0-200900506-D:
	ID
	Open Date
	Type
	Section
	Description
	Status

	A135
	2009-04-15
	T
	5.4.1
	Source: Huawei 

Form: doc#0102

Comment: resolve the editor’s notes.
Proposed Change:  
	Status: CLOSED 
Solved by OMA-PAG-CBUS-2008-0034R01-CR_CBUSV1_0_AD_solving_A135_A139_A141

	A139
	2009.04.13
	T
	5.4.1, 5.4.2
	Source: Ericsson

Form: doc #0101

Comment: Editor’s Note about using Presence RLS needs to be solved. 

Proposed Change: Add a new flow using RLS.
	Status: CLOSED
 Solved by OMA-PAG-CBUS-2008-0034R01-CR_CBUSV1_0_AD_solving_A135_A139_A141

	A141
	2009.04.15
	T
	5.4.1
	Source: RIM, aallen@rim.com

Form: doc#0119

Comment: Editor's Note to be resolved
	Status: CLOSED
 Solved by OMA-PAG-CBUS-2008-0034R01-CR_CBUSV1_0_AD_solving_A135_A139_A141


Note. Section 5.4.1 has been moved to Appendix B.1.

A135, A139, A141: The section B.1 is proposed to contain two flows – one for the existing flow and a new flow based on existing flow and using RLS.
The case when a URI is a Group Identity can be handled using SIP 404 “Not Found” response but represents an error case which should not be shown at AD level. The Editor’s note can be removed.

Summary of Change

The ADRR comments A135, A139 and A141 are solved and closed.  

Scope of Change

Subclause B.1 is affected.

Consequence if not accepted

A number of ADRR comments remain open/unsolved.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.

6 Detailed Change Proposal

Change 1:  A135, A139 and A141: Solving an Editor’s Note
B.1 Selecting Group Members based on Simple Conditions and One-time Evaluation

This section shows the flows when a User with a CBUS Client requests for a selection of members based on one-time evaluation and by providing a list of Candidate URIs and Conditions for selecting members based only on presence information.
The section B.1.1 “Selecting Group members when Request-contained Resource Lists is not supported” describes the flow when CBUS Server retrieves Evaluation Information using one subscription for each Candidate URI. The section B.1.2 “Selecting Group members using Request-contained Resource Lists” describes the flow when CBUS Server retrieves Evaluation Information using one subscription for a multiple of Candidate URIs.

B.1.1 Selecting Group members when Request-contained Resource Lists is not supported

The Figure 2 shows the flow when a User with a CBUS Client requests for a selection of members where the CBUS Server retrieves Evaluation Information by initiating a subscription to Evaluation Information for each Candidate URI. The CBUS Server can use this procedure e.g. when RSL Server is not deployed in the network in the context of presence or when the CBUS Server does not support subscription to Request-contained Resource Lists.  
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Figure 1: Selecting Group members based on simple Conditions and one-time evaluation when not using RLS
1. A CBUS Client that wants to retrieve Users matching a set of Conditions based on a one-time evaluation of Presence information sends a SIP SUBSCRIBE request to the SIP/IP Core network with the following information elements: 

a. A list of SIP URIs of the Users, i.e. of the Candidate URIs

b. A list of filter criteria for when notification is to be sent, i.e. the Conditions for the Presence elements to be evaluated

c. The indication that this is a one-time evaluation, i.e. the duration of the subscription set to zero

2. The SIP/IP Core network routes the SIP SUBSCRIBE request to the CBUS Server.

3. The CBUS Server performs an authorization check of the CBUS Client request.

4. If the authorization check is passed the CBUS Server returns a SIP 202 Accepted response to the SIP/IP Core network.

5. The SIP/IP Core network forwards the SIP 202 Accepted response to the CBUS Client.

6. The CBUS Server sends a SIP NOTIFY request with an empty or neutral body to the SIP/IP Core network.

7. The SIP/IP Core network forwards the SIP NOTIFY request to the CBUS Client.

8. The CBUS Client acknowledges the reception of the SIP NOTIFY request by returning a SIP 200 OK response to the SIP/IP Core network.

9. The SIP/IP Core network forwards the SIP 200 OK response to the CBUS Server.

10. The CBUS Server identifies that the Conditions are based on Presence information. The CBUS Server sends a SIP SUBSCRIBE request on behalf of the CBUS Client to the SIP/IP Core network for each of the Candidate URIs received and with the following information elements:

a. The SIP URI of the User, i.e. of the Candidate URI received from the CBUS Client

b. The list of filter criteria for when notification is to be sent, i.e. the Conditions for the Presence elements to be evaluated

c. The indication that this is a one-time evaluation, i.e. the duration of the subscription set to zero

NOTE: 
Step 6 – 15 are repeated for each Candidate URI received from the CBUS Client (not shown in the figure).


11. The SIP/IP Core network routes the SIP SUBSCRIBE request to the Presence Server.

12. The Presence Server performs an authorization check of the CBUS Server request to verify that the originator, i.e. the CBUS Client is allowed to request the Presence information.

13. If the authorization check is passed the CBUS Server returns a SIP 200 OK response to the SIP/IP Core network.

14. The SIP/IP Core network forwards the 200 OK response to the CBUS Server.

15. The Presence Server retrieves the Presence information related to the Conditions received from the CBUS Server and allowed according to the authorization check for the Presentity corresponding to the Candidate URIreceived.

16. The Presence Server sends a SIP NOTIFY request with Presence information to the SIP/IP Core network.

17. The SIP/IP Core network forwards the SIP NOTIFY request to the CBUS Server.

18. The CBUS Server acknowledges the reception of the SIP NOTIFY request by returning a SIP 200 OK response to the SIP/IP Core network.

19. The SIP/IP Core network forwards the SIP 200 OK response to the Presence Server.

20. The CBUS Server evaluates the Conditions against the Evaluation Information received in the notification from the Presence Server to define the Candidate URIs matching the Conditions.

21. The CBUS Server sends a SIP NOTIFY request to the SIP/IP Core network with the following information elements:

a. A list of SIP URI of the Users matching the Conditions

22. The SIP/IP Core network forwards the SIP NOTIFY request to the CBUS Client.

23. The CBUS Client acknowledges the reception of the SIP NOTIFY request by returning a SIP 200 OK response to the SIP/IP Core network.

24. The SIP/IP Core network forwards the SIP 200 OK response to the CBUS Server.
B.1.2 Selecting Group members using Request-contained Resource Lists 
The shows the flow when a User with a CBUS Client requests for a selection of members where the CBUS Server retrieves Evaluation Information by initiating a subscription to Evaluation Information for a multiple of Candidate URIs. The CBUS Server can use this procedure e.g. when RSL Server is deployed in the network in the context of presence and the CBUS Server supports subscription to Request-contained Resource Lists.  
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Figure 2: Selecting Group members based on simple Conditions and one-time evaluation when using RLS
1. A CBUS Client that wants to retrieve Users matching a set of Conditions based on a one-time evaluation of Presence information sends a SIP SUBSCRIBE request to the SIP/IP Core network with the following information elements: 

a. A list of SIP URIs of the Users, i.e. of the Candidate URIs

b. A list of filter criteria for when notification is to be sent, i.e. the Conditions for the Presence elements to be evaluated

c. The indication that this is a one-time evaluation, i.e. the duration of the subscription set to zero

2. The SIP/IP Core network routes the SIP SUBSCRIBE request to the CBUS Server.

3. The CBUS Server performs an authorization check of the CBUS Client request.

4. If the authorization check is passed the CBUS Server returns a SIP 202 Accepted response to the SIP/IP Core network.

5. The SIP/IP Core network forwards the SIP 202 Accepted response to the CBUS Client.

6. The CBUS Server sends a SIP NOTIFY request with an empty or neutral body to the SIP/IP Core network.

7. The SIP/IP Core network forwards the SIP NOTIFY request to the CBUS Client.

8. The CBUS Client acknowledges the reception of the SIP NOTIFY request by returning a SIP 200 OK response to the SIP/IP Core network.

9. The SIP/IP Core network forwards the SIP 200 OK response to the CBUS Server.

10. The CBUS Server identifies that the Conditions are based on Presence information. The CBUS Server sends a SIP SUBSCRIBE request on behalf of the CBUS Client to the SIP/IP Core network for each of the Candidate URIs received and with the following information elements:

a. The Request-contained Resource List that includes the SIP URIs of the Users, i.e. the Candidate URI received from the CBUS Client

b. The list of filter criteria for when notification is to be sent, i.e. the Conditions for the Presence elements to be evaluated

c. The indication that this is a one-time evaluation, i.e. the duration of the subscription set to zero

11. The SIP/IP Core network routes the SIP SUBSCRIBE request to the RLS Server.

12. The RLS Server performs an authorization check of the CBUS Server request to verify that the originator, i.e. the CBUS Client is allowed to request the Presence information.

13. If the authorization check is passed the CBUS Server returns a SIP 200 OK response to the SIP/IP Core network.

14. The SIP/IP Core network forwards the 200 OK response to the CBUS Server.

15. The RLS Server retrieves the Presence information related to the Conditions received from the CBUS Server and allowed according to the authorization check for the Presentity corresponding to the Candidate URI received.

16. The RLS Server sends a SIP NOTIFY request with Presence information to the SIP/IP Core network.

17. The SIP/IP Core network forwards the SIP NOTIFY request to the CBUS Server.

18. The CBUS Server acknowledges the reception of the SIP NOTIFY request by returning a SIP 200 OK response to the SIP/IP Core network.

19. The SIP/IP Core network forwards the SIP 200 OK response to the RLS Server.

20. The CBUS Server evaluates the Conditions against the Evaluation Information received in the notification from the RLS Server to define the Candidate URIs matching the Conditions.

21. The CBUS Server sends a SIP NOTIFY request to the SIP/IP Core network with the following information elements:

a. A list of SIP URI of the Users matching the Conditions

22. The SIP/IP Core network forwards the SIP NOTIFY request to the CBUS Client.

23. The CBUS Client acknowledges the reception of the SIP NOTIFY request by returning a SIP 200 OK response to the SIP/IP Core network.

24. The SIP/IP Core network forwards the SIP 200 OK response to the CBUS Server.
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